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Customer Dashboard
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1
PHYSICAL VERIFICATION FOR ONLINE
CHECK-IN

CROSS-REFERENCE TO RELATED
APPLICATIONS

This patent application claims priority to U.S. Provisional
Patent Application Ser. No. 61/394,324, entitled “Physical
verification for online check-in,” filed Oct. 18, 2010, the
entirety of which is herein incorporated by reference. This
patent application also relates to provisional patent applica-
tion 61/305,925, entitled “Automated transaction system,”
filed Feb. 18, 2010, and to provisional patent application
61/373,205, entitled, “Settlement processes in an automated
payments system,” filed Aug. 12, 2010, which are both herein
incorporated by reference in their entirety for all purposes.

TECHNICAL FIELD

The disclosed embodiments relate generally to implement-
ing physical verification for online check-in processes and
functions using an automated transaction system.

SUMMARY

This disclosure relates to implementing a physical mecha-
nism to transmit information about a user to an online system,
including social networking websites, such as Facebook,
using an automated transaction system. Such action may be
initiated at a merchant location via a user tapping, waving,
scanning, or placing in close proximity a Near Field Commu-
nication (NFC) chip, whether on its own or as part of another
device) to an NFC chip reader. User information may be
received at an automated transaction system for verification
and for updating information and data relating to the user
information. The physical mechanism may be used to initiate
transmission of user information via the automated transac-
tion system to create new membership in an online system,
verify existing membership in an online system, and enabling
publication with or to an online system (such as liking or
checking in at a business). Any such use of the physical
mechanism and automated transaction system in this appli-
cation is referred to as a “check-in.”

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a schematic diagram illustrating an automatic
transaction system, in accordance with the present disclosure;

FIG. 2 is a flow diagram illustrating physical verification
for online check-in processes, in accordance with the present
disclosure;

FIG. 3 is a schematic diagram illustrating communication
between an automated transaction system and an online sys-
tem or publication system, in accordance with the present
disclosure;

FIG. 4 is a schematic diagram illustrating check-in pro-
cesses and functions, in accordance with the present disclo-
sure;

FIG. 5 is a system diagram of an automated transaction
system, online system or publication system, NFC reader,
user device, and system user computers, in accordance with
the present disclosure;

FIG. 6 A-6F are schematic diagrams illustrating exemplary
consumer dashboard pages for providing automated transac-
tion system data and analytics to a consumer or user; and
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2

FIGS. 7A-7E are a schematic diagrams illustrating exem-
plary merchant or business dashboard pages for providing
automated transaction system data and analytics to a mer-
chant or business.

DETAILED DESCRIPTION

FIG. 1 is a schematic diagram illustrating an automated
transaction system 100. The automated transaction system
100 may be used for a variety of online systems 110 desiring
to create, verify or determine users of their online networks
and systems in the offline world. The online systems 110 may
include social networking systems, publication systems or
networks, or other online systems in which user verification
may be advantageous (e.g., Facebook, Twitter, Foursquare,
Open Table, Yelp, Living Social, Groupon, etc.).

The automated transaction system 100 may also be used
for program managers 108 (including, but not limited to,
depository institutions like banks and credit unions) and mer-
chants 106 desiring to facilitate transactions. These transac-
tions may include payment transactions, coupon redemption,
reward or promotional transactions, mileage transactions, or
any other type of transaction or exchange that may take place
between a customer and merchant.

The automated transaction system 100 may include mul-
tiple components to initiate and complete a variety of
exchanges, transactions, verification, check-ins, etc. A con-
sumer identifier mechanism 141 is used for consumers to
initiate these check-ins at participating merchant locations. A
merchant terminal 161 may be used to read the consumer
identifier mechanism 141. The merchant terminal 161 may
just be a reader or terminal connected to the automated trans-
action system network and be operable to scan or read the
consumer identifier mechanism 141 and verify the user. In
other embodiments, the terminal 161 is also a point-of-sale
(POS) terminal used for merchants to accept transactions
from participating consumers using a consumer identifier
mechanism 141.

An automated transaction system is a communications sys-
tem connecting consumer and merchant transactions to
online systems 110 for user verification and determination
purposes. In some embodiments, the automated transaction
system may also connect consumers and merchants to pro-
gram managers’ systems 108 for transaction processing and
settlement.

Communications between consumer systems 104, mer-
chant systems 106, online systems 110, and program manager
systems 108 may be facilitated through the automated trans-
action system via the Internet, a cloud computing network, or
other public communication networks 170. Although a single
consumer system 104, merchant system 106, online system
110, and program manager system 108 are shown, there may
actually be a plurality of consumer systems 104, merchant
systems 106, online system 110, and program manager sys-
tems 108 in communication with the automated transaction
system.

The consumer system 104 may include a consumer mobile
device 143, a consumer computer 145, and/or a consumer
identifier mechanism 141. In an embodiment, the consumer
identifier mechanism 141 is attached to the consumer mobile
device 143, but the consumer identifier mechanism 141 may
be used separately from a consumer mobile device 143. The
consumer identifier mechanism 141 is used to communicate
150 (e.g., via NFC) with a merchant terminal 161. Thus, the
consumer identifier mechanism 141 may be attached to a
consumer’s items that they typically carry (e.g., keys, wallet,
mobile device, planner, etc.) or may be carried separately by
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the consumer. The consumer computer 145 may be a personal
computer providing the consumer access a number of pro-
gram manager websites (e.g., a personal banking site or an
airline miles site) and/or automated transaction system web-
sites and dashboards. A consumer may access various aspects
related to her account at the automated transaction system via
the consumer computer 145. For example, the automated
transaction system may provide a consumer website over the
Internet 170 providing content for the consumer’s transac-
tions, available rewards, coupons, memberships, etc. The
consumer may also be able to access merchant websites via
the Internet.

Connections 151 (indicated by a dotted line) are exemplary
connections between the consumer system 141, merchant
system 161, program manager system 108, online system
110, and automated transaction system, but other connections
may be possible.

The merchant system 106 may include a merchant terminal
161 (which may be a reader or a reader/POS terminal com-
bination), a POS server 169, a merchant computer system
167, an awards server 165, and a merchant server 163. The
POS server 169 may be used for storing information and for
processing space for POS transactions at the merchant termi-
nal 161. The awards server 165 may be used for storing
information for merchant reward, award, coupon, etc. infor-
mation, and to process related programs. In an embodiment,
an awards server 122 is located at the automated transaction
system and a merchant computer 167 may access this awards
server 122 to determine merchant reward, award, coupon, etc.
information and to process related programs once a user’s
information is verified. In another embodiment, both the mer-
chant system 106 and the automated transaction system have
awards servers 122, 165. The merchant server 163 may be
used for storing other merchant-related information including
marketing information, HR records, accounting, etc., and
executing or processing related programs.

The merchant computer 167 may also provide the mer-
chant access to anumber of websites (e.g., abusiness banking
site). A merchant may also access various aspects related to
merchant and customer accounts at the automated transaction
system via the merchant computer 167. For example, the
automated transaction system may provide a merchant web-
site portal over the Internet 170 providing content for the
merchant’s transactions, available rewards, coupons, mem-
berships, etc. The merchant may also be able to access con-
sumer data including, but not limited to, data warchouse
analytics, at the automated transaction system’s data server
121.

The separate machines for the POS server 169, merchant
computer system 167, awards server 165, and merchant
server 163 are for illustration purposes only. The servers and
computer system may all be encompassed within one
machine or may be a group of networked machines. The
merchant terminal 161 may be networked with the merchant
computer system and servers.

When a check-in is initiated by a consumer via his con-
sumer identifier mechanism 141 at a merchant terminal 161,
the merchant system 161 may transmit information to and
access information from the automated transaction system.
For example, when a consumer uses his consumer identifier
mechanism 141 to check-in for coupon redemption, the mer-
chant system 161 may access the automated transaction sys-
tem’s coupon server 123 to determine whether the coupon is
valid for that user and how much the coupon is worth. Alter-
natively, the merchant may have coupon validity and value
information stored at the merchant server 163 and may access
the automated transaction system’s coupon server 123 to link
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the consumer identifier mechanism 141 with the coupon and
with the consumer’s account. The automated transaction sys-
tem may facilitate an automatic check-in using the consumer
information, merchant information, online system informa-
tion, and, optionally, associated financial institution or pro-
gram manager information. Similar levels of involvement are
in place for other types of check-ins. The automated transac-
tion system may be flexible depending on each consumer,
merchant, online system and, optionally, program manager to
provide as little or as much check-in information and process-
ing as is used by a particular check-in.

The program manager system 108 may include an auto-
mated transaction system server 181, a merchant account
server 183, a consumer account server 185, an awards server
187 and an account processor 189. The program manager
system 108 may be a financial institution system with servers
185, 183 for consumers and businesses. The account proces-
sor 189 may process transactions and update information
related to consumers, merchants, and awards at the servers
185, 183, 187. The automated transaction system server may
store information related to the automated transaction system
and the automated transaction system may access and update
the automated transaction system server 181 during a trans-
action.

The separate machines for the automated transaction sys-
tem server 181, the merchant account server 183, the con-
sumer account server 185, the awards server 187 and the
account processor 189 are for illustration purposes only. The
servers and computer system may all be encompassed within
one machine or may be a group of networked machines.

The automated transaction system may include a consumer
server 129, merchant server 128, SMS server 127, program
management inquiry server 124, queue server 125, coupon
server 123, awards server 122, data server 121, online system
server 199, and account processor 126. The automated trans-
action system facilitates transactions, check-ins and check-in
related communications between the consumer system 104,
merchant system 106, the online system 110, and, in some
embodiments, the program management system 189. The
consumer server 129 may store data related to a number of
consumer accounts and execute consumer-related program-
ming. The merchant server 128 may store data related to a
number of merchant accounts and execute merchant-related
programming. The SMS server 127 may communicate with
any cellular network provider 172 to provide alerts to a con-
sumer mobile device 142 via such cellular network 174. The
program management inquiry server 124 may store data
related to program management inquiries and execute pro-
gram management inquiry-related programming. The online
system server 199 may store data related to online system
queries and execute online system-related programming. The
queue server 125 may store data related to queue management
and execute related programming. The coupon server 123
may store data related to coupons and execute related pro-
gramming. The awards server 122 may store data related to
awards and rewards and execute related programming. And
the data server 121 may store aggregated data related to
consumer and merchant transactions and check-ins as well as
execute data warehouse analytics programming. Other serv-
ers may be possible including any servers related to con-
sumer-merchant transactions, exchanges, or check-ins.

The separate machines for the consumer server 129, mer-
chant server 128, SMS server 127, program management
inquiry server 124, queue server 125, coupon server 123,
awards server 122, data server 121, online system server 199,
and account processor 126 are for illustration purposes only.
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The servers and computer system may all be encompassed
within one machine or may be a group of networked
machines.

The online system 110 is a system offering social network-
ing capabilities, such as liking a merchant, publishing the fact
that a user is at a merchant’s location, applying a coupon,
checking a user or consumer in at a restaurant, updating a
user’s status, publishing a photo, writing on a merchant’s
wall, joining an online group, attending an event, tagging,
poking, tweeting, etc., or any action facilitated by an online
system having users. The automated transaction system asso-
ciates a user scanning, tapping, waving, or placing in close
proximity a NFC chip (of a consumer identifier mechanism)
to an NFC chip reader with an online system 110. User
information may be received at an automated transaction
system for verification and for updating information and data
relating to the user information and may be relayed to an
online system 110 for any of the above actions. The auto-
mated transaction system may also facilitate a transaction
between the user, merchant, and a program manager or finan-
cial institution and may also relay transaction information to
the online system 110.

The online system 110 may include a data server 181, API
server 182, application server 185, and a check-in server 183
(which provides the storage and programming capabilities for
any type of online check-in including, but not limited to,
adding a photo, tagging a photo, writing on a wall, updating a
status, sending a tweet, “liking” a website, news, a brand, a
company, a page, etc., joining a group, attending an event,
redeeming a coupon or reward, checking in for a reservation,
or any other user interaction with an online system). The
online system 110 may also include a processing machine
184.

The separate machines for the data server 181, API server
182, application server 185, check-in server 183, and process-
ing machine 184 are for illustration purposes only. The serv-
ers and computer system may all be encompassed within one
machine or may be a group of networked machines.

As discussed in U.S. Prov. Pat. App. No. 61/305,925, in an
embodiment, the consumer identifier mechanism 141 may be
a sticker attached to a mobile device. A consumer may initiate
contactless transactions with a merchant at the point of sale by
tapping the consumer identifier mechanism 141 on a mer-
chant terminal 161. The consumer identifier mechanism 141
initiates a payment through the transaction system.

The automated transaction system is operable to conduct a
check-in in the automated transaction system 100. The auto-
mated transaction system directs check-in processes over the
automated transaction system 100.

In an embodiment, after the consumer identifier mecha-
nism 141 is tapped on the merchant terminal 161, the trans-
action system issues instructions to the online system 110 that
result in the consumer identifier mechanism 141 user creating
a new or being associated with an existing online system
account, reservation, reward, or coupon. In another embodi-
ment, after the consumer identifier mechanism 141 is tapped
on the merchant terminal 161, the transaction system issues
instructions to the online system 110 resulting in consumer
identifier mechanism 141 user check-in information being
published at an online system. In another embodiment, after
the consumer identifier mechanism 141 is tapped on the mer-
chant terminal 161, the transaction system issues instructions
110 that result in the consumer identifier mechanism 141 user
receiving a coupon associated with the online system 110, a
merchant 106, or both.

FIG. 2 is a flow diagram illustrating physical verification
for online check-in processes. At action 202, a user checks in
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at a merchant venue. The check-in may include a user tap-
ping, waving, scanning, or placing in close proximity an NFC
chip to an NFC chip reader. The check-in may occur at a
reader or terminal that only performs a check-in function or at
a reader or terminal also operable to conduct transactions.

At action 204, user check-in information is sent to an
automated transaction system. The user check-in information
may include date, time, transaction amount, terminal/reader
location, merchant information, and user identifier mecha-
nism information.

Optionally, the automated transaction system may request
permission information from the user at action 205. The per-
mission information may include asking the user whether
they want to check in. If the user indicates yes, then the user
may be checked into pre-approved online systems. The
request for permission information may also include a text
message to the user’s mobile device requesting a yes/no from
the user as to whether the user may want to publish her
location at a specific online system (e.g., Facebook) applica-
tion associated with the merchant. The user’s response is then
sent to the automated transaction system at action 204.

The user’s check-in information—optionally including the
user’s permission information—is stored in a database at the
automated transaction system in action 207. The user’s
check-in information or a compilation of the user’s data
stored in the database is available for viewing by the user by
accessing a client browser interface for the automated trans-
action system.

The automated transaction system communicates with an
online system based on check-in information at action 206.
For example, if the user desires to have his location at a
merchant published on Facebook, the automated transaction
system will communicate the user’s location at the merchant
with Facebook for publication.

The user and merchant data and analytics are updated at
action 208. For example, if the user indicated that the auto-
mated transaction system may always publish her location at
a particular merchant, then the automated transaction system
will update data accordingly. The automated transaction sys-
tem may update a merchant’s analytics based on the number
of users arriving at the merchant. The automated transaction
system may provide data and the online system may update
their databases and records. For example, if a user checks-in
ata restaurant, the automated transaction system may provide
information to a reservation online system (e.g., Open Table)
that the user has arrived for his reservation. The reservation
online system may update his records or database indicating
that the user arrived, arrived on time, etc. Other data and
analytics may be updated depending on user inputs and pref-
erences, online system options and functionalities, and mer-
chant preferences.

Optionally, at action 210, data related to the user check-in
information is published to the online system 110. For
example, a user status may be published on Twitter or auser’s
location at a merchant may be published on the merchant’s
page on Facebook. In addition to the actions shown in FIG. 2,
at any point after user check-in information is sent to the
automated transaction system, information may be sent to the
user. This information may include a coupon or reward for the
merchant at which the user is checked in. The user may
receive the information via message to her mobile device or
via an online system account associated with her, or both.

FIG. 3 is a schematic diagram illustrating communication
between an automated transaction system 302 and an online
system platform 304. As discussed above, the automated
transaction system 302 receives user check-in information for
each user check-in. The automated transaction system 302
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may communicate aspects of this user check-in information
and/or associated information to the online system platform
304. This information may include, but is not limited to, user
identification information, user geographic location, mer-
chant or business data including the business name, a cat-
egory for the business, etc., a transaction amount, SKU data,
a user status, and other check-in information. As discussed in
relation to FIG. 1, the online system platform 304 may
include APIs for various online check-in functions. The
online system platform 304 may also include automated
transaction system applications and merchant applications.

FIG. 4 is a schematic diagram illustrating various check-in
options or functions 400 for a variety of online systems. A
user may “like” a merchant, news, page, event, group, etc.; a
user may join a group; a user may make a comment; a user
may indicate that they are at a particular place or business; a
user may add a photo ortag a photo; a user may register; a user
may check-in at a restaurant for his reservation; a user may
attend an event; a user may post a status or tweet a message;
auser may postonawall; auser may poke another user; a user
may unlock a badge; a user may create a custom badge; a user
may redeem a coupon (e.g., with Groupon); a user may “like”
acoupon offered by a merchant or by an online system; a user
may earn and redeem rewards or points; a user may update a
status; etc. If an online system supports a user interaction (or
a type of check-in), then the automated transaction system
may support this type of check-in.

FIG. 5 is a schematic diagram illustrating a check-in sys-
tem 500. The check-in system 500 includes a consumer
device 502 with a consumer identifier mechanism, a POS
terminal or reader 504, an automated transaction system 506,
and an online system platform 508. The system may also
include consumer and/or merchant computers 510 running an
interface provided by the automated transaction system 506.
The consumer device 502 may be amobile device, wallet with
a smart card, stand-alone smart card, key chain, etc.

As discussed above, the consumer identifier mechanism
comes in close proximity with the terminal or reader 504 to
initiate the check-in (connection 511). Check-in information
is passed from the terminal or reader 504 to the automated
transaction system 506 (connection 512) via the internet or a
network.

The automated transaction system 506 may request pass-
word, verification, permissions, check-in specifics, etc. from
the user via the consumer mobile device 502 (connection
513). The user enters information related to the check-in (e.g.,
content for status updates) and the information is communi-
cated to the automated transaction system 506 (connection
513). The automated transaction system 506 communicates
the user-specific check-in information to the online system
platform 508 (e.g., Facebook) (connection 514). The auto-
mated transaction system 506 may also communicate cou-
pon, rewards, merchant updates (real-time and otherwise),
etc. to the consumer device 502 (connection 513).

The consumer mobile device 512 may also communicate
with the online system platform 508 directly either via
browser or through messaging or e-mailing (connection 515).
The automated transaction system 506 may update data and
analytics and provide the content to the consumer and/or to
the merchant on automated transaction system dashboards
via a browser on the consumer and/or merchant computer 510
(connection 517). Although a single box 510 is shown in FIG.
5, the single box 510 represents any number of consumer or
merchant computers. The consumer or merchant may access
and update their account information, permissions, prefer-
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ences, etc. with the automated transaction system 506 via the
dashboards at the consumer or merchant computers 510 (con-
nection 517).

Consumers or merchants may also communicate with the
online system platform 508 directly via the consumer or
merchant computers 510 (connection 516). Such communi-
cations may include social media updates or functions, mak-
ing reservations, posting a coupon, acquiring a coupon, etc.

Thus, the automated transaction system 506 provides for
associating a physical verifying of a user at a merchant (e.g.,
connection 511) with an online system platform 508. The
automated transaction system 506 also provides for passing
information between users, merchants, and online systems.
The automated transaction system 506 may also connect
these systems with a program manager (not shown) includ-
ing, but not limited to, a financial institution for facilitating a
transaction.

FIG. 6A-6F are schematic diagrams illustrating exemplary
consumer dashboard pages 600, 610, 620, 630, 640 for pro-
viding automated transaction system data and analytics to a
consumer or user.

The consumer dashboard 600 illustrates data 604 provided
when a user selects or navigates to a transactions option 602.
The data 604 may include, but is not limited to, business
information, date and time of purchase, visit, or check-in,
transaction amount, and savings, reward, or coupon informa-
tion for the transaction or check-in.

The consumer dashboard 610 illustrates data 614 provided
when a user selects or navigates to a favorite business option
612. The data 614 may include, but is not limited to, business
information, total savings, number of visits, total amount
spent, average amount spent, and frequency of visits. The user
may also select a certain favorite business from the data 614
and more detailed data 616 is provided to the user. The more
detailed information may include, but is not limited to, busi-
ness name, date and time of purchase/visit/check-in, transac-
tion amount, and savings, reward, or coupon information used
for the transaction or check-in.

The consumer dashboard 620 illustrates data 624 provided
when a user selects or navigates to a give a gift option 622.
The data 624 may include, but is not limited to, favorite
business information, coupon options, surprise options, cash
options for gifts to friends. The user may also select a gift
option from the data 624, enter a message, and send the gift to
a friend.

The consumer dashboard 630 illustrates data 634 provided
when a user selects or navigates to a treasure chest option 632.
The data 634 may include, but is not limited to, business
name, available coupon or reward information, available cou-
pon or reward value, and a give to a friend information. When
a field of the data 634 is selected by a user, a graphic 636 may
appear with a summary of the business information including
the business’s geographic information, business information,
coupon information for that business specific to the user, etc.

The consumer dashboard 640 illustrates data 644 provided
when a user selects or navigates to a dashboard home 642.
The data 644 may include, but is not limited to, a link for
PayPal or other program manager, gift information, and cou-
pon, reward, or promotion information.

FIGS. 7A-7E are a schematic diagrams illustrating exem-
plary merchant or business dashboard pages 700, 710, 720,
730, 740 for providing automated transaction system data and
analytics to a merchant or business.

The business dashboard 700 illustrates data 704 provided
when a business user selects or navigates to a dashboard
transaction page 702. The data 704 may include, but is not
limited to, customer information, when the customer checked
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in, whether and how much money the customer spent,
whether the customer used a reward, coupon, or promotion
and the value of that promotion. The data 704 may be dis-
played for a selectable period of time.

The business dashboard 710 illustrates data 714 provided
when a business user selects or navigates to a dashboard
customers page 712. The data 714 may include, but is not
limited to, customer information, total amount spent, number
of coupons redeemed total number of visits, when the cus-
tomer checked in. The data 714 may be displayed for a select-
able period of time and/or may be filtered by group, age, sex,
average amount spent. The business user may also search by
a customer name, generally when permission has been giving
for this by the consumer.

The business dashboard 720 illustrates data 724 provided
when a business user selects or navigates to a dashboard
customers page 722. The data 724 may include, but is not
limited to, customer information including what other area
stores your customers are visiting.

The business dashboard 730 illustrates data 734 provided
when a business user selects or navigates to a dashboard
promotions page 732. The data 734 may include, but is not
limited to, options for the business to create a promotion
including customer loyalty promotions, anytime promotions,
special offers, etc.

The business dashboard 740 illustrates data 744 provided
when a business user selects or navigates to a dashboard home
page 742. The data 744 may include, but is not limited to,
links for program managers or online systems, links to create
apromotion, and a summary of automated transaction system
results for the business.

While various embodiments have been described above, it
should be understood that they have been presented by way of
example only, and not limitation. Thus, the breadth and scope
of a preferred embodiment should not be limited by any of the
above described exemplary embodiments, but should be
defined only in accordance with the claims and their equiva-
lents for any patent that issues claiming priority from the
present provisional patent application.

Additionally, the section headings herein are provided for
consistency with the suggestions under 37 CFR 1.77 or oth-
erwise to provide organizational cues. These headings shall
not limit or characterize the invention(s) set out in any claims
that may issue from this disclosure. Specifically and by way
of example, although the headings refer to a “Technical
Field,” such claims should not be limited by the language
chosen under this heading to describe the so-called technical
field. Further, a description of a technology in the “Back-
ground” is not to be construed as an admission that technol-
ogy is prior art to any invention(s) in this disclosure. Neither
is the “Brief Summary” to be considered as a characterization
of the invention(s) set forth in issued claims. Furthermore,
any reference in this disclosure to “invention” in the singular
should not be used to argue that there is only a single point of
novelty in this disclosure. Multiple inventions may be set
forth according to the limitations of the multiple claims issu-
ing from this disclosure, and such claims accordingly define
the invention(s), and their equivalents, that are protected
thereby. In all instances, the scope of such claims shall be
considered on their own merits in light of this disclosure, but
should not be constrained by the headings set forth herein.

What is claimed is:

1. A method of providing physical verification for an online
check-in process, the method comprising:

receiving user check-in information at a merchant termi-

nal, the check-in information provided by a user, the
merchant terminal located at a merchant location;
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receiving, at an automated transaction system remote from
the merchant terminal, the user check-in information;

requesting permission information via a permission
request before transmitting the user check-in informa-
tion to a social network computer system, the requested
permission information being related to check-in infor-
mation and specific to the social network computer sys-
tem;
receiving permission information to transmit the user
check-in information to the social network computer
system, the received permission information being
related to check-in information and specific to the social
network computer system;
establishing a computer communication link from the
automated transaction system to the social network
computer system comprising social network elements
through which multiple users are socially connected by
the social network computer system to other users to
receive the status updates of other users; and

transmitting the check-in information from the automated
transaction system to the social network computer sys-
tem, whereby the user’s status is automatically updated
with at least some of the user-provided check-in infor-
mation based upon at least some of the received permis-
sion information related to check-in information and is
provided to multiple users that are socially connected to
the user based upon at least some of the received per-
mission information specific to the social network com-
puter system.

2. The method of claim 1, wherein the user check-in infor-
mation is received via a near-field communication (NFC)
interface.

3. The method of claim 1 further comprising storing user
permission information in a database, whereby the user
check-in information can be transmitted or not transmitted
automatically to the social network computer system without
further permission requests.

4. The method of claim 1 further comprising updating a
database with a total number of visitors to the merchant
location.

5. The method of claim 1 further comprising transmitting a
coupon based upon the user check-in information and the
merchant location.

6. The method of claim 1 further comprising notifying a
third-party that the user check-in information has been
received.

7. The method of claim 1 further comprising updating a
database with purchases made at the merchant location in
association with the user check-in information.

8. The method of claim 1, wherein the permission request
is a text message transmitted to a mobile device.

9. The method of claim 1, wherein the permission request
is presented at the merchant terminal.

10. A method of providing physical verification for an
online check-in process, the method comprising:

receiving user check-in information from a user at a mer-

chant terminal located at a merchant location;

transmitting permission information in response to a

received permission request, wherein the received per-

mission request is:

related to user check-in information received at an auto-
mated transaction system remote from the merchant
terminal, the automated transaction system further
comprising a database,

received before the user check-in information is trans-
mitted from the automated transaction system to a
social network computer system, and,
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specific to the social network computer system;

receiving information indicating a result related to the
transmitted permission information, the transmitted per-
mission information being related to user check-in infor-
mation and specific to the social network computer sys-
tem; and

updating user analytics in the database based on the check-
in information, wherein the updating is provided based
in part upon the received result and is provided via a
computer communication link established between the
automated transaction system and the social network
computer system,

wherein the communication link comprises social network
elements through which multiple users are socially con-
nected by the social network computer system to other
users to receive the status updates of other users,

whereby the analytics are automatically updated with at
least some of the user-provided check-in information
based upon at least some of the requested permission
information related to check-in information, and are
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provided to multiple users that are socially connected to
the user based upon at least some of the requested per-
mission information specific to the social network com-
puter system.
11. The method of claim 10 further comprising:
retrieving a social network profile of the user by the auto-
mated transaction system; and
updating the social network computer system to indicate
that the user is present at the merchant location.
12. The method of claim 10 further comprising:
receiving transaction information from the merchant loca-
tion; and
coordinating payment for the transaction between the mer-
chant location and a financial institution.
13. The method of claim 10, wherein the permission
request is a text message transmitted to a mobile device.
14. The method of claim 10, wherein the permission
request is presented at a merchant terminal at the merchant
location.



