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METHODS, APPARATUS AND ARTICLES OF
MANUFACTURE TO MONITOR MOBILE
DEVICES

FIELD OF THE DISCLOSURE

This disclosure relates generally to media measurement
and, more particularly, to methods, apparatus and articles of
manufacture to monitor mobile devices.

BACKGROUND

Audience measurement of media (e.g., broadcast televi-
sion and/or radio, stored audio and/or video played back from
a memory such as a digital video recorder or a digital video
disc, a webpage, audio and/or video media presented (e.g.,
streamed) via the Internet, a video game, etc.) often involves
collection of media identifying data (e.g., signature(s), fin-
gerprint(s), code(s), tuned channel identification information,
time of exposure information, etc.) and people data (e.g., user
identifiers, demographic data associated with audience mem-
bers, etc.). The media identifying data and the people data can
be combined to generate, for example, media exposure data
indicative of amount(s) and/or type(s) of people that were
exposed to specific piece(s) of media.

Measurement of consumer activity and/or purchasing hab-
its involves collecting information related to financial trans-
actions between consumers and providers of goods and/or
services.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a plan view of a first example mobile device case
constructed in accordance with teachings of this disclosure.

FIG. 2 is a plan view of a second example mobile device
case constructed in accordance with teachings of this disclo-
sure.

FIG. 3 is a plan view of a third example mobile device case
constructed in accordance with teachings of this disclosure.

FIG. 4 is a diagram of the first example mobile device case
proximate to a Near Field Communication (NFC) enabled
device.

FIG. 5is a block diagram of an example implementation of
the example meter of FIGS. 1, 2, and/or 3.

FIG. 6 is a flowchart representative of example machine
readable instructions that may be executed to implement the
example NFC interceptors of FIGS. 1, 2, 3, 4 and/or 5.

FIG. 7 is a flowchart representative of example machine
readable instructions that may be executed to implement the
example meters of FIGS. 1, 3, 4 and/or 5.

FIG. 8 is a flowchart representative of example machine
readable instructions that may be executed to implement the
example meters of FIGS. 4 and/or 5.

FIG. 9 is a block diagram of an example processing system
capable of executing the example machine readable instruc-
tions of FIG. 6 to implement the NFC interceptors of FIGS. 1,
2, 3, and/or 4, the instructions of FIG. 7 to implement the
meters of FIGS. 1, 3, 4 and/or 5, and/or the instructions of
FIG. 8 to implement the meters of FIGS. 4 and/or 5.

The figures are not to scale. Wherever possible, the same
reference numbers will be used throughout the drawing(s)
and accompanying written description to refer to the same or
like parts. As used in this patent, stating that any part (e.g., any
structure, layer, film, area, or plate) is in any way positioned
on (e.g., positioned on, located on, disposed on, or formed on,
etc.) another part, means that the referenced part is either in
contact with the other part, or that the referenced part is above
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2

the other part with one or more intermediate part(s) located
therebetween. Stating that any part is in contact with another
part means that there is no intermediate part between the two
parts.

DETAILED DESCRIPTION

Some audience measurement systems include metering
equipment installed in a media exposure environment, such as
aliving room of ahousehold. For example, a meter configured
to collect audio data and/or image data from the media expo-
sure environment can be installed in the media exposure
environment in connection with one more media presentation
devices. Such metering equipment monitors stationary media
devices such as televisions, radios, DVD players, desktop
computers, etc. For example, when media is presented in the
media exposure environment, the metering equipment col-
lects media identifying information associated with the pre-
sented media. The media identifying information can be cor-
related with audience composition information associated
with the environment to generate media measurement data
(e.g., ratings) for the detected media.

Technological developments in the area of mobile device
computing have led to an increasingly diverse range of uses
for mobile devices. Some mobile devices, such as a smart
phone (e.g., iPhone®), atablet (e.g.,iPad®), a portable media
player (e.g., MP3 player, AAC player, such as an iPod®), etc.,
provide a plurality of different functions. A single mobile
device may serve not only as a cellular telephone, but as a
media presentation device as well. For example, mobile
devices are used as Internet access devices, electronic mail
clients, cameras, music players, video players, and/or for
other purposes depending on capabilities (e.g., hardware and/
or software) of the particular mobile device. Thus, different
types of media (e.g., audiovisual data streams, websites,
advertisements, music streams, Internet television program-
ming, media stored locally on the mobile device, etc.) may be
accessed via a single mobile device.

Moreover, a mobile device having near-field communica-
tion capability may additionally or alternatively be used to
communicate data over an energy field to and/or from another
device having near-field communication capability. An
example set of standards for near-field communication is
referred to as Near Field Communication (NFC). While near-
field communication is described herein in connection with
NFC-capable devices, examples disclosed herein may be uti-
lized in connection with any suitable past, present and/or
future near-field communication standard and/or technology.
When an NFC-capable mobile device is placed in proximity
or contact with another NFC-capable device (e.g., a point-of-
sale (POS) register including an NFC transceiver or a differ-
ent NFC-capable mobile device), a link is established
between NFC components of the respective devices via an
energy field (e.g., an NFC field). In particular, one of the
NFC-capable devices acts as an initiator by generating the
NFC field (e.g., a radio frequency field). Any other NFC-
capable device(s) located within the NFC field are referred to
as targets, which can be active or passive NFC-capable
devices. An active NFC-capable target is capable of respond-
ing to the initiator and/or querying the initiator. That is, an
active NFC-capable target can exchange data with the initia-
tor and/or act as an initiator. A passive NFC-capable target
receives and/or stores data transmitted by the initiator and is
typically powered by the energy field generated by the initia-
tor.

While the NFC field can be used to exchange any suitable
type of data, NFC capabilities are increasingly being used in
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financial transactions at retail locations, such as for purchases
of goods and/or services. For example, when a purchaser
approaches a point-of-sale register with a product to pur-
chase, an NFC-capable register component is activated (e.g.,
generates an NFC field) and the purchaser is asked to place his
or her NFC-capable mobile device in proximity or contact
with the NFC-capable register component. If the NFC-ca-
pable mobile device is properly placed in the corresponding
NFC field, a communication session between the NFC-ca-
pable register component and the NFC-capable mobile device
is established. The communication session includes an
exchange of, for example, payment information (e.g., credit
card data and/or account information), purchase information
(e.g., product identifier(s), sale and/or discount information),
personal information associated with the purchaser (e.g.,
name, address, demographic information), mobile device
information (e.g., make, model, manufacturer, version, etc.),
store information (e.g., name and/or location), and/or any
other applicable data.

Thus, among other functions, some mobile devices are
used to access media, present media, transmit data via near-
field communications, and/or receive data via near-field com-
munications. Monitoring media presented on mobile devices
presents challenges. For example, operating systems of some
mobile devices prohibit those having user-level privileges
from capturing media identifying data via a software solution.
Such operating systems prevent one application from “listen-
ing in” on a second application. In such “sandboxing”
instances, a monitoring application downloaded onto the
mobile device would not have access to data generated by a
media application of the mobile device such as, for example,
a data stream presenter (e.g., Pandora®) or a local media
player (e.g., a music application). Accordingly, software-
based media monitors are often not viable options for moni-
toring mobile devices.

Capturing data communicated via near-field communica-
tions by mobile devices also presents challenges. Due in part
to the common use of near-field communication technology
(e.g., NFC standards) for financial transactions and the sen-
sitive data involved in such transactions, near-field commu-
nications are highly protected. For example, the NFC stan-
dard includes safety features such as data encryption and
device authentication. Further, NFC-capable devices include
operating system level protections for data transmitted via the
NFC communication components. For these and/or other rea-
sons, software solutions for monitoring near-field communi-
cations of mobile devices are not feasible without cooperation
from mobile payment providers that manage the correspond-
ing applications. For example, without the mobile payment
provider granting access to the protected environment in
which the corresponding application is executed, foreign
software could not access the NFC transactions of a mobile
device.

Moreover, monitoring entities are hard pressed to place
metering equipment or hardware capable of capturing data
within the energy field used in near-field communications.
For one, due to the mobility of NFC-capable mobile devices,
the location of the energy field is unpredictable. Further, the
energy field is quite small. In some instances, the NFC-ca-
pable devices are required to be within inches of each other or
in physical contact with each to properly exchange data.

Examples disclosed herein provide method and apparatus
to monitor mobile devices that overcome these and other
difficulties. In particular, examples disclosed herein include
mobile device peripherals and/or accessories that include
metering equipment to monitor media presented via mobile
devices and/or to monitor near-field communications of
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mobile devices. For monitoring media accessed on mobile
devices, examples disclosed herein recognize that an internal
software solution such as a downloaded on device meter
(ODM) is often an unfeasible option due to, for example,
operating system constraints. Accordingly, examples dis-
closed herein integrate a media meter into, for example, a case
designed for a mobile device and/or other type of peripheral.
As described in detail below, one or more types of sensors are
deployed in example cases(s) and/or other peripherals dis-
closed herein to collect, for example, audio data associated
with a media presentation generated by corresponding mobile
devices carried by and/or coupled to example cases(s) and/or
other peripherals disclosed herein. In some examples dis-
closed herein, the one or more sensors include a wireless
interface paired with the mobile device. In such examples, the
wireless interface is capable of collecting (e.g., intercepting)
wireless data output by the mobile device. Additionally or
alternatively, the one or more sensors of the disclosed
examples include a microphone to collect an audio signal
generated by the mobile device. By providing a mobile device
peripheral (e.g., a case) including the one or more sensors,
examples disclosed herein enable metering of media accessed
on the mobile devices without having to install a software
meter within the mobile devices. In doing so, examples dis-
closed herein provide a reliable solution to metering mobile
devices. Further, by providing a mobile device case or other
peripheral capable of monitoring media presentations,
examples disclosed provide media meters that can be
deployed in connection with any type of mobile device run-
ning any type of operating system. Further, by providing a
mobile device case or other peripheral, examples disclosed
herein position a media meter in continuous proximity with
the corresponding mobile device and/or an output device
thereof (e.g., a speaker) irrespective of the travels of the
panelist carrying the device.

Examples disclosed herein provide metering entities with a
presence in and/or in proximity to energy fields of near-field
communications by deploying a near-field receiver in a
mobile device peripheral, such as a case designed to house the
mobile device. In particular, examples disclosed herein posi-
tion an NFC antenna in a mobile device case or other periph-
eral such that the NFC antenna is located in an NFC field
generated by an NFC component of the corresponding mobile
device and/or an NFC field generated by a different device
(e.g., an NFC-capable point-of-sale register) into which the
mobile device is placed by a user. In doing so, examples
disclosed herein place a data collection device in the other-
wise access-prohibitive (e.g., small and unpredictably
located) NFC energy field. Data collected by the NFC
antenna of example mobile device cases and/or other periph-
erals disclosed herein can be analyzed to provide, for
example, consumer activity information associated with pur-
chases made via NFC-capable mobile devices.

In some examples, example mobile device cases and/or
other peripherals disclosed herein are provided to mobile
device users as an incentive to become a member of a media
measurement panel. For example, a metering entity (e.g., the
Nielsen Company (US), LLC) may provide example mobile
device cases and/or other peripherals disclosed herein in
exchange for becoming a panelist. Additionally or alterna-
tively, the metering entity may provide example mobile
device cases and/or other peripherals disclosed herein as a
reward for continued membership in the panel. Additionally
or alternatively, the metering entity may agree to pay for one
or more usage fees for the mobile device in exchange for
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becoming a panelist and/or for placing the mobile device in
example mobile device cases and/or other peripherals dis-
closed herein.

FIG. 1 illustrates a first example mobile device peripheral
100 constructed in accordance with teachings of this disclo-
sure. While the first example mobile device peripheral 100 of
FIG. 1 is a smart phone case, examples disclosed herein can
be implemented in additional or alternative peripheral(s) such
as, for example, a key fob attachable to a key chain. The first
example mobile device peripheral 100 of FIG. 1 is a smart
phone case having a form factor corresponding to a particular
smart phone 102 (e.g., an iPhone®). The example smart
phone case 100 of FIG. 1 is designed to wrap around a back
and side edges of the smart phone 102 such that a touch screen
103 of the smart phone 102 is exposed (e.g., not covered by
the case 100) when the smart phone 102 is carried by the
example smart phone case 100 of FIG. 1. The example smart
phone case 100 of FIG. 1 is dimensioned such that the smart
phone 102 securely fits within the example smart phone case
100. The example smart phone case 100 of FIG. 1 includes an
NFC interceptor 104 and a meter 106. In the illustrated
example the NFC interceptor 104 is integrated with and/or
carried by the smart phone case 100. The example NFC
interceptor 104 of FIG. 1 is a passive NFC tag that is powered
by an NFC field generated by another NFC-capable device.
For example, the example smart phone 102 includes an active
NFC component 108 capable of generated an NFC field (e.g.,
when acting as an NFC initiator for a communication over the
NFC field with another NFC-capable device). In the illus-
trated example, the NFC component 108 of the smart phone
102 is located in a rear portion (e.g., a battery cover) of the
smart phone 102. In such instances, the example NFC inter-
ceptor 104 of FIG. 1 is located on a back 110 of the example
smart phone case 100 of FIG. 1 such that the NFC interceptor
104 is adjacent to the NFC component 108 of the smart phone
102. Accordingly, the example NFC interceptor 104 of FIG. 1
is positioned in the same NFC field as the NFC component
108 of the smart phone 102 when the smart phone 102 is
communicating via the NFC component 108. In other words,
the location of the example NFC interceptor 104 of FIG. 1 in
the smart phone case 100 is selected to coincide with the
location of the NFC component 108 of the particular smart
phone 102. This location may difter from one smart phone to
another. Thus, the example case 100 disclosed herein may be
specifically designed for use with specific models and/or
brands of devices (e.g., phone, tablet, etc.). In some examples,
the NFC interceptor 104 is located at an alternative location in
the smart phone case 100 farther away from the NFC com-
ponent 108 location but still within range of NFC fields used
by the example NFC component 108. That is, the example
NFC interceptor 104 is located within range of the of the
example NFC component 108 when the smart phone 102 is
carried by the example smart phone case 100 of FIG. 1.

When the example NFC interceptor 104 of the example
smart phone case 100 of the illustrated example is placed inan
NFC field, the example NFC interceptor 104 of FIG. 1 is
activated (e.g., powered by the NFC field) and captures data
transmitted via the NFC field between the NFC component
108 of the smart phone 102 and another NFC-capable device.
Alternatively, the example NFC interceptor 104 can be an
active device powered by, for example, a power source (e.g.,
battery) of the example smart phone case 100. FIG. 2 illus-
trates the example smart phone 102 of FIG. 1 carried by the
example smart phone case 100 of FIG. 1 and placed in prox-
imity with a point-of-sale NFC device 200. While the
example of FIG. 2 includes a point-of-sale device, the
example smart phone 102 can communicate via the NFC
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component 108 with any other type of NFC-capable device,
such as another NFC-capable mobile device. The example
point-of-sale NFC device 200 of FIG. 2 is in communication
with, for example, a register and/or any other suitable type of
financial transaction equipment capable of completing a
financial transaction with the smart phone 102. The example
smart phone 102 includes one or more applications for
executing financial transactions with, for example, the point-
of-sale NFC device 200 of FIG. 2. When prompted, a user of
the smart phone 102 places the smart phone 102 (being car-
ried by the example smart phone case 100) in proximity to
(e.g., in physical contact with) the point-of-sale NFC device
200. In the illustrated example, the back 110 of the smart
phone case 100 faces the point-of-sale NFC device 200 such
that the NFC component 108 of the smart phone 102 can
communicate with the point-of-sale NFC device 200 via an
NFC field 202. In some examples, the point-of-sale NFC
device 200 acts as the initiator of the NFC field 202 and the
example NFC component 108 of the smart phone 102 acts as
a target. Alternatively, the example NFC component 108 of
the smart phone 102 may act as the initiator and the point-of-
sale NFC device 200 may act as a target. However, the
example NFC interceptor 104 of the illustrated example is
neither the initiator nor the target for the communication
between the point-of-sale NFC device 200 and the NFC com-
ponent 108 of the smart phone 102.

As shown in the example of FIG. 2, the example smart
phone case 100 positions the example NFC interceptor 104 in
the NFC field 202 and, thus, enables capture of data commu-
nicated between the smart phone 102 and the point-of-sale
NFC device 200. When powered (e.g., by the example NFC
field 202 of FIG. 2 and/or a power source of the smart phone
case 100), the example NFC interceptor 108 collects (e.g.,
generates a log of) data present in the NFC field 202. For
example, the NFC interceptor 104 of the illustrated example
collects data representative of a product purchased at the
point-of-sale NFC device 200, a purchase price, an entity
associated with the point-of-sale NFC device 200, sale and/or
discount information, identifying information associated
with the user of the smart phone 102, and/or any other suitable
information. In some examples, the example smart phone
case 100 includes a memory (e.g., flash memory) in commu-
nication with the example NFC interceptor 104 to store data
captured via the NFC field 202. As described in greater detail
below in connection with FIG. 5, the data captured by the
example NFC interceptor 104 is communicated to, for
example, the memory of the smart phone 102 for subsequent
transmission to a data collection facility (e.g., a server of a
consumer activity measurement entity and/or an audience
measurement entity), a household meter associated with the
user of the smart phone 102, a dock in wireless communica-
tion with the example smart phone case 100 of FIG. 1 capable
of obtaining the data captured via the NFC inceptor 104 from
the smart phone case 100, and/or any other suitable manner.

The example smart phone case 100 of FIG. 1 utilizes the
meter 106 to collect data associated with media accessed via
the smart phone 102. As described in greater detail below in
connection with FIG. 5, the example meter 106 includes one
or more types of sensors to collect audio of the accessed
media. In some examples, the meter 106 includes an audio
sensor (e.g., a microphone) to collect ambient audio data for
an environment including the smart phone 102. In such
instances, the meter 106 utilizes the audio sensor to collect
audio data output by an audio output device (e.g., a speaker)
112 of the smart phone 102. In such instances, the example
meter 106 and/or the audio sensor of the meter 106 is posi-
tioned in the example smart phone case 100 in a location
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adjacent the audio output device 112 of the smart phone 102
when the smart phone 102 is carried by the smart phone case
100 to thereby reduce negative effects of detecting audio
signals not generated by the audio output device 112 and/or to
reduce interference with the audio signals for the audio output
device 112.

In some examples, the meter 106 includes and/or utilizes a
wireless interface to collect wireless raw media data (e.g.,
audio data) transmitted by a wireless transceiver 114 of the
smart phone 102 via any suitable wireless protocol or stan-
dard (e.g., Bluetooth®). In such instances, the example meter
106 captures the media data from the wireless stream of data
generated by the smart phone 102 at the wireless interface.
For example, the meter 106 pairs with the wireless transceiver
114 of the smart phone 102 such that the media data (e.g.,
Bluetooth® code corresponding to audio data) accessed on
the smart phone 102 is communicated to the meter 106. Thus,
in addition to, or in lieu of, listening to an ambient environ-
ment via a microphone for an audio signal output by the
speaker 112, the example meter 106 of FIG. 1 can capture
data corresponding to the media being sent to the speaker 112
via wireless communication with the wireless transceiver 114
of the smart phone 102. As described in detail below in
connection with FIG. 5, example meter 106 of FIG. 1 includes
a wireless interface (e.g., a Bluetooth® device) to pair with
the wireless transceiver 114 of the smart phone 102. In some
examples, the smart phone case 100 includes a second wire-
less interface (e.g., a second Bluetooth® device in addition to
the Bluetooth® device of the meter 106) that communicates
with the meter 106. In such instances, the second wireless
interface also communicates with external device(s), such as
speakers external to the smart phone case 100 and the smart
phone 102. That is, the wireless interface of the meter 106 is
paired with the wireless transceiver 114 of the smart phone
and routes data received from the smart phone 102 to the
second wireless interface of the smart phone case 100, which
transmits the data to, for example, external speakers. Thus, as
described in detail below in connection with FIG. 5, the
example meter 106 can capture monitoring information via a
pairing with the smart phone 102 and route received data to an
external device via the second wireless interface described
above.

Additionally or alternatively, the example smart phone
case 100 of FIG. 1 implements a communication module 116
such as, for example, a WiMax transceiver, a 3G transceiver,
a WiFi transceiver, etc. capable of communicating informa-
tion via any suitable protocol to, for example, a data collec-
tion facility. In some examples, data collected via the NFC
interceptor 104 and/or the meter 106 is communicated from
the smart phone case 100 via the communication module 116.
For example, when the smart phone case 100 is within range
of'a WiF1i router, the example smart phone case 100 of FIG. 1
utilizes the communication module 116 to communicate col-
lected data to the WiFi router which forwards the data to an
intended destination (e.g., a server of a data collection facility
associated with a monitoring entity). In some examples, the
smart phone 102 is a mobile device having limited commu-
nication capabilities (e.g., the smart phone 102 is not actively
supported by an Internet service provider). In such instances,
the example smart phone case 100 may provide communica-
tion capabilities to the smart phone 102 via the communica-
tion module 116 (e.g., in addition to and/or in lieu of provid-
ing communication capabilities for the NFC interceptor 104
and/or the meter 106). In other words, in some examples, the
example smart phone 102 of FIG. 1 utilizes the communica-
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tion module 116 of the smart phone case 100 (e.g., via a
wireless pairing) for one or more communication tasks of'the
smart phone 102.

While the example smart phone case 100 of FIG. 1 includes
the example NFC interceptor 104 and the example meter 106,
the example smart phone case 100 can be implemented with
one of the NFC interceptor 104 or the example meter 106. In
some examples, the NFC interceptor 104 is in communication
with the example meter 106 and utilizes memory of the
example meter 106 to store data collected via, for example,
the NFC field 202 of FIG. 2.

FIG. 3 illustrates a second example mobile device periph-
eral 300 constructed in accordance with teachings of this
disclosure. The second example mobile device peripheral 300
of FIG. 3 is a tablet case (e.g., a case for an iPad®) having a
form factor corresponding to a particular tablet 302 (e.g., an
iPad® or an iPad Mini®). The example tablet case 300 of
FIG. 3 includes an NFC interceptor 304 and a meter 306. The
example NFC interceptor 304 of FIG. 3 is functionally similar
to the example NFC interceptor 104 of FIG. 1 in that the
example NFC interceptor 304 of FIG. 3 is capable of captur-
ing data communicated between the example tablet 302 of
FIG. 3 and another NFC-capable device, such as the point-
of-sale NFC device 200 of FIG. 2. In particular, the example
NFC interceptor 304 of FIG. 3 captures data from an NFC
field in which an NFC component 308 of the example tablet
302 is placed during an NFC communication session.

In the illustrated example of FIG. 3, the NFC component
308 of the tablet 302 is located in a rear portion (e.g., a battery
cover) of the tablet 302. In the illustrated example of FIG. 3,
the example NFC interceptor 304 is located on (e.g., inte-
grated with) a hinged cover portion 310 of the example tablet
case 300 of FIG. 3 such that the NFC interceptor 304 is
adjacent to the NFC component 308 of the tablet 302 when
the cover portion 310 is flipped in front of or behind a recep-
tacle portion 311 of the example tablet case 300. The recep-
tacle portion 311 of the example tablet case 300 of FIG. 3 is
designed to wrap around a back and side edges of the tablet
302 such that a touch screen 303 of the tablet 302 is exposed
when the tablet 302 is carried by the receptacle portion 311
and the cover portion 310 is not flipped in front of the recep-
tacle portion 311. The example receptacle portion 311 of the
example tablet case 300 of F1G. 3 is dimensioned such that the
tablet 302 securely fits within the example tablet case 300.
Accordingly, the example NFC interceptor 304 of FIG. 3 is
positioned in the same NFC field as the NFC component 308
of'the tablet 302 when the tablet 302 is communicating via the
NFC component 308. In other words, the location of the
example NFC interceptor 304 of FIG. 3 in the tablet case 300
is selected to correspond to the expected or known location of
the NFC component 308 of the particular tablet 302 with
which the tablet case 300 is to be employed. This location is
different from one tablet to another different tablet. In some
examples, the NFC interceptor 304 is located at an alternative
location in the tablet case 300. For example, the NFC inceptor
304 of FIG. 3 may be located on the receptacle portion 311 of
the tablet case 300 in a position associated with the NFC
component 308 of the tablet 302.

The example tablet case 300 of FIG. 3 utilizes the meter
306, which is functionally similar to the example meter 106 of
FIG. 1, to collect data associated with media accessed via the
tablet 302. In particular, the example meter 306 of FIG. 3
collects an audio signal generated by an audio output device
(e.g., a speaker) 312 and/or intercepts wireless data commu-
nicated by a wireless transceiver 314 of the tablet 302 via any
suitable wireless past, present and/or future protocol or stan-
dard (e.g., Bluetooth®). In the illustrated example of FIG. 3,



US 9,325,381 B2

9

the meter 306 is located on the cover portion 310 of the tablet
case 300. Additionally or alternatively, the example meter
306 of FIG. 3 and/or one or more sensors associated with the
example meter 306 can be differently located (e.g., on the
receptacle portion 311 of the tablet case 300). In some
examples, the NFC interceptor 306 and/or the meter 306
utilizes a communication module 316, which is functionally
similar to the example communication module 116 of FIG. 1,
to communicate data to, for example, a data collection facil-
ity. As described above, the example communication module
316 of FIG. 3 may additionally or alternatively be utilized by
the tablet 302 for one or more communications. An example
implementation of the example meter 306 of FIG. 3 is
described in greater detail below in connection with FIG. 5.

FIG. 4 illustrates a third example mobile device peripheral
400 constructed in accordance with teachings of this disclo-
sure. The third example mobile device peripheral 400 of FIG.
4 is amedia player case having a form factor corresponding to
a particular media player 402 (e.g., an iTouch®). The
example media player case 400 of FIG. 4 includes an NFC
interceptor 404 and a meter 406. The example NFC intercep-
tor 404 of FIG. 4 is functionally similar to the example NFC
interceptors 104, 304 of FIGS. 1 and 3 in that the example
NFC interceptor 404 of FIG. 4 is capable of capturing data
communicated between the example media player 402 of
FIG. 4 and another NFC-capable device, such as the point-
of-sale NFC device 200 of FIG. 2. In particular, the example
NFC interceptor 404 of FIG. 4 captures data from an NFC
field in which an NFC component 408 of the example media
player 402 is placed during an NFC communication session.

In the illustrated example of FIG. 4, the NFC component
408 of the media player 402 is located in a rear portion (e.g.,
a battery cover) of the media player 402. In the illustrated
example of FIG. 4, the example NFC interceptor 404 is
located on (e.g., integrated with) a first interlocking portion
410 of the example media player case 400 of FIG. 4 such that
the NFC interceptor 404 is positioned adjacent to the NFC
component 408 of the media player 402 when the media
player 402 is carried by a combination of the first interlocking
portion 410 and a second interlocking portion 411 of the
media player case 400. The first and second interlocking
portions 410,411 of FIG. 4 are designed to engage each other
with the media player 402 positioned in the media player case
400. Accordingly, when assembled, the example media
player case 400 of FIG. 4 wraps around a back and side edges
of the media player 402 such that a touch screen 403 of the
media player 402 is exposed when the media player 402 is
carried by the example media player case 402. The example
media player case 400 of FIG. 4 is dimensioned such that the
media player 402 securely fits within the example media
player case 400 when the example media player case 400 is
assembled. Accordingly, the example NFC interceptor 404 of
FIG. 4 is positioned in the same NFC field as the NFC com-
ponent 408 of the media player 402 when the media player
402 is communicating via the NFC component 08. In other
words, the location of the example NFC interceptor 404 of
FIG. 4 in the media player case 400 is selected to correspond
to the location of the NFC component 408 of the particular
media player 402 with which the media player case 402 is to
be employed. This location is different from one media player
to another different media player. In some examples, the NFC
interceptor 404 is located at an alternative location in the
media player case 400.

The example media player case 400 of FIG. 4 utilizes the
meter 406, which is functionally similar to the example
meters 106, 306 of FIGS. 1 and 3, to collect data associated
with media accessed via the media player 402. In particular,
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the example meter 406 of FIG. 4 collects an audio signal
generated by an audio output device (e.g., a speaker) 412 of
the media player 412 and/or wireless (e.g., raw) data commu-
nicated by a wireless transceiver 414 of the media player 402
via any suitable wireless protocol or standard (e.g., Blue-
tooth®). However, while the example meters 104, 304 of
FIGS. 1 and 3 are described above as being paired with the
respective wireless transceivers 114, 314 of the mobile
devices 102, 302, the example meter 404 of FIG. 4 utilizes a
wireless transceiver 416 of the example media player case
400 of FIG. 4 to gather audio information. In particular, the
example media player 400 of FIG. 4 includes a peripheral
audio system 418 in communication with the wireless trans-
ceiver 416 of the case 400 to act as a peripheral audio system
for the example media player 402. For example, the audio
output component 412 of the example media player 402 may
have limited capabilities. In such instances, the example
peripheral audio system 418 of FIG. 4, which has greater
capabilities than the example audio output component 412 of
FIG. 4 can substitute for the audio output component 412 of
the media player 402. In the illustrated example of FIG. 4, the
wireless transceiver 414 of the media player 402 is paired
with and communicates with the wireless transceiver 416 of
the media player case 400 to deliver audio data to the periph-
eral audio system 418. In such instances, the example meter
406 includes an interface capable of capturing the audio data
from the wireless transceiver 416. That is, when the media
player 402 transmits the audio data to the example wireless
transceiver 416 of the media player case 400, the example
meter 406 captures the audio data in its raw form via a com-
munication link (e.g., wired or wireless) with the wireless
transceiver 416 of the media player case 400.

In the illustrated example of FIG. 4, the meter 406 is
located on the second interlocking portion 411 of the media
player case 400. Additionally or alternatively, the example
meter 406 of FIG. 4 and/or one or more sensors associated
with the example meter 406 can be differently located (e.g.,
on the first interlocking portion 410 of the media player case
400).

In some examples, the NFC interceptor 406 and/or the
meter 406 utilizes a communication module 416, which is
functionally similar to the example communication module
116 of FIG. 1, to communicate data to, for example, a data
collection facility. As described above, the example commu-
nication module 416 of FIG. 4 may additionally or alterna-
tively be utilized by the media player 402 for one or more
communications. An example implementation of the
example meter 406 of FIG. 4 is described in greater detail
below in connection with FIG. 5.

As described above, the example mobile device peripherals
100,300,400 of FIGS. 1, 3 and 4 are cases designed to receive
or carry the corresponding mobile devices 102, 302, 402.
Each of the example mobile devices 102, 302, 402 of FIGS. 1,
3 and 4 includes a housing or case to carry components of the
respective mobile device 102, 302, 402 such as, for example,
a processor, memory, a cellular communication module, etc.
In the examples disclosed herein, the cases 100, 300, 400
(e.g., peripherals) are physically separate structures from the
mobile devices 102,302,402 and the housings and/or cases of
the mobile devices 102, 302, 402. In other words, the hous-
ings and/or cases of the mobile devices 102, 302, 402 and the
components carried by the housings and/or cases of the
mobile devices 102, 302, 402 are separate, different struc-
tures than the example cases 100, 300, 400 disclosed herein.
For example, while the housings and/or cases of the mobile
devices 102, 302, 402 house cellular communication mod-
ules, screens and/or keypads, the example cases 100, 300,400
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of FIGS. 1-4 do not house a cellular communication module,
a screen, or a keypad. Rather, the example cases 100, 200,400
of FIGS. 1-4 are meant to protect the components of the
mobile devices (e.g., the housings and/or cases of the mobile
devices) from damage (e.g., impact damage).

FIG. 5 illustrates an example implementation of the
example meter 106 of FIG. 1. While described below in
connection with the example meter 106 of FIG. 1, the
example meter 106 of FIG. 5 can additionally be used to
implement the example meter 306 of FIG. 3 and/or the
example meter 406 of F1G. 4. The example meter 106 of FIG.
5 includes a data capturer 500 to monitor the example smart
phone 102 of FIG. 2 (and/or any other type of mobile media
device, such as the example tablet 302 of FIG. 3 and/or the
example media player 402 of FIG. 4) for media. In the illus-
trated example of FIG. 5, the data capturer 500 utilizes an
audio sensor 502, such as a microphone, to collect an audio
signal from an environment of the smart phone 102. For
example, the audio sensor 502 detects an audio signal gener-
ated by the audio output device 112 of the smart phone 102.
Additionally or alternatively, the example data capturer 500
of FIG. 5 utilizes a wireless interface 504 of the example
smart phone case 100 of FIG. 1 to collect media data associ-
ated with the smart phone 102. In the illustrated example of
FIG. 5, the wireless interface 504 is a Bluetooth® component
capable of pairing with other Bluetooth® components, such
as the wireless transceiver 114 of the smart phone 102. In such
instances, the example data capturer 500 of FIG. 5 captures
raw audio data (e.g., wireless data intended to be output as
audio via an appropriate transducer (e.g., a speaker)) gener-
ated by the example smart phone 102 via the wireless inter-
face 504. In some such instances, the smart phone 102 is
instructed to maintain output of the audio via the audio output
device 112 of the smart phone 102 while simultaneously
transmitting the raw audio data to the example wireless inter-
face 504 of the meter 106. Accordingly, the example data
capturer 500 receives raw audio information, which does not
include the noise typically captured by the example audio
sensor 502, corresponding to the audio signal being generated
by the audio output device 112 of the smart phone 102. Such
a data capture technique is advantageous for the example
smart phone case 100 of FIG. 1 and the example tablet case
300 of FIG. 3 which do not include peripheral audio systems.
Alternatively, for the example media player case 400 of F1G.
4 which does include the peripheral audio system 418, the
example wireless interface 504 of FIG. 5 communicates with
the example wireless transceiver 416 of the media player case
400. In such instances, the corresponding mobile device (e.g.,
the mediaplayer 402 of FIG. 4) is instructed to route the audio
data associated with currently playing media to the example
wireless interface 416 of the media player 400 and not to the
audio output device 412 of the media player 402. That is, the
more powerful peripheral audio system 418 of the media
player case 400 substitutes for the audio output device 412 of
the media player 402. Accordingly, the example wireless
interface 504 of FIG. 5 is additionally or alternatively con-
figured to communicate with a wireless transceiver (e.g., the
wireless transceiver 416 of F1G. 4) local to the corresponding
peripheral (e.g., case).

The raw audio information collected by the example data
capturer 500 of FIG. 5 via the wireless interface 504 is pro-
vided to an audio extractor 506. The example audio extractor
506 of FIG. 5 decodes, transcodes and/or otherwise processes
the raw audio information provided by the wireless interface
504 such that the corresponding audio information can be
identified. In some examples, the audio extractor 506 is
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bypassed and the raw audio information is conveyed to a
different device and/or entity for further processing.

In some examples, the data capturer 500 of FIG. 5 simul-
taneously attempts to capture data via the wireless interface
504 and via the example audio sensor 502. Additionally or
alternatively, the example data capturer 500 of FIG. 5
attempts to capture audio data via the wireless interface 504
when the wireless audio data is being received by the example
smart phone case 102 (e.g., when the example wireless inter-
face 504 is paired with and/or receiving audio information
from the smart phone 102) and activates the audio sensor 502
when the wireless interface 504 is not providing data. In other
words, the example audio sensor 502 may act as a backup
collection mechanism to the collection of raw audio informa-
tion via the wireless interface 504. Additional or alternative
collection schemes are possible.

In the illustrated example of FIG. 5, the data capturer 500
provides collected audio information (e.g., an audio signal
collected via the audio sensor 502 and/or raw audio data
collected via the wireless interface 504 and/or the audio
extractor 506) to a media detector 508 and/or a time stamper
510. An example implementation of the example media
detector 508 is described in detail below. In some examples,
the time stamper 510 also receives data from the NFC inter-
ceptor 104 of the smart phone case 100. The example time
stamper 510 of the illustrated example includes a clock and a
calendar. The example time stamper 510 associates a time
period (e.g., 1:00 a.m. Central Standard Time (CST) to 1:01
a.m. CST) and date (e.g., Jan. 1, 2013) with each collected
piece of audio information and/or NFC data by, for example,
appending the period of time and date information to an end
of'the data. In some examples, the time stamper 510 applies a
single time and date rather than a period of time. A data
package (e.g., the audio information and/or NFC data, a cor-
responding time stamp, etc.) is stored in memory 512. The
example memory 512 of FIG. 5 is implemented by any suit-
able type(s) of memory such as, for example, flash memory.

The example time stamper 510 of FI1G. 5 also receives data
from the example media detector 508. The example media
detector 508 of FIG. 5 detects media identifying information
in the audio data collected by the example data capturer 500.
For example, the media detector 508 can identify a presenta-
tion time and/or a source of a media presentation. The pre-
sentation time and the source identification data may be uti-
lized to identify the media by, for example, cross-referencing
a look up table when the media corresponds to a scheduled
event, such as webcast.

Additionally or alternatively, the example media detector
508 of FIG. 5 can identify the media by detecting codes
and/or watermarks embedded with or otherwise conveyed
with media being presented via the smart phone 102. As used
herein, a code is an identifier that is transmitted with the
media for the purpose of identifying (e.g., an audience mea-
surement code) and/or for tuning to (e.g., a packet identifier
(PID) header and/or other data used to tune or select packets
in a multiplexed stream of packets) the corresponding media.
Codes may be carried in the audio, in the video, in metadata,
in a vertical blanking interval, in a program guide, in content
data, or in any other portion of the media and/or the signal
carrying the media. In the illustrated example, the media
detector 508 extracts the code(s) from the media. In other
examples, the media detector may collect samples of the
media and export the samples to a remote site for detection of
the code(s).

Additionally or alternatively, the example media detector
508 of FIG. 5 can collect a signature representative of a
portion of the media. As used herein, a signature is a repre-
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sentation of a characteristic of the signal carrying or repre-
senting one or more aspects of the media (e.g., a frequency
spectrum of an audio signal). Signatures may be thought of as
fingerprints of the media. Collected signature(s) can be com-
pared against a collection of reference signatures of known
media (e.g., content and/or advertisements) to identify
accessed media. In some examples, the signature(s) are gen-
erated by the media detector 508. Additionally or alterna-
tively, the example media detector 508 collects samples of the
media and exports the samples to a remote site for generation
of the signature(s). In the example of FIG. 5, irrespective of
the manner in which the media of the presentation is identified
(e.g., based on tuning data, metadata, codes, watermarks,
and/or signatures), the media identification information is
time stamped by the time stamper 510 and stored in the
memory 512.

In the illustrated example of FIG. 5, an output device 514
periodically and/or aperiodically exports the audience iden-
tification information and/or the media identification infor-
mation from the memory 512 to a data collection facility 516
via a network (e.g., a local-area network, a wide-area net-
work, a metropolitan-area network, the Internet, a digital
subscriber line (DSL) network, a cable network, a power line
network, a wireless communication network, a wireless
mobile phone network, a Wi-Fi network, etc.). In some
examples, the example meter 106 utilizes the communication
capabilities (e.g., network connections) of the smart phone
102 to convey information to, for example, the data collection
facility 516. In some examples, the output device 514 utilizes
the communication module 116 of the example smart phone
case 100 to communicate to, for example, the data collection
facility 516. In the illustrated example of FIG. 5, the data
collection facility 516 is managed and/or owned by an audi-
ence measurement entity (e.g., The Nielsen Company (US),
LLC). The audience measurement entity associated with the
example data collection facility 516 of FIG. 5 utilizes the
information generated by the meter 106 to generate, for
example, exposure information. The information from many
panelist locations may be collected and analyzed to generate
ratings representative of media exposure by one or more
populations of interest. Additionally or alternatively, the data
can be analyzed to determine purchase trends and relation-
ships between media exposure and purchase behavior.

In the illustrated example of FIG. 5, the time stamper 510
receives NFC data from the NFC interceptor 104. The
example time stamper 510 of FIG. 5 time stamps the NFC
data and provides the time stamped NFC data to the example
memory 512 and/or the smart phone 100. The NFC data is
conveyed to the example data collection facility 516 in a
similar manner as the media detection information described
above. The time stamps between the two data sources enable
determination of trends between purchases and media expo-
sures.

For clarity of illustration, internal connectors within some
of the structure and/or circuitry of FIG. 5 are omitted. How-
ever, appropriate connectors, busses, and/or other means of
communication are provided as needed in FIG. 5 to enable
transfer of data and/or cooperation between components. In
some examples, communication is achieved by writing data
to a mutually accessible memory.

While the examples of FIGS. 1-4 illustrate cases for smart
phones, tablets and media, examples disclosed herein may be
implemented in connection with additional or alternative
peripherals. For example, the example meter 106 of FIG. 5
may be implemented by (e.g., carried in) a key fob that is
attachable to a key chain. In such instances, the example
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peripherals are in communication with the mobile devices
such that detected information can be communicated (e.g., to
the data collection facility).

While an example manner of implementing the meters 106,
306,406 of FIGS. 1, 3, and/or 4 is illustrated in FIG. 5, one or
more of the elements, processes and/or devices illustrated in
FIG. 5 may be combined, divided, re-arranged, omitted,
eliminated and/or implemented in any other way. Further, the
example data capturer 500, the example wireless interface
504, the example audio extractor 506, the example media
detector 508, the example time stamper 510 and/or, more
generally, the example meter 106 of FIG. 5 may be imple-
mented by hardware, software, firmware and/or any combi-
nation of hardware, software and/or firmware. Thus, for
example, any of the example data capturer 500, the example
wireless interface 504, the example audio extractor 506, the
example media detector 508, the example time stamper 510
and/or, more generally, the example meter 106 of FIG. 5
could be implemented by one or more analog or digital
circuit(s), logic circuits, programmable processor(s), appli-
cation specific integrated circuit(s) (ASIC(s)), programmable
logic device(s) (PLD(s)) and/or field programmable logic
device(s) (FPLD(s)). When reading any of the apparatus or
system claims of this patent to cover a purely software and/or
firmware implementation, at least one of the example, data
capturer 500, the example wireless interface 504, the example
audio extractor 506, the example media detector 508, the
example time stamper 510 and/or, more generally, the
example meter 106 of FIG. 5 is/are hereby expressly defined
to include a tangible computer readable storage device or
storage disk such as a memory, a digital versatile disk (DVD),
a compact disk (CD), a Blu-ray disk, etc. storing the software
and/or firmware. Further still, the example meters 106, 306,
406 of FIGS. 1, 3 and/or 4 may include one or more elements,
processes and/or devices in addition to, or instead of, those
illustrated in F1G. 5, and/or may include more than one of any
or all of the illustrated elements, processes and devices.

A flowchart representative of example machine readable
instructions for implementing the example NFC interceptors
104, 304, 404 of F1IGS. 1, 2, 3, 4 and/or 5 is shown in FIG. 6.
A flowchart representative of example machine readable
instructions for implementing the example meters 106, 306,
406 of FIGS. 1, 3, 4 and/or 5 is shown in FIG. 7. A flowchart
representative of example machine readable instructions for
implementing the example meter 406 of FIGS. 4 and/or 5 is
shown in FIG. 8. In some examples, the machine readable
instructions are implemented by a logic circuit such as an
application specific integrated circuit (ASIC). In some
examples, the instructions are stored in a tangible computer
readable storage medium such as flash memory or Electroni-
cally Erasable Programmable Read-Only Memory (EE-
PROM). In some such examples, the machine readable
instructions comprise a program for execution by a processor
such as the processor 912 shown in the example processor
platform 900 discussed below in connection with FIG. 9. The
program may be embodied in software stored on a tangible
computer readable storage medium such as a memory asso-
ciated with the processor 912, but the entire program and/or
parts thereof could alternatively be executed by a device other
than the processor 912 and/or embodied in firmware or dedi-
cated hardware. Further, although the example instructions
are described with reference to the flowcharts illustrated in
FIGS. 6-8, many other methods of implementing the example
NFC interceptors 104, 304, 404 and/or the example meters
106, 306, 406 may alternatively be used. For example, the
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order of execution of the blocks may be changed, and/or some
of'the blocks described may be changed, eliminated, or com-
bined.

As mentioned above, the example processes of FIGS. 6-8
may be implemented using coded instructions (e.g., computer
and/or machine readable instructions) stored on a tangible
computer readable storage medium such as a flash memory, a
read-only memory (ROM), a cache, and/or any other storage
device or storage disk in which information is stored for any
duration (e.g., for extended time periods, permanently, for
brief instances, for temporarily buffering, and/or for caching
of the information). As used herein, the term tangible com-
puter readable storage medium is expressly defined to include
any type of computer readable storage device and/or storage
disk and to exclude propagating signals. As used herein,
“tangible computer readable storage medium” and “tangible
machine readable storage medium” are used interchangeably.
Additionally or alternatively, the example processes of FIGS.
6-8 may be implemented using coded instructions (e.g., com-
puter and/or machine readable instructions) stored on a non-
transitory computer and/or machine readable medium such as
a flash memory, a read-only memory, and/or any other storage
device or storage disk in which information is stored for any
duration (e.g., for extended time periods, permanently, for
brief instances, for temporarily buffering, and/or for caching
of the information). As used herein, the term non-transitory
computer readable medium is expressly defined to include
any type of computer readable device or disc and to exclude
propagating signals. As used herein, when the phrase “at
least” is used as the transition term in a preamble of a claim,
it is open-ended in the same manner as the term “comprising”
is open ended.

The example of FIG. 6 is described below in connection
with the example NFC interceptor 104 of FIG. 1. However,
the example of FIG. 6 can be implemented by any of the
example NFC interceptors 104, 304, 404 of FIGS. 1, 3 and/or
4. The example of FIG. 6 begins with an initialization of the
NFC interceptor 104 (block 600). The NFC interceptor 600
determines whether an NFC field is present (block 602). For
example, the NFC interceptor 600 detects an energy field
generated by an NFC initiator (e.g., the smart phone 102 of
FIG. 1). If an NFC field is detected (block 604), the example
NFC interceptor 606 collects data transferred between the
NFC initiator and one or more NFC target devices (e.g., the
point-of-sale NFC device 200 of FIG. 2) (block 606). The
NFC interceptor 104 conveys the collected data to a memory,
such as the example memory 512 of FIG. 5 and/or memory of
the smart phone 102 (block 608). If the detected NFC field is
no longer detected (e.g., the field has been terminated) (block
610), control passes to block 602. If the detected NFC field
persists (block 610), control passes to block 606.

The example of FIG. 7 is described below in connection
with the example meter 106 of FIGS. 1 and/or 5. However, the
example of FIG. 7 can be implemented by any of the example
meters 106, 306, 406 of FIGS. 1, 3 and/or 4. The example of
FIG. 7 begins with an initialization of the meter 106 (block
700). The meter 106 is initialized to, for example, monitor
media accessed by the smart phone 102. As described above,
the wireless interface 504 ofthe meter 106 can be paired with,
for example, the wireless transceiver 114 of the smart phone
102. In the example of FIG. 7, the wireless interface 504
determines whether such a pairing is present (e.g., whether
the smart phone case 100 is paired with the smart phone 102)
(block 702). If the wireless interface 504 is paired with the
smart phone 102 (block 704), the example data capturer 500
captures media data (e.g., wireless raw audio data) generated
by the smart phone 102 via the wireless interface 504 (block
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706). If data is not detected at the wireless interface 504
(block 708), control passes to block 702). If data is detected
via the wireless pairing (block 708), the audio extractor 506
decodes, transcodes and/or otherwise processes the media
data to obtain audio information from which media identify-
ing information (e.g., signature(s), watermark(s), code(s),
etc.) in the example of FIG. 7. The example audio extractor
506 provides the resulting data to the media detector 508.
Additionally or alternatively, data can be provided directly to
the media detector 508 (e.g., without processing of the audio
extractor 506). In the illustrated example of FIG. 7, the media
detector 508 analyzes the received data to obtain media iden-
tifying information (e.g., signature(s), watermark(s), code(s),
etc.) indicative of the media being accessed by the smart
phone 102 (block 710). The time stamper 510 assigns a time
stamp to the media data and/or the obtained media identifying
information (block 712). Further, the memory 512 stores the
time stamped media data and/or the obtained media identify-
ing information (block 712). Control then passes to block
702.

Inthe example of FIG. 7, if the wireless interface 504 of the
meter 106 is not paired with the smart phone 102 (block 704),
the audio sensor 512 collects an audio signal representative of
the audio present in an environment of the smart phone case
100 (block 714). In some examples, the audio sensor 502 is
previously inactive (e.g., while the example data capturer 500
is capturing data via a pairing of the wireless interface 504).
In some examples, the audio sensor 502 is continuously col-
lecting an audio signal. In the example of FIG. 7, the media
detector 508 obtains media identifying information (e.g., sig-
nature(s), watermark(s), code(s), etc.) from the audio signal
(block 716). The time stamper 510 assigns a time stamp to the
audio signal and/or the obtained media identifying informa-
tion (block 718). Further, the memory 512 stores the time
stamped audio signal and/or the obtained media identifying
information (block 718). Control then passes to block 702.
Thus, the example of FIG. 7 includes the example meter 106
collecting and analyzing raw data obtained via a wireless
pairing with the smart phone 102 when such a pairing and/or
data is available. When the wireless pairing is not present, the
example meter 106 monitors the environment of the smart
phone 102 for an audio signal.

The example of FIG. 8 is described below in connection
with the example meter 406 of F1G. 4, which is implemented
in connection with the peripheral audio system 418 of the
example media player case 400. As described above, the
example media player case 400 includes the wireless trans-
ceiver 416 to pair with the wireless transceiver 414 of the
media player 402 to facilitate transfer of audio data from the
media player 402 to the peripheral audio system 418. In the
example of FIG. 8, the meter 406 is initialized (block 800) and
the wireless interface 504 of the meter 406 determines
whether the peripheral audio system 418 is received data from
the media player 402 (block 802). In particular, the example
wireless interface 504 determines whether the wireless trans-
ceiver 416 of the media player case 400 is paired with the
wireless transceiver 414 of the media player 402. If the
peripheral audio system 418 is receiving data (block 804), the
example data capturer 500 captures the media data via the
wireless interface 504 (block 806). In the example of FIG. 8,
the audio extractor 506 decodes, transcodes and/or otherwise
processes the media data to obtain audio information from
which media identifying information (e.g., signature(s),
watermark(s), code(s), etc.). The example audio extractor 506
provides the resulting data to the media detector 508. Addi-
tionally or alternatively, data can be provided directly to the
media detector 508 (e.g., without processing of the audio
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extractor 506). In the illustrated example of FIG. 8, the media
detector 508 analyzes the received data to obtain media iden-
tifying information (e.g., signature(s), watermark(s), code(s),
etc.) indicative of the media being accessed by the media
player 402 (block 808). The time stamper 510 assigns a time
stamp to the media data and/or the obtained media identifying
information (block 810). Further, the memory 512 stores the
time stamped media data and/or the obtained media identify-
ing information (block 810). Control then passes to block
802.

FIG.9is ablock diagram of an example processor platform
900 capable of executing the instructions of FIG. 6 to imple-
ment the NFC interceptors 104, 304, 404 of FIGS. 1, 2, 3,
and/or 4, the instructions of FIG. 7 to implement the meters
106,306,406 of FIGS. 1, 3, 4 and/or 5, and/or the instructions
of FIG. 8 to implement the meters 406 of FIGS. 4 and/or 5.
The processor platform 900 can be any suitable computing
device such as, for example, a system on chip (SoC) and/or
ASIC.

The processor platform 900 of the illustrated example
includes a processor 912. The processor 912 of the illustrated
example is hardware. For example, the processor 912 can be
implemented by one or more integrated circuits, logic cir-
cuits, microprocessors or controllers from any desired family
or manufacturer.

The processor 912 of the illustrated example includes a
local memory 913 (e.g., a cache). The processor 912 of the
illustrated example is in communication with a main memory
including a volatile memory 914 and a non-volatile memory
916 via a bus 918. The volatile memory 914 may be imple-
mented by Synchronous Dynamic Random Access Memory
(SDRAM), Dynamic Random Access Memory (DRAM),
RAMBUS Dynamic Random Access Memory (RDRAM)
and/or any other type of random access memory device. The
non-volatile memory 916 may be implemented by flash
memory and/or any other desired type of memory device.
Access to the main memory 914, 916 is controlled by a
memory controller.

The processor platform 900 of the illustrated example also
includes an interface circuit 920. The interface circuit 920
may be implemented by any type of interface standard, such
as an Ethernet interface, a universal serial bus (USB), and/or
a PCI express interface.

In the illustrated example, one or more input devices 922
are connected to the interface circuit 920. The input device(s)
922 permit(s) a user to enter data and commands into the
processor 912. The input device(s) can be implemented by,
for example, an audio sensor, a microphone, and/or a button.

One or more output devices 924 are also connected to the
interface circuit 920 of the illustrated example. The output
devices 924 can be implemented, for example, a light emit-
ting diode (LED).

The interface circuit 920 of the illustrated example also
includes a communication device such as a transmitter, a
receiver, a transceiver, and/or network interface card to facili-
tate exchange of data with external machines (e.g., computing
devices of any kind) via a network 926 (e.g., an Ethernet
connection, a digital subscriber line (DSL), a telephone line,
coaxial cable, a cellular telephone system, etc.).

The coded instructions 932 of FIGS. 6-8 may be stored in
the volatile memory 914 and/or in the non-volatile memory
916.

Although certain example methods, apparatus and articles
of manufacture have been disclosed herein, the scope of cov-
erage of this patent is not limited thereto. On the contrary, this
patent covers all methods, apparatus and articles of manufac-
ture fairly falling within the scope of the claims of this patent.
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What is claimed is:

1. A mobile device case, comprising:

a shell having a form factor dimensioned to receive a

mobile device; and

a near-field interceptor coupled to the shell, the near-field

interceptor to capture data communicated via a near-
field energy field between a first near-field communica-
tion device of the mobile device and a second near-field
communication device external to the mobile device, the
near-field interceptor to capture the data when the
mobile device is in direct communication with the sec-
ond near-field communication device using the near-
field energy field.

2. The mobile device case as defined in claim 1, wherein the
near-field interceptor is coupled to the shell in a position
proximate the first near-field communication device of the
mobile device when the mobile device is carried by the shell.

3. The mobile device case as defined in claim 2, wherein the
position is aligned with a battery cover of the mobile device
when the mobile device is carried by the shell.

4. The mobile device case as defined in claim 1, wherein the
shell includes a hinged cover portion, and the near-field inter-
ceptor is carried by the hinged cover portion.

5. The mobile device case as defined in claim 1, wherein the
shell includes interlocking portions, and the near-field inter-
ceptor is coupled to one of the interlocking portions that
aligns with the first near-field communication device of the
mobile device when the mobile device is carried by the shell.

6. The mobile device case as defined in claim 1, further
including memory to store data collected by the near-field
interceptor.

7. The mobile device case as defined in claim 6, wherein the
memory is located in the mobile device case.

8. The mobile device case as defined in claim 6, wherein the
memory is resident in the mobile device.

9. The mobile device case as defined in claim 6, wherein the
data is to be conveyed to a central facility via a communica-
tion device of the mobile device.

10. The mobile device case as defined in claim 1, wherein
the mobile device case does not include a screen or keypad.

11. The mobile device case as defined in claim 1, wherein
the mobile device case is to protect the mobile device.

12. An apparatus, comprising:

ahousing to carry afirst Near Field Communication (NFC)

enabled device having a first NFC communicator that
communicates data via an NFC field; and

an interceptor physically located in the housing and sepa-

rate from the first NFC-enabled device such that the
interceptor is positioned in the NFC field when the first
NFC communicator is active, the interceptor to collect
the data communicated via the NFC field between the
first NFC communicator of the first NFC-enabled device
and a second NFC communicator of a second NFC-
enabled device different than the first NFC-enabled
device, the interceptor to collect the data when the first
NFC-enabled device is in direct communication with the
second NFC-enabled device using the NFC field.

13. The apparatus as defined in claim 12, wherein the first
NFC-enabled device includes a mobile device having a form
factor dimensioned to securely fit within the housing.

14. The apparatus, as defined in claim 12, wherein the
interceptor includes an NFC antenna carried by the housing.

15. The apparatus as defined in claim 12, further including
memory to store the data collected by the interceptor.

16. The apparatus as defined in claim 15, wherein the
memory is located in the housing.
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17. The apparatus as defined in claim 15, wherein the
memory is resident in the first NFC-enabled device.

18. The apparatus as defined in claim 15, wherein the data
is to be conveyed to a central facility via a communication
device of the first NFC-enabled device.

19. The apparatus as defined in claim 12, further including
a meter located in the housing to collect media identifying
information corresponding to media presented by the first
NFC-enabled device.

20. The apparatus as defined in claim 12, wherein the 10

interceptor is a passive device.
21. The apparatus as defined in claim 12, wherein the
interceptor is an active device.
22. A method, comprising:
determining, via a first near-field device integrated in a
mobile device case, that a near-field energy field is
present between a near-field initiator device and a near-
field target device, wherein one of the near-field initiator
device and the near-field target device is a component of
a mobile device carried by the mobile device case, and
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the first near-field device is neither the near-field initia-
tor device nor the near-field target device;

collecting, via the first near-field device, data transmitted

between the near-field initiator device and the near-field
target device via the NFC field, the first near-field device
to collect the data when the near-field initiator device is
in direct communication with the near-field target device
using the NFC field; and

conveying the collected data from the first near-field device

to a memory.

23. The method as defined in claim 22, wherein the con-
veying of the collected data to the memory includes transmit-
ting the collected data to the mobile device.

24. The method as defined in claim 22, wherein the
memory is located in the mobile device case.

25. The method as defined in claim 22, wherein the mobile
device case is a shell having a form factor dimensioned to
snugly receive the mobile device.
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