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SYSTEM AND METHOD OF
COMMUNICATION USING DISTRIBUTED
CHANNEL ACCESS PARAMETERS

1. CROSS-REFERENCE TO RELATED
APPLICATIONS

The present application is a continuation-in-part of and
claims priority from U.S. patent application Ser. No. 13/672,
545 filed on Nov. 8, 2012 (which claims priority from U.S.
Provisional Patent Application No. 61/584,698 filedon Jan. 9,
2012, U.S. Provisional Patent Application No. 61/585,810
filed on Jan. 12, 2012, U.S. Provisional Patent Application
No. 61/636,382 filed on Apr. 20, 2012, U.S. Provisional
Patent Application No. 61/661,326 filed on Jun. 18,2012, and
U.S. Provisional Patent Application No. 61/670,575 filed on
Jul. 11, 2012). The present application also claims priority
from U.S. Provisional Patent Application No. 61/636,382
filed on Apr. 20, 2012, U.S. Provisional Patent Application
No. 61/661,326 filed on Jun. 18, 2012, and U.S. Provisional
Patent Application No. 61/670,575 filed on Jul. 11,2012. The
present application is also a continuation-in-part of U.S.
patent application Ser. No. 13/756,431, filed on Jan. 31, 2013.
Each of the above-identified applications is incorporated by
reference herein in its entirety.

1I. FIELD

The present disclosure is generally related to wirelessly
communicating using distributed channel access parameters.

III. DESCRIPTION OF RELATED ART

Advances in technology have resulted in smaller and more
powerful computing devices. For example, there currently
exist a variety of portable personal computing devices,
including wireless computing devices, such as portable wire-
less telephones, personal digital assistants (PDAs), and pag-
ing devices that are small, lightweight, and easily carried by
users. More specifically, portable wireless telephones, such
as cellular telephones and Internet Protocol (IP) telephones,
can communicate voice and data packets over wireless net-
works. Many such wireless telephones incorporate additional
devices to provide enhanced functionality for end users. For
example, a wireless telephone can also include a digital still
camera, a digital video camera, a digital recorder, and an
audio file player. Also, such wireless telephones can execute
software applications, such as a web browser application that
can be used to access the Internet. As such, these wireless
telephones can include significant computing capabilities.

In a wireless network, such as an Institute of Electrical and
Electronics Engineers (IEEE) 802.11ah compliant network,
distributed channel access parameters may be defined to con-
trol access to a transmission medium (e.g., a wireless net-
work) by devices communicating via the wireless network.

Distributed channel access parameters may permit high
priority traffic a greater chance of being sent than low priority
traffic. For example, a station transmitting high priority traffic
may wait for less time on average before sending a packet
than another station transmitting low priority traffic. Distrib-
uted channel access parameters prioritize traffic by defining
different contention windows (CW) and different arbitration
inter-frame space (AIFS) values for high priority traffic and
low priority traffic. For example, high priority traffic may
have a shorter CW and a shorter AIFS than lower priority
traffic. Levels of priority in the distributed channel access
parameters may be referred to as access categories (ACs).
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A quality of' service (QoS) technique referred to as class of
service (CoS) includes a 3-bit field called a priority code point
(PCP) and may be communicated within a frame header
transmitted via a network compliant with one or more IEEE
standards. The PCP specifies a priority value between zero (0)
(e.g., alowest priority) and seven (7) (e.g., a highest priority)
inclusive that may be used to differentiate traffic. Access
categories (e.g., priority levels) may be mapped directly from
Ethernet-level class of service (CoS) priority levels.

IV. SUMMARY

Systems and methods of wirelessly communicating using
distributed channel access parameters are disclosed. The dis-
tributed channel access parameters described herein may be
adapted for sensor traffic and sensor device activity. In par-
ticular, the described techniques may find application in Insti-
tute of Electrical and Electronics Engineers (IEEE) 802.11ah
compliant devices that have low duty cycles. To illustrate, a
wireless sensor that communicates over an IEEE 802.11ah
compliant network may wake up for a relatively short time
period to perform at least one measurement, communicate a
result of the measurement to a destination, and then sleep for
a comparatively long period of time. Because the wireless
sensor may have a low duty cycle (i.e., a short “active state”
duration), the channel access parameters associated with sen-
sor traffic may be assigned a high priority to conserve power
of energy-constrained devices (e.g., devices that operate
using a battery power source).

In a particular embodiment, a sensor access category (SE)
may be assigned a highest priority (e.g., a low arbitration
inter-frame space number (AIFSN) value). Values of conten-
tion windows (e.g., CWmin and CWmax) of the sensor access
category (SE) may also be adjusted to support a large number
of station devices (e.g., sensors). For example, multiple sen-
sors may transmit short packets having a duty cycle of less
than one (1) packet per second (pkt/sec). Non-sensor access
categories may be defined as well. For example, a best efforts
access category (BE) may include best efforts traffic and
background traffic (e.g., the best efforts traffic and the back-
ground traffic may be merged into a single access category).
The best efforts traffic may include web browsing traffic and
the background traffic may include data that is not user
defined (e.g., application update data associated with an
application of a device). As another example, distributed
channel access parameters of a video access category (VI)
and a voice access category (VO) may be defined such that
voice traffic experiences a low access delay and video traffic
is transmitted at a high bit rate.

The AIFSN value may be associated with prioritizing a
particular access category over another access category (AC).
The AIFSN values may define shortening or expanding of a
time period that a station is to wait between transmitting
successive frames. A shorter wait time period permits a mes-
sage to have a higher probability of being transmitted with
low latency, which is a consideration for delay-critical data,
such as media data (e.g., voice data, video data, or streaming
data). An arbitration inter-frame space (AIFS) value may be
defined by a formula: AIFSN[AC]*ST+SIFS, where AIFSN
depends on the access category, ST is a slot time dependent on
a physical layer, and short inter-frame space (SIFS) is a time
between a DATA frame and an acknowledge (ACK) frame.

The distributed channel access parameters may correspond
to contention free access to a channel for a period called a
transmit opportunity (TXOP) (e.g., transmission opportu-
nity). The TXOP is a bounded time interval during which a
station may send as many frames as possible, as long as a
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duration of a particular transmission does not extend beyond
a maximum duration of the TXOP. If the particular transmis-
sion extends beyond the maximum duration of the TXOP, the
transmission may be divided into multiple transmissions that
do not extend beyond the maximum duration of the TXOP.
The use of TXOPs reduces a problem of low rate stations
acquiring an inordinate amount of channel time that can occur
in legacy IEEE 802.11 distributed coordination function
(DCF) media access control (MAC) networks. A TXOP time
interval of zero (0) indicates the station is limited to a single
MAC service data unit (MSDU) or MAC management pro-
tocol data unit (MMPDU).

The distributed channel access parameters for non-sensor
traffic may be specified to account for different quality of
service (QoS) requirements associated with different types of
traffic. For example, video traffic, voice traffic, best efforts
traffic, and background traffic may each have different QoS
requirements.

In a particular embodiment, the distributed channel access
parameters may be defined for four access categories. The
four access categories may include a sensor access category
(SE) for sensor traffic, a voice access category (VO) for voice
traffic, a video access category (V1) for video traffic, and a
best efforts access category (BE) for best efforts traffic and
background traffic. A hierarchy of priority of the access cat-
egories may indicate that the sensor traffic has a higher pri-
ority as compared to other traffic types. In a particular
embodiment, the distributed channel access parameters may
define a corresponding contention window minimum (CW-
min) value, a corresponding contention window maximum
(CWmax) value, and an arbitration intra-frame spacing num-
ber (AIFSN) value for each access category. In a particular
embodiment, each of the CWmin value, the CWmax value,
and the AIFSN value may be static values.

In another particular embodiment, a transmission opportu-
nity (TXOP) (e.g., transmit opportunity) may be defined for
multiple access categories used in an IEEE 802.11ah com-
plaint network. For example, a TXOP value for a sensor
access category (SE) may be defined as approximately (e.g.,
+20%) fifteen and six tenths (15.6) milliseconds (ms) which
would allow a particular sensor to send one packet (e.g., two
hundred fifty-six (256) Bytes at one hundred fifty (150) kilo-
bytes per second (kbps)). TXOP values for a voice access
category (VO) and a video access category (VI) may be
defined based on a scaling factor of ten (10) applied to TXOP
values for the voice access category (VO) and the video
access category (VI) as defined by IEEE 802.11ac. As a
further example, TXOP values for a best efforts access cat-
egory and a background access category may be defined as
zero (0). In a particular embodiment, all TXOP values greater
than twenty (20) milliseconds (ms) may be truncated to
approximately (e.g., £20%) twenty (20) milliseconds (ms) to
account for at least propagation, channel, and doppler effect
issues.

In another particular embodiment, transmission opportu-
nity (TXOP) values defined for multiple access categories
used in an IEEE 802.11 ah complaint network may include
TXOP values as defined by IEEE 802.11 ac. In a particular
embodiment, the TXOP values may include a TXOP value for
a sensor access category (SE). For example, the TXOP value
for the sensor access category (SE) may be zero (0).

In another embodiment, multiple access categories may be
defined as follows. A highest priority access category may be
specified for Voice and Sensor (VS) applications. A second
highest priority access category may be defined for Video
(VD). A third highest priority access category may be defined
as a better than Best Effort (BBE) category. A lowest priority
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access category may be defined as a Best Effort (BE) Cat-
egory. The resulting set of Access Categories is VS/VI/BBE/
BE. As such, the following Access Category (AC) structure
from highest to lowest with the same or different order and
with various level(s) of priority may include: VS (Voice/
Sensors), VI (Video), BBE (Better than Best Effort), BE (Best
Effort). The AC structure (e.g., SE/VO/VI/BE) provided
throughout in combinations may be augmented with VS/VI/
BBE/BE, in accordance with various embodiments.

The distributed channel access parameters may be utilized
as default parameters for use in an IEEE 802.11ah network.
For example, an IEEE 802.11ah compliant access point may
store the distributed channel access parameters and may com-
municate such parameters to wirelessly connected stations.
Thereafter, data traffic is prioritized based on an access cat-
egory of such traffic. For example, sensor traffic (i.e., having
a sensor access category (SE)) may be transmitted at a higher
priority than other types of traffic.

In a particular embodiment, distributed channel access
parameters may be dynamically determined and/or updated
by an access point and/or stations. For example, an access
point may send an enhanced distributed channel access
(EDCA) parameter set information element (IE) and/or a
Modified EDCA parameter set IE to a station as part of a
probe response, an association response, an action frame,
and/or a management frame. The EDCA parameter set IE
may include a set of base/default values for EDCA param-
eters. The modified EDCA parameter set IE may include one
or more delta values to be used by the station in conjunction
with the base/default values to update EDCA parameters.

The station may update media access control (MAC) infor-
mation base (MIB) values of EDCA parameters as follows. If
no EDCA parameter set IE or Modified EDCA parameter set
IE is received at the station from the access point during a time
period (e.g., a time period beginning when the station asso-
ciated with the access point and ending when the EDCA
parameter evaluation is performed), the station may use
default values for the parameters. In one embodiment, the
default values may be specified by an industry standard, such
as IEEE 802.11ah. If an EDCA parameter set IE is received,
but no Modified EDCA parameter set IE is received, the
station may update MIB values of the EDCA parameters
using the EDCA parameter set IE. The update may occur
within an interval of time equal to one beacon interval after
receiving the updated EDCA parameter set [E. If a Modified
EDCA parameter set IE is received, then the station may add
values of fields (e.g., a contention window minimum (ECW-
min) field, a contention window maximum (ECWmax) field,
a transmission opportunity (IXOP) limit field, and an arbi-
tration intra-frame spacing number (AIFSN) field) to the
values from corresponding fields of a most recently received
EDCA parameter set IE or to default values if no EDCA
parameter set IE was received.

In a particular embodiment, the access point may use infor-
mation from an association response frame to determine val-
ues in the EDCA parameter set IE or the Modified EDCA
parameter set IE. In a particular embodiment, the Modified
EDCA parameter set IE may have the same frame format as
the EDCA parameter set [E, except that fields within ECW-
min, ECWmax, TXOP Limit, and AIFSN may be encoded as
signed integers instead of unsigned integers (e.g., so that
negative delta values can be expressed in the Modified EDCA
parameter set IE).

Other embodiments of EDCA parameter signaling may
also be used. For example, two sets of EDCA parameter
values (e.g., two EDCA default sets, with corresponding MIB
variables) may be provided to a station. In this case, each
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station may determine a “correct” set of parameters to be used
based on one or more characteristics of the station (e.g.,
battery operated vs. mains operated). The access point may
provide a different EDCA set in association response mes-
sages to different stations. The access point may also include
both EDCA sets in a beacon.

Stations may perform various operations in response to
receiving an EDCA parameter set IE in a beacon. According
to a first option, all stations may automatically adopt the
EDCA parameter set IE. Thus, the configuration of each
station may match a most recently communicated EDCA
parameter set IE.

According to a second option, each station may treat the
EDCA parameter set IE as a “reference” set. At association
time (e.g., during an association request/response message
exchange), each station may be notified which EDCA param-
eters values to use relative to “reference” values. For example,
each station may be provided delta values in the association
response. Thus, when an EDCA parameter set IE is received
in a beacon (i.e., the “reference” set changes), each station
may use the delta values to compute new EDCA parameters.
In one example, the beacon message may also include an
override bit/field (e.g., in a reserved portion of the IE). If the
override bit/field is asserted, all stations may adoptthe EDCA
parameter set IE instead of performing calculations using
delta values.

According to a third option, each station may receive the
EDCA parameter set IE along with filter conditions. For
example, the EDCA parameter set IE and the filter conditions
may be included in a single IE. As another example, the filter
conditions may be included in a reserved portion/field of the
EDCA parameter set [E. Each station may determine whether
the station satisfies the filter conditions, and only those sta-
tions that satisfy the filter conditions may adopt the EDCA
parameter set IE in the beacon. The filter conditions may
correspond to a subset of station capabilities. In a particular
embodiment, the filter conditions may include one or more
global identifiers (GIDs) of one or more stations.

According to a fourth option, the access point may notify
each station at association time whether the station is to obey
(e.g., adopt) EDCA parameter set [Es in beacon frames or to
maintain EDCA parameters communicated in some other
fashion (e.g., via a unicast mechanism, such as an association
response).

In a particular embodiment, a method includes, in response
to receiving a modified enhanced distributed channel access
(EDCA) parameter set information element (IE) at a station,
determining, using a processor at the station, a value of the
EDCA parameter based on a delta value in the modified
EDCA parameter set IE and based on a base value of the
EDCA parameter.

In another particular embodiment, a device includes a pro-
cessor and a memory accessible to the processor. The
memory includes instructions executable by the processor to,
in response to receiving a modified EDCA parameter set IE at
a station, determine a value of the EDCA parameter based on
a delta value in the modified EDCA parameter set IE and
based on a base value of the EDCA parameter.

In another particular embodiment, an apparatus includes
means for receiving data. The apparatus also includes means
for determining a value of an EDCA parameter. The means
for determining is configured to, in response to receipt of a
modified EDCA parameter set IE at a station, determine a
value of the EDCA parameter based on a delta value in the
modified EDCA parameter set [E and based on a base value of
the EDCA parameter.
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In another particular embodiment, a non-transitory storage
medium includes processor-executable instructions that,
when executed by a processor, cause the processor to, in
response to receiving a modified EDCA parameter set IE at a
station, determine a value of an EDCA parameter based on a
delta value in the modified EDCA parameter set IE and based
on a base value of the EDCA parameter.

In another particular embodiment, a device includes a pro-
cessor and a memory accessible by the processor. The
memory stores instructions executable by the processor to
select, at a station from a plurality of sets of EDCA param-
eters, a particular set of EDCA parameters to apply to com-
munication of data. The particular set of EDCA parameters is
selected based on one or more characteristics of the station.

In another particular embodiment, a method includes
selecting, at a station from a plurality of sets of EDCA param-
eters, a particular set of EDCA parameters to apply to com-
munication of data. The particular set of EDCA parameters is
selected based on one or more characteristics of the station.

In another particular embodiment, a device includes a pro-
cessor and a memory accessible by the processor. The
memory stores instructions executable by the processor to
cause transmission of a frame from an access point to a
station. The frame includes a first set of EDCA parameters
and a second set of EDCA parameters.

In another particular embodiment, a method includes
transmitting a frame from an access point to a station. The
frame includes a first set of EDCA parameters and a second
set of EDCA parameters.

In another particular embodiment, a device includes a pro-
cessor and a memory accessible by the processor. The
memory stores instructions executable by the processor to
detect receipt, at a station, of a beacon frame that includes an
EDCA parameter set IE and an override indication.

In another particular embodiment, a method includes
receiving, at a station, a beacon frame that includes an EDCA
parameter set IE and an override indication.

In another particular embodiment, a device includes a pro-
cessor and a memory accessible by the processor. The
memory stores instructions executable by the processor to
detect receipt, at a station, of a beacon frame that includes an
EDCA parameter set IE and a filter condition.

In another particular embodiment, a method includes
receiving, at a station, a beacon frame that includes an EDCA
parameter set IE and a filter condition.

In another particular embodiment, a device includes a pro-
cessor and a memory accessible by the processor. The
memory stores instructions executable by the processor to
detect receipt of a toggle indication at a station from an access
point during association between the station and the access
point. The instructions are also executable by the processor to
detect receipt, at the station, of a beacon frame that includes
an EDCA parameter set [E, and to determine whether to adopt
the EDCA parameter set IE based on the toggle indication.

In another particular embodiment, a method includes
receiving a toggle indication at a station from an access point
during association between the station and the access point.
The method also includes receiving at the station a beacon
frame that includes an EDCA parameter set I[E, and determin-
ing whether to adopt the EDCA parameter set IE based on the
toggle indication.

One advantage provided by at least one of the embodi-
ments described herein includes an ability to dynamically
determine EDCA parameter values on a per station or per
group basis. Another advantage provided by atleast one ofthe
embodiments described herein includes use of distributed
access parameters that account for sensor traffic (e.g., data
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traffic associated with a low duty cycle) while maintaining
medium access diversification among multiple access catego-
ries (e.g., multiple traffic types). Another particular advantage
provided by at least one of the embodiments described herein
includes distributed channel access parameters that allow
medium access diversification among multiple access catego-
ries (ACs). A further particular advantage provided by at least
one of the embodiments described herein includes distributed
channel access parameters that conserve power of energy-
constrained devices (e.g., devices that operate using a battery
power source such as devices transmitting sensor traffic).

Other aspects, advantages, and features of the present dis-
closure will become apparent after review of the entire appli-
cation, including the following sections: Brief Description of
the Drawings, Detailed Description, and the Claims.

V. BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a diagram of a particular embodiment of a system
that is operable to communicate using distributed channel
access parameters;

FIGS. 2A-2F illustrate particular embodiments of data
structures used to access control data associated with the
system of FIG. 1;

FIGS. 3A and 3B are graphs illustrating results of simula-
tions of data transmissions in accordance with various dis-
tributed channel access parameters;

FIG. 4 is a graph illustrating particular results of simula-
tions of data transmissions in accordance with various dis-
tributed channel access parameters;

FIGS. 5A and 5B are graphs illustrating results of simula-
tions data transmissions in accordance with various distrib-
uted channel access parameters;

FIG. 6 is a diagram of a particular embodiment of a system
that is operable to communicate using distributed channel
access parameters;

FIG. 7 is a flow chart of a particular embodiment of a
method of performing communication using distributed
channel access parameters;

FIG. 8 is a flow chart of a particular embodiment of a
method of transferring distributed access parameters;

FIG. 9 is a block diagram of a particular embodiment of a
wireless device operable to perform rate control and power
control; and

FIG.10is a diagram of a particular illustrative embodiment
of'an enhanced distributed channel access (EDCA) parameter
set information element (IE).

FIG. 11 is a diagram of a particular embodiment of a
system that is operable to communicate using EDCA param-
eters;

FIG. 12 is a flow chart of a particular embodiment of a
method of determining a value of an EDCA parameter;

FIG. 13 is a flow chart of a particular embodiment of
method of selecting a particular set (e.g., default values) of
EDCA parameters;

FIG. 14 is a flow chart of a first embodiment of a method of
operation at a station following receipt of a beacon frame that
includes an EDCA parameter set IE;

FIG. 15 is a flow chart ofa second embodiment of a method
of operation at a station following receipt of a beacon frame
that includes an EDCA parameter set IE;

FIG. 16 is a flow chart of a third embodiment of a method
of operation at a station following receipt of a beacon frame
that includes an EDCA parameter set [E; and
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FIG. 17 is a flow chart of a fourth embodiment of a method
of operation at a station following receipt of a beacon frame
that includes an EDCA parameter set IE.

V1. DETAILED DESCRIPTION

Referring to FIG. 1, a diagram of a particular embodiment
of a system that is operable to communicate in accordance
with distributed channel access parameters is disclosed and
generally designated 100. The system 100 may include an
access device 102 and one or more station (STA) devices
120-126 that communicate 140-146 with the access device
102 via a network 150.

The access device 102 may include access control data 110
including distributed channel access parameters. The access
control data 110 may define one or more access categories by
specifying distributed channel access parameters for each of
the one or more access categories. The access device 102 may
be coupled to at least one of the station devices 120-126 via
the network 150. In a particular embodiment, the access
device 102 may be a wireless access point (AP).

The access device 102 may be an access point, a wireless
gateway, a wireless router, a customer premise equipment
(CPE) device, or another device operable to facilitate com-
munication with the at least one of the station devices 120-
126. The access device 102 may include one or more proces-
sors and one or more memories as described herein with
respect to FIG. 6. For example, the access device 102 may
include a memory storing the access control data 110 and
instructions executable by the processor(s) to perform various
access device 102 functions including transmitting at least a
portion of the access control data 110 to at least one of the
station devices 120-126, as described herein.

Each of the station (STA) devices 120-126 may include
corresponding access control data 130-136. The access con-
trol data 130-136 may specify one or more access categories
that each specify distributed channel access parameters. The
access control data 130-136 of each of the station devices
120-126 may be the same access control data or different
access control data. The access control data 110 of the access
device 102 and the access control data 130-136 of a particular
station device 120-126 may be the same access control data or
different access control data.

The network 150 may be a wireless network (e.g., an Insti-
tute of Electrical and Electronics Engineers (IEEE) 802.11 ah
compliant wireless network) established by the access device
102. In a particular embodiment, the network 150 may be
supported by the access device 102.

The station devices 120-126 may each be operable to com-
municate wirelessly with the access device 102. For example,
the station devices 120-126 may be a laptop computer (e.g.,
with a IEEE 802.11 wireless card), a set-top box (e.g., a
wireless set-top box), a personal computer, a tablet computer,
a personal digital assistant (PDA), a CPE device, a multime-
dia device, a game console, a sensor, or a mobile phone.

During operation, the access device 102 may establish
communication with the one or more station devices 120-126
using a connection routine (e.g., an IEEE 802.11ah compliant
connection routine). Once connected to the access device
102, the station devices 120-126 may each transmit data to the
access device 102 via the network 150 based at least in part on
the access control data 130-136 stored at each device 120-
126. The data may include sensor data, background data, best
efforts data, and media data including audio data (e.g., voice
data) and video data. A type of the data may be predetermined
based on a type of the station or may be determined by an
application executing on the station.
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For example, the station device 120 may include the access
control data 130 defining one or more access categories. The
one or more access categories of the access control data 130
may include a sensor access category specifying distributed
channel access parameters to be used by the station devices
120 to wirelessly communicate 140 sensor data via the net-
work 150. The one or more access categories may further
include at least one media access category that specifies dis-
tributed channel access parameters to be used by the station
device 120 to wirelessly communicate 140 media data via the
network 150.

In one embodiment, different devices may use different
access control data based on device, device type (e.g., sensor,
non-sensor, battery operated, mains operated, etc.), member-
ship in a particular group, type of traffic, or other criteria. In
aparticular embodiment, a default value for the access control
data associated with each device type or group (or based on
other criteria) may be defined in an industry standard (e.g.,
IEEE 802.11 ah) and may be known by all devices that are
compliant with the industry standard. For example, a device
to transmit data may be identified. In a particular embodi-
ment, the device may be identified based on a device identifier
(e.g., an international mobile subscriber identity, an interna-
tional mobile equipment identity, a subscriber identity mod-
ule identifier, a media access control address, an electronic
serial number, or a combination thereof), a network address
associated with the device, a local identifier associated with
the device, a network identifier associated with the device, or
a combination thereof. Thus, when the default value is to be
used, access control data may not need to be communicated
by an AP to STAs.

In one embodiment, the station device 120 may indicate to
the access device 102 the device type (e.g., sensor device)
and/or preferred access control data during association/re-
association (e.g., as data in an association/re-association
request message). The access device 102 may successively
indicate to each station device 120-126, a group of station
devices 120-126, or one or more types of station devices
120-126, the access control data by including the access
control data in one or more enhanced distributed channel
access (EDCA) parameter set Information Elements (IEs).
The one or more EDCA parameter set [Es may be sent during
association/re-association (e.g., as data in an association/re-
association response message) or included in a beacon frame.
In one embodiment the EDCA parameter set IE may be
defined in an IEEE 802.11 standard. In another embodiment,
the EDCA parameter set IE may be enhanced from that
defined in an IEEE 802.11 standard by appending one or more
access control data for each group of STAs or type of STAs. A
particular embodiment of an EDCA parameter set IE is shown
in FIG. 10.

In another embodiment, the access control data (or a por-
tion of the access control data) for one or more groups of
STAs or types of STAs may be included as a new field in the
beacon frame instead of being included in an EDCA param-
eter set IE.

In one embodiment, the 1 octet reserved field of the EDCA
parameter set IE used in the IEEE 802.11 standard may be
used to identify the type of STA or group of STAs that are
going to access the medium based on the access parameters
specified by this access control data. In another embodiment,
anew Information Element may be defined to store the one or
more access control data for one or more of each of the STAs
or type of STAs or group of STAs. One or more of these
EDCA parameter set [Es may be included in the beacon or
may be sent during association/re-association (e.g., in an
association/re-association response message). Hence, differ-
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ent STAs, groups of STAs, or type of STAs may have different
distributed channel access parameters for each access cat-
egory.

In one embodiment, each STA, group of STAs, or type of
STAs, may use the access control data parameters within a
given interval of time. In one embodiment, the interval of time
during which the access control data set for each STA, group
of STAs, ortype of STAs, is to be used may be indicated in the
beacon, during association, or may be pre-defined as a mul-
tiple of beacons or may be limited to an interval of time when
uplink access is granted.

In another embodiment, certain types of STAs may have
the same access parameters for some or all of the access
categories. As an example, a STA of type sensor may have the
access parameters from AC_VO, AC_VI, AC BE, and
AC_BK set to the same values.

In another particular embodiment, all traffic for all user
priorities (UPs) may be sent with the same transmission
parameters. Moreover, traffic from different UPs may be sent
in the same physical layer protocol data unit (PPDU). Further,
traffic from different UPs may use a common sequence num-
ber space. It should be noted that this may differ from existing
specifications, where each traffic identifier (TID)/UP uses a
different sequence number space. The use of a common
sequence number space for different TID/UP may be used by
a particular type of STA, upon agreement with the receiver.
The agreement may be indicated though the association pro-
cedure in an association request/response or later through a
dedicated management exchange, such as a modification of
the add block acknowledgement (ADDBA) procedure or traf-
fic specifications (TSPEC) procedure. The use of the common
sequence space across traffic of multiple TID/UPs may be
indicated in each packet (e.g., each packet of multiple packets
that is transmitted). One bit in a packet header may indicate
that the medium access control (MAC) service data units
(MSDUs) of the packet have a sequence number from the
same space, irrespective of the TID/UP of each for the
MSDUSs. This enables use of a single normal Block acknowl-
edgement (ACK) to acknowledge MSDUs from multiple
TIDs/UPs.

In another particular embodiment, the station device 120
may include access control data 130 having a particular
access category specifying distributed channel access param-
eters to be used by the station device 120 to wirelessly com-
municate 140 best efforts data and/or background data. For
example, the one or more access categories may include a
single access category for transmission of best efforts data
and background data. In a particular embodiment, the station
device 120 may wirelessly communicate 140 the best efforts
data or the background data.

In a particular embodiment, the access category data may
indicate that the sensor access category has a higher priority
than other access categories. For example, the access cat-
egory data may specify the sensor access category, a media
access category, a voice access category, a video access cat-
egory, a background access category, or a combination
thereof. The sensor access category may have a higher prior-
ity that the media access category, the video access category,
the voice access category, the background access category, or
acombination thereof. To illustrate, an arbitration intra-frame
spacing number (AIFSN) value associated with the sensor
access category may be lower than an AIFSN value associated
with one or more of the other access categories.

In a particular embodiment, the channel access parameters
are indicated to each STA individually or to a group of STAs
such that the indication is expressed as a delta relative to a set
of base values that are announced in the beacon. Using the
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delta announced in the beacon may enable the AP to modify
the parameters for all STAs or for a group of STAs by chang-
ing the base parameters in the beacon. In a particular embodi-
ment, using the delta announced in the beacon may enable the
AP to modify the parameters for all STAs or for a group of
STAs at once (e.g., concurrently) by changing the base
parameters in the beacon. For example, a base value of
CWmin may be equal to 15 and a STA specific delta may be
equal to 2, indicating that the CWmin at the STA is ((15+1)
*2-1)=31. Similarly, a base TXOP limit may be equal to 1
millisecond (ms) and a STA specific delta may be equal to 2,
indicating that the TXOP limit at the STA is equal to (1
ms*2)=2 ms. The use of a base value and STA specific or
group specific delta values may decrease overhead associated
with channel access parameters. For example, instead of com-
municating changed parameter values to each of multiple
STAs or groups of STAs, an AP may change the base value
once and broadcast the change in a beacon.

The system 100 of FIG. 1 may thus enable stations trans-
mitting sensor data to have higher priority, enabling the sen-
sor data to be favored for access to a transmission medium.
Since sensors may be power constrained (e.g., low power,
battery operated devices, the sensors may be able to save (e.g.,
conserve) power by transmitting data without expending
additional energy waiting for access to the transmission
medium.

FIGS. 2A-2F are illustrations of particular embodiments of
data structures 200, 220, 240, 260, 280, and 290 that may be
used to maintain access control data, such as the access con-
trol data 110 of the access device 102 and/or the access
control data 130-136 of a particular station device 120-126 of
FIG. 1. Each data structure of the data structures 200, 220,
240, 260, 280, and 290 may include at least a portion of
another data structure 200, 220, 240, 260, 280, and 290 and/or
corresponding values from one of the other data structures
200, 220, 240, 260, 280, and 290. Each of the data structures
200,220,240,260,280, and 290 may be utilized by the access
device 102 or the station devices 120-126 to allow medium
access diversification among multiple access categories
(ACs).

The data structure 200 of FIG. 2A illustrates a particular
embodiment of representing access control data. The data
structure 200 may include a plurality of fields, such as an
access category field 202, a contention window minimum
(CWmin) field 204, a contention window maximum (CW-
max) field 206, and an arbitration intra-frame spacing number
(AIFSN) field 208. In a particular embodiment, the values
associated with the CWmin field 204 and the CWmax field
206 are time slot values.

As depicted in FIG. 2A, the access categories 202 may
include a plurality of entries, such as one or more access
categories 216-219. The one or more access categories 216-
219 may include a best efforts category 216, a video category
217, a voice category 218, a sensor category 219, a back-
ground category (not shown), or any combination of catego-
ries thereof. In a particular embodiment, the best efforts cat-
egory 216 may include the background category.

Each of the access categories 216-219 may include a cor-
responding minimum contention window value, a corre-
sponding maximum contention window value, and a corre-
sponding arbitration intra-frame spacing number (AIFSN)
value. For example, the sensor access category 219 may indi-
cate a minimum contention window value of seven (7), a
maximum contention window value of thirty-one (31), and an
AIFSN value of two (2). Further, the access category data of
data structure 200 may specify the voice access category 218
having a minimum contention window value of fifteen (15), a
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maximum contention window value of thirty-one (31), and an
AIFSN value of four (4). The access category data of data
structure 200 may also specity the video access category 217
having a minimum contention window value of fifteen (15), a
maximum contention window value of thirty-one (31), and an
AITFSN value of five (5). Additionally, the access category
data of data structure 200 may specify the best efforts access
category 216 having a minimum contention window value of
thirty-one (31), a maximum contention window value of one
thousand twenty-three (1023), and an AIFSN value of seven
™.

The data structure 220 of FIG. 2B illustrates another par-
ticular embodiment of representing access control data. The
data structure 220 may include a plurality of fields such as an
access category field 222, a contention window minimum
(CWmin) field 224, a contention window maximum (CW-
max) field 226, an arbitration intra-frame spacing number
(AIFSN) field 228, a transmission opportunity (TXOP) field
230, or any combination of fields thereof. The TXOP field 230
may include one or more options such as a first TXOP option
232 and a second TXOP option 234. The first TXOP option
232 and the second TXOP option 234 are associated with two
distinct and selectable options in which a device, such as the
access device 102 or the station devices 120-126 of FIG. 1
may operate.

As depicted in FIG. 2B, the access categories field 222 may
include a plurality of entries such as one or more access
categories 236-239. For example, the access categories 236-
239 may include a best efforts category 236, a video category
237, a voice category 238, and a sensor category 239.

Each of the access categories 236-239 may include a cor-
responding minimum contention window value, a corre-
sponding maximum contention window value, and a corre-
sponding arbitration intra-frame spacing number (AIFSN)
value. For example, the sensor access category 239 may indi-
cate a minimum contention window value of seven (7), a
maximum contention window value of fifteen (15), and an
ATFSN value of two (2). Further, the access category data of
data structure 200 may specify the voice access category 218
having a minimum contention window value of seven (7), a
maximum contention window value of thirty-one (31), and an
AIFSN value of four (4). The access category data of data
structure 200 may also specity the video access category 217
having a minimum contention window value of fifteen (15), a
maximum contention window value of thirty-one (31), and an
AITFSN value of five (5). Additionally, the access category
data of data structure 200 may specify the best efforts access
category 216 having a minimum contention window value of
thirty-one (31), a maximum contention window value of one
thousand twenty-three (1023), and an AIFSN value of seven
™).

Each of the access categories 236-239 may also include at
least one corresponding TXOP value such as a first TXOP
value corresponding to the first TXOP option 232 or a second
TXOP value corresponding to the second TXOP option 234.
When a device is operating in a first TXOP option associated
with the first TXOP option 232, each of the access categories
operates in accordance with the first TXOP values of the first
TXOP option 232. For example, when operating in the first
TXOP option, the sensor access category 239 indicates a first
TXOP value is approximately (e.g., £20%) fifteen and six
tenths (15.6) milliseconds. Further, when operating in the first
TXOP option, the voice access category 238 indicates a first
TXOP value is approximately (e.g., £20%) fifteen and four
hundredths (15.04) milliseconds, the video access category
237 indicates a first TXOP value is approximately (e.g.,



US 9,185,726 B2

13

+20%) twenty (20) milliseconds, and the best efforts access
category 236 indicates a first TXOP value is zero (0).

When the device is operating in a second TXOP option
associated with the second TXOP option 234, each of the
access categories operates in accordance with the second
TXOP values of the second TXOP option 234. For example,
when operating in the second TXOP option, the sensor access
category 239 indicates a first TXOP value is zero (0). Further,
when operating in the second TXOP option, the voice access
category 238 indicates a second TXOP value is approxi-
mately (e.g., £20%) one and four hundred four thousandths
(1.504) milliseconds, the video access category 237 indicates
a second TXOP value is approximately (e.g., £20%) three and
eight hundredths (3.08) milliseconds, and the best efforts
access category 236 indicates a second TXOP value is zero
(0.

FIGS. 2C and 2D show alternative embodiments of data
structures 240 and 260 that may indicate user priority (UP) to
access category (AC) mapping. The data structure 240 of FIG.
2C illustrates a particular embodiment of representing access
control data associated with user priority (UP) to access cat-
egory (AC) mapping in which five (5) access categories are
defined. Data structure 240 may include a plurality of fields
such as a user priority (UP) field 244 and an access category
(AC) field 246.

As depicted in FIG. 2C, the access categories field 246 may
include a plurality of entries such as one or more access
categories 250-258. The access categories 250-258 may
include a background category 250, a best efforts category
252, a video category 254, a voice category 256, and a sensor
category 258. The user priority (UP) field 244 may include a
plurality of values that designate a priority associated with
particular types of data. Each of the access categories may
correspond to at least one user priority (UP) value. For
example, the access categories 250-258 may correspond to
the user priority (UP) values as depicted in FIG. 2C.

The data structure 260 of FIG. 2D illustrates another par-
ticular embodiment of representing access control data asso-
ciated with user priority (UP) to access category (AC) map-
ping in which four (4) access categories are defined. Data
structure 260 may include a plurality of fields, such as a user
priority (UP) field 264 and an access category (AC) field 266.

As depicted in FIG. 2D, the access categories field 266 may
include a plurality of entries, such as one or more access
categories 268-274. The access categories 268-274 may
include a best efforts category 268, a video category 270, a
voice category 272, and a sensor category 274. In a particular
embodiment, the best efforts category 268 may include a
background category. For example, the one or more access
categories 268-274 may include a single access category,
such as the best efforts category 268, for use in transmission
of best efforts data and background data.

The user priority (UP) field 264 may include a plurality of
values that designate priorities of various data types. Each of
the access categories may correspond to at least one user
priority (UP) value. For example, the access categories 268-
274 may correspond to the user priority (UP) values as
depicted in FIG. 2D.

A data structure 280 of FIG. 2E illustrates another particu-
lar embodiment of representing access control data associ-
ated with user priority (UP) to access category (AC) mapping
in which four (4) access categories are defined. The data
structure 280 may include a plurality of fields, such as a
priority ranking field 281, a user priority (UP) field 282, an
access category (AC) field 283, and a designation field 284.

As depicted in FIG. 2E, the access category field 283 may
include a plurality of entries, such as one or more access
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categories 285-288. The access categories 285-288 may
include a best efforts category (AC_BE) 285, a video category
(AC_VI) 286, a voice category (AC_VO) 287, and a sensor
category (AC_SE) 288. In a particular embodiment, the best
efforts category (AC_BE) 285 may include a background
category. For example, the one or more access categories
285-288 may include a single access category, such as the best
efforts category (AC_BE) 285, for use in transmission of best
efforts data and background data.

The user priority (UP) field 282 may include a plurality of
values that designate priorities of various data types. Each of
the access categories 285-288 may correspond to at least one
user priority (UP) value. For example, the best efforts access
category (AC_BE) 285 may correspond to the user priority
(UP) values one (1), two (2), zero (0), and three (3). The video
category (AC_VI) 286 may correspond to the user priority
(UP) values four (4) and five (5). The voice category
(AC_VO) 287 may correspond to the user priority (UP) value
of six (6) and the sensor category (AC_SE) 288 may corre-
spond to the user priority (UP) value of seven (7).

A data structure 290 of FIG. 2F illustrates another particu-
lar embodiment of representing access control data associ-
ated with user priority (UP) to access category (AC) mapping
in which five (5) access categories, including separate catego-
ries for background data and best effort data, are defined. The
data structure 290 may include a plurality of fields, such as a
priority ranking field 291, a user priority (UP) field 292, an
access category (AC) field 293, and a designation field 294.

As depicted in FIG. 2F, the access category field 293 may
include a plurality of entries, such as one or more access
categories 295-299. The access categories 295-299 may
include a background category (AC_BK) 295, a best efforts
category (AC_BE) 296, a video category (AC_VI) 297, a
voice category (AC_V0) 298, and a sensor category (AC_SE)
299. The best efforts category (AC_BE) 296 may be used for
transmission of best efforts data and the background category
(AC_BK) 295 may be used for transmission of background
data.

The user priority (UP) field 292 may include a plurality of
values that designate priorities of various data types. Each of
the access categories 295-299 may correspond to at least one
user priority (UP) value. For example, the background access
category (AC_BK) 295 may correspond to the user priority
(UP) values one (1) and two (2). The best efforts access
category (AC_BE) 296 may correspond to the user priority
(UP) values zero (0) and three (3). The video category
(AC_VI) 297 may correspond to the user priority (UP) values
four (4) and five (5). The voice category (AC_VO) 298 may
correspond to the user priority (UP) value of six (6) and the
sensor category (AC_SE) 299 may correspond to the user
priority (UP) value of seven (7).

Each data structure 240, 260, 280, and 290 may be used in
conjunction with either the data structure 200 of FIG. 2A, the
data structure 220 of FIG. 2B, or a combination thereof.
Further, the access category 246 of FIG. 2C, the access cat-
egory 266 of FIG. 2D, the access category field 283 of FIG.
2E, and the access category field 293 of FIG. 2F may corre-
spond to the access category 202 of FIG. 2A and/or the access
category 222 of FIG. 2B. One or more of the data structures
200, 220, 240, 260, 280, and 290 may be stored in a memory
of the access device 102 and/or a memory of the station
devices 120-126.

FIGS. 3A, 3B, 4, 5A, and 5B depict various statistical data
representative of a plurality of simulations performed to
determine distributed channel access parameters according to
various embodiments disclosed herein. A simulation setup for
each of the plurality of simulations included defining physical
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layer (PHY )/medium access control (MAC) parameters and
various traffic patterns. In particular, FIGS. 3A, 3B, 4, 5A,
and 5B were generated using data gathered over 100 trials in
which each trial had a duration of one (1) minute.

The defined PHY/MAC parameters included a bandwidth
of two (2) Megahertz (MHZ) and a PHY rate equal to six
hundred (600) kilobytes per second (kbps), a PHY preamble
(six (6) symbols) duration of two hundred forty (240) micro-
seconds (us), a short inter-frame space (SIFS) duration of one
hundred six (106) microseconds (us), and a SLOT duration of
forty (40) microseconds (us). The defined PHY/MAC param-
eters further included a compressed MAC header of twelve
(12) bytes, an acknowledgment ACK of fourteen (14) bytes, a
transmission power of approximately (e.g., +20%) thirty-six
and seven tenths (36.7) milliwatts (mW), and a reception
power of approximately (e.g., +£20%) eleven and four tenths
(11.4) milliwatts (mW).

The defined traffic patterns included voice traffic being full
buffered at two hundred fifty-six (256) Bytes packets, video
traffic being full buffered at one thousand (1000) Bytes pack-
ets, and sensor traffic being a duty cycle (one (1) packet per
second (pkt/s)) at one hundred sixty (160) Bytes packets.

In a first scenario, graphs 300, 320, and 400 of FIGS. 3A,
3B, and 4 were generated to determine a coexistence of the
voice traffic and the sensor traffic. The first scenario included
voice traffic being full buffered, where a first station device
generated packets of one hundred sixty (160) bytes, which is
equivalent to transmission (TX) duration of approximately
(e.g., £20%) two and six tenths (2.6) milliseconds (ms). The
first scenario also included sensor traffic where all sensors
transmitted with a duty cycle of one (1) packet per second,
where all station devices generated packets of two hundred
fifty-six bytes, which is equivalent to transmission (TX) dura-
tion of approximately (e.g., £20%) three and eight tenths (3.8)
milliseconds (ms), every second with random start times.
Lines plotted on each of the graphs 300, 320, and 400 of
FIGS. 3A, 3B, and 4 represent simulations performed where
distributed channel access parameters were defined for a sen-
sor access category (SE) associated with the sensor traffic
(e.g., sensor data) and for a voice access category (VO) asso-
ciated with the voice traffic (e.g., voice data). The defined
values of the distributed channel access parameters for the
sensory access category (SE) and the voice access category
(VO) for each of the plotted lines are indicated in the legends
302, 322, and 402 of graphs 300, 320, and 400 of FIGS. 3A,
3B, and 4, where the distributed access parameter for a par-
ticular category are listed between corresponding brackets ““[
] and represent [“a contention window minimum (CWmin)
value”, “a contention window maximum (CWmax) value”,
“an arbitration intra-frame spacing number (AIFSN) value™].

FIG. 3A is a graphical illustration of sensor traffic based on
a relationship between a plurality of station devices (depicted
along the horizontal axis) and an access delay in milliseconds
(ms) (depicted along the vertical axis) and is generally des-
ignated 300. The access delay was determined as a difference
between a transmission time of a packet and a packet-in-
queue availability. As shown in graph 300, a combination of
sensor access category (SE) values of [7, 31, 2] and voice
access category (VO) values of [15, 31, 4] provided a lowest
access delay for sensors.

FIG. 3B is a graphical illustration of voice traffic based on
a relationship between a plurality of station devices (depicted
along the horizontal axis) and a bit rate in kilobits per second
(kbps) (depicted along the vertical axis) and is generally
designated 320. As shown in graph 320, a combination of
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sensor access category (SE) values of [7, 15, 2] and voice
access category (VO) values of [7, 31, 4] provided a highest
bitrate for voice.

FIG. 4 is a graphical illustration of sensor traffic based on
a relationship between a plurality of sensor devices (depicted
along the horizontal axis) and an energy consumption for
sensor devices in joules (J) (depicted along the vertical axis)
and is generally designated 400. The energy consumption
was associated with a total amount of energy spent (e.g.,
consumed) in both transmission and reception of packets. As
shown in graph 400, two combinations of sensor access cat-
egory (SE) values and voice access category (VO) values
provided low energy consumption. A first combination that
provided the low energy consumption was sensor access cat-
egory (SE)values of [7,31, 2] and voice access category (VO)
values of [15, 31, 4]. A second combination that provided the
low energy consumption was sensor access category (SE)
values of [ 15,31, 2] and voice access category (VO) values of
[15, 31, 7].

As a result of the first scenario, it was determined that the
combination of sensor access category (SE) values of [7, 31,
2] and voice access category (VO) values of [15, 31, 4] was
preferred because sensor traffic should have a higher priority
and be energy constrained.

In a second scenario, graphs 500 and 520 of FIGS. 5A and
5B were generated to determine a coexistence of the voice
traffic (where low access delay is desired) and the video traffic
(where high bitrate is desired). The second scenario included
voice traffic being full buffered and packets of one hundred
sixty (160) bytes, which is equivalent to transmission (TX)
duration of approximately (e.g., +20%) two and six tenths
(2.6) milliseconds (ms). The second scenario also included
video traffic being full buffered and packets of fifteen hundred
(1500) bytes, which is equivalent to transmission (TX) dura-
tion of approximately (e.g., £20%) twenty (20) milliseconds
(ms). Lines plotted on each of the graphs 500 and 520 of
FIGS. 5A and 5B represent simulations performed where
distributed channel access parameters were defined for a
voice access category (VO) associated with the voice traffic
(e.g., voice data) and for a video access category (V1) asso-
ciated with the voice traffic (e.g., video data). The defined
values of the distributed channel access parameters for the
voice access category (VO) and the video access category
(V]) for each of the plotted lines are indicated in the legends
502 and 522 of graphs 500 and 520 of FIGS. 5A and 5B,
where the distributed access parameter for a particular cat-
egory are listed between corresponding brackets “[ ] and
represent [“a contention window minimum (CWmin) value”,
“a contention window maximum (CWmax) value”, “an arbi-
tration intra-frame spacing number (AIFSN) value”]. To
determine a coexistence of the voice traffic and the video
traffic, the AIFSN value of the video access category (VI) was
varied to generate the graphs 500 and 520 of FIGS. 5A and
5B.

FIG. 5A is a graphical illustration of access delay for voice
traffic based on a relationship between AIFSN values for the
voice traffic (depicted along the horizontal axis) and an access
delay in milliseconds (ms) (depicted along the vertical axis)
and is generally designated 500. The access delay was asso-
ciated with a difference between a transmission time of a
packet and a packet-in-queue availability. As shown in graph
500, a combination of sensor access category (SE) values of
[7,31, 2] and voice access category (VO) values of [15,31, 4]
provided a lowest access delay for sensors.

FIG. 5B is a graphical illustration of bitrates for video
traffic based on a relationship between AIFSN values for the
voice traffic (depicted along the horizontal axis) and a bit rate
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in kilobits per second (kbps) (depicted along the vertical axis)
and is generally designated 520.

Voice traffic performed best when video traffic had a lower
access priority. Thus, the second scenario indicates that video
access category (VI) values of [15, 31, 5] allowed for a suf-
ficient bitrate for transmission of video data. Further, based
on the first scenario and the second scenario, a combination of
distributed channel access parameters were determined
including sensor access category (SE) values of [7, 31, 2],
voice access category (VO) values of [15, 31, 4], video access
category (VI) values of [15, 31, 5].

FIG. 6 is a diagram to illustrate a particular embodiment of
a system 600 to communicate using distributed channel
access parameters. The system 600 may include an access
device 610 communicatively coupled to one or more station
devices (e.g., including an illustrative station device 630) via
a network (not shown). For example the network may be the
network 150 of FIG. 1. In a particular embodiment, the net-
work may be established and/or supported by the access
device 610.

The access device 610 may include access category data
622 and the station device 630 may include access category
data 642. In an illustrative embodiment, the access device 610
having the access category data 622 may be the access device
102 and the access control data 110 of FIG. 1. In addition, the
station device 630 having the access category data 642 may be
one of the station devices 120-126 having corresponding
access control data 130-136 of FIG. 1. For example, the
station device 630 may be the station device 120 of FIG. 1.

The access device 610 may include a transceiver 612, an
antenna 614, a processor 616, amemory 620 accessible to the
processor 616, and transmission opportunity selection logic
626. The memory 620 may include the access category data
622 specifying one or more access categories including a
sensor access category specifying distributed channel access
parameters for use by one or more station devices during
wireless communication of sensor data via a network. The
memory 620 may further include instructions 624 executable
by the processor 616 to send at least a portion of the access
category data 622 to the station device 630 to enable the
station device 630 to communicate sensor data. The memory
620 may further include instruction 624 executable by the
processor 616 to establish the network with the one or more
station devices such as the station device 630. The transceiver
612 may be operable to transmit and receive data, such as the
access category data 622, via the antenna 614. For example,
the access category data 622 may be the access control data
110 and 130-136 of FIG. 1, or the data structures 200, 220,
240, 260, 280, and 290 of FIGS. 2A-F.

In a particular embodiment, the one or more access catego-
ries of the access category data 622 may include at least one
media access category that specifies distributed channel
access parameters to be used by the station device 630 to
wirelessly communicate media data via the network. The
access category data 622 may specify a lower priority for the
media data than for the sensor data. For example, the sensor
access category may indicate a first arbitration intra-frame
spacing number (AIFSN) value and the access category data
622 may include a second AIFSN value for the at least one
media access category, where the first AIFSN value is lower
than the second AIFSN value.

In another particular embodiment, the one or more access
categories ofthe access category data 622 may include at least
one voice access category that specifies distributed channel
access parameters to be used by the station device 630 when
wirelessly communicating voice data via the network. For
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example, the access category data 622 may specify a lower
priority for the voice data than for the sensor data.

In a further particular embodiment, the one or more access
categories of the access category data 622 may include at least
one video access category that specifies distributed channel
access parameters to be used by the station device 630 to
wirelessly communicate video data via the network. For
example, the access category data 622 may specify a lower
priority for the video data than for the sensor data.

The transmission opportunity selection logic 626 may be
operable to select a particular transmission opportunity
option associated with the access category data 622. For
example, the transmission opportunity selection logic 626
may be operable to select between the first TXOP option 232
and the second TXOP option 234 of data structure 220 of FIG.
2B.

During operation of the access device 610, the processor
616 may execute application(s) based on the instructions 624
stored in the memory 620. The processor 616 may also be
operable to execute instructions associated with transmission
opportunity selection logic 626.

The station device 630 may include a transceiver 632, a
processor 636, a memory 640 accessible by the processor
636, and transmission opportunity selection logic 638. The
transceiver 632 may be coupled to an antenna 634. The trans-
ceiver 632 may be operable to transmit and receive data
included in wireless communication 650 via the antenna 634.
The station device 630 may include an IEEE 802.11ah sensor
or other devices having a low duty cycle and may transmit
data to the access device 610, such as another IEEE 802.11ah
device or another non-IEEE 802.11ah device.

The memory 640 may include the access category data 642
specifying one or more access categories including a sensor
access category specifying sensor data distributed channel
access parameters to be used during wireless communication
of'sensor data. The memory 640 may also include instructions
644 executable by the processor 636 to wirelessly transmit the
sensor data based on access parameters associated with the
sensor access category.

In a particular embodiment, the one or more access catego-
ries may include at least one media access category that
specifies distributed channel access parameters to be used to
wirelessly communicate media data. For example, the sensor
access category may indicate a first arbitration intra-frame
spacing number (AIFSN) and the access category data 642
may include a second AIFSN for at least one media access
category, where the first AIFSN is lower than the second
ATFSN.

In another particular embodiment, the one or more access
categories may further include at least one voice access cat-
egory that specifies distributed channel access parameters to
be used to wirelessly communicate voice data. The one or
more access categories may further include at least one video
access category that specifies distributed channel access
parameters to be used to wirelessly communicate video data.

In a particular embodiment, the sensor data distributed
channel access parameters may include a minimum conten-
tion window value of seven (7), a maximum contention win-
dow value of thirty-one (31), and an AIFSN value of two (2).
The one or more access categories may further include a voice
access category, a video access category, and a best efforts/
background access category. The voice access category may
specifying voice data distributed channel access parameters
including a minimum contention window value of fifteen
(15), amaximum contention window value of thirty-one (31),
and an AIFSN value of four (4). The video access category
specifying video data distributed channel access parameters
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including a minimum contention window value of fifteen
(15), amaximum contention window value of thirty-one (31),
and an AIFSN value of five (5). The best efforts/background
access category specifying best efforts/background data dis-
tributed channel access parameters including a minimum
contention window of thirty-one (31), a maximum contention
window of one thousand twenty-three (1023), and an AIFSN
value of seven (7).

In yet another particular embodiment, the sensor data dis-
tributed channel access parameters may include a minimum
contention window value of seven (7), a maximum contention
window of fifteen (15), and an AIFSN value of two (2). The
one or more access categories may further include a video
access category specifying video data distributed channel
access parameters including a minimum contention window
value of fifteen (7), a maximum contention window value of
thirty-one (31), and an AIFSN value of four (4).

The transmission opportunity selection logic 638 may be
operable to select a particular transmission opportunity
option associated with the access category data 642. For
example, the transmission opportunity selection logic 638
may be operable to select between the first TXOP option 232
and the second TXOP option 234 of data structure 220 of FIG.
2B.

During operation of the access device 610, the processor
616 may execute one or more applications based on the
instructions 624 stored in the memory 620. The processor 616
may also be operable to execute instructions associated with
the transmission opportunity selection logic 626.

The access device 610 may receive a request (e.g., issue an
association request) from the station device 630 requesting to
establish a wireless connection. The access device 610 may
receive the request via the antenna 614 and the transceiver
612 of the access device 610. In response to receiving the
request, the access device 610 and the station device 630 may
engage in a connection routine (e.g., an IEEE 802.11ah com-
pliant connection routine). After successtul completion of the
connection routine, the wireless connection may be estab-
lished between the access device 610 and the station device
630.

Prior to, during, or subsequent to the connection routine,
the access device 610 may determine whether the station
device 630 includes access category data 642. The access
device 610 may request information associated with the
access category data 642 from the station device 630 or the
station device may provide the information as part of the
request to establish the wireless connection. In response to
determining that the station device 630 includes the access
category data 642, the access device may further determine
whether the access category data 642 of the station device 630
needs to be update. For example, the access category data 642
may be the access control data 110 and 130-136 of FIG. 1 or
the data structures 200, 220, 240, 260, 280, and 290 of FIGS.
2A-F.

In response to a determination that the station device 630
does not include the access category data 642 or in response
to a determination that the access category data 642 needs to
be updated, the access device 610 may send at least a portion
of'the access category data 622 of the access device 610 to the
station device 630. The station device 630 may receive the
portion of the access category data 622 and store the access
category data 622 in the memory 640 of the station device 630
as the access category data 642.

In an alternative embodiment, the access device 610 may
automatically transmit the access category data 622 of the
access device 610 to the station device 630 for storage in the
memory 640 of the station device 630. When the wireless
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connection is established and the station device 630 includes
the access category data 642, the access device 610 and the
station device 630 may communicate data via the wireless
connection.

To send data (e.g., a data packet) from the station device
630 to the access device 610, the station device 630 may
determine, using the access category data 642, distributed
channel access parameters to be applied for a transmission of
the data. Prior to the transmission of the data, the station
device 630 may determine a data type associated with the data
to be transmitted. For example, the station device 630 may
determine the data type based at least in part on an application
layer associated with the data packet. The station device 630
may then determine the distributed channel parameters to be
used for the transmission of the data based on the determined
data type. In a particular embodiment, the transmission
opportunity selection logic 638 of the station device 630 may
select one of a plurality of transmission opportunity (TXOP)
options to be used when transmitting the data.

The station device 630 may wirelessly transmit the data to
the access device 610 using the determined distributed chan-
nel access parameters. The station device 630 may transmit
the data via the transceiver 632 and the antenna 634 of the
station device 630.

In a particular embodiment, the station device 630 may
include a sensor and/or an application to generate sensor data.
In addition to the sensor data, the station device 630 may also
generate another type of data other than sensor data, such as
media data (e.g., voice data, video data, or a combination
thereof), best efforts data, background data, or a combination
thereof). The access category data 642 of the station device
630 may include the access control data 110 and 130-136 of
FIG. 1, the data structures 200, 220, 240, 260, 280, and 290 of
FIGS. 2A-F, or a combination thereof. Data traffic (e.g., the
sensor data and data other than the sensor data) of the station
device 630 may be prioritized based on an access category
data type of such data traffic. For example, sensor traffic (e.g.,
the sensor data) may be associated with a sensor access cat-
egory (e.g., SE or AC_SFE) and may be transmitted at a higher
priority than other types of traffic (e.g., data other than the
sensor data). For example, the sensor access category (SE)
may be assigned a highest priority (e.g., a low arbitration
inter-frame space number (AIFSN) value).

Prior to the transmission of the data, the station device 630
may determine an access category associated with the data to
be transmitted. For example, the access category may be
determined based on a data type associated with the data to be
transmitted. In a particular embodiment, the data type is sen-
sor data and the access category is a sensor category (e.g., a
sensor category (AC_SE) as in the data structures 200, 220,
240, 260, 280, and 290 of FIGS. 2A-F). The station device
630 may use one or more of the data structures 200, 220, 240,
260, 280, and 290 of FIGS. 2A-F to determine one or more
parameters for use during transmission of the data.

In a first illustrative embodiment, the station device 630
may transmit data using distributed channel access param-
eters associated with the data to be transmitted. The station
device 630 may determine an access category associated with
the data to be transmitted. For example, the station device 630
may determine the access category of the data based on a data
type associated with the data to be transmitted. In a particular
embodiment, the data type of the data is a sensor data type.
The station device 630 may access the access category data
642 of the station device 630 to determine the distributed
channel access parameters based on the access category asso-
ciated with the data. For example, the access category data
642 may include one or more of the data structures 200, 220
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of FIGS. 2A-B, and the station device 630 may identify the
distributed channel access parameters using one or more of
the data structures 200, 200 of FIGS. 2A-B. The distribution
access parameters may include an arbitration intra-frame
spacing number (AIFSN) value, a CWmin value, a CWmax
value, or a combination thereof. The station device 630 may
transmit the data based at least in part on the identified dis-
tributed channel access parameters associated with the data.

In a second illustrative embodiment, the station device 630
may transmit data using a transmission opportunity (TXOP)
value associated with the data to be transmitted. For example,
the station device 630 may determine the TXOP value based
on an access category associated with the data to be transmit-
ted. The transmission opportunity selection logic 638 of the
station device 630 may select one of a plurality of transmis-
sion opportunity (TXOP) options to be used when transmit-
ting the data. The station device 630 may access the access
category data 642 of the station device 630 to identify the
TXOP value for the selected TXOP option based on the
access category associated with the data. For example, the
access category data 642 may include the data structure 220
of FIG. 2B, and the station device 630 may identify the TXOP
value of the data structure 220 of FIG. 2B. The station device
630 may transmit the data based at least in part on the iden-
tified TXOP value associated with data.

In a third illustrative embodiment, the station device 630
may transmit data using a user priority (UP) value associated
with the data to be transmitted. For example, the station may
determine the UP value based on an access category associ-
ated with the data to be transmitted. The station device 630
may access the access category data 642 of the station device
630 to identify the UP value based on the access category
associated with the data. For example, the access category
data 642 may be maintained in one or more of the data
structures 240, 260, 280 of FIGS. 2C-F, and the station device
630 may identify the UP value based on one or more of the
data structures 240, 260, 280 of FIGS. 2C-F. The station
device 630 may transmit the data based at least in part on the
identified UP value associated with data. For example, when
the station device 630 needs to transmit first data correspond-
ing to sensor data and second data corresponding to voice
data, the station may determine a first UP value associated
with the sensor data and second UP value associated with the
voice data. The station device 630 may prioritize sending the
first data (e.g., the sensor data) and the second data (e.g., the
voice data) based on the first UP value and the second UP
value. In a particular embodiment, the first UP value of the
sensor data has a higher numerical value than the second UP
value of the voice data, where the higher numerical value
indicates that the sensor data has a higher priority than the
voice data.

Referring to FIG. 7, a flowchart of a particular embodiment
of a method of communicating using distributed channel
access parameters is disclosed and generally designated 700.
The method 700 may be performed by a device configured to
wirelessly transmit data. For example, the device may be the
access device 102 or the station devices 120-126 of FIG. 1 or
the access device 610 and the station device 630 of FIG. 6.

The method 700 may include receiving at least a portion of
access category data, at 702. For example, at least a portion of
access category data may be received from an access device
(e.g., an access point) before determining distributed channel
access parameters to be used for transmission of first data.
The access category data (or a portion thereof) may include
one or more access categories. The one or more access cat-
egories may include at least one media access category that
specifies distributed channel access parameters to be used to
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wirelessly communicate media data. For example, the access
category data may be the access control data 110 and 130-136
of FIG. 1, the data structures 200, 220, 240, 260, 280, and 290
of FIGS. 2A-F, or the access category data 622 and 642 of
FIG. 6. In a particular embodiment the station device may
receive the access category data from the access device. In
another example the access category data may be received at
a time of construction of the station device.

The method 700 may include determining a data type of
first data to be transmitted, at 704. The method 700 may also
include determining, using the access category data, distrib-
uted channel access parameters to be used for transmission of
the first data based on an access category assigned to the data
type of the first data, at 706. The access category data specifies
one or more access categories including a sensor access cat-
egory specifying sensor data distributed channel access
parameters to be used to wirelessly communicate sensor data.
The method 700 may include wirelessly transmitting the first
data using the determined distributed channel access param-
eters, at 708.

The method 700 of FIG. 7 may thus enable a device to
wirelessly transmit data (e.g., sensor data) using (e.g., in
accordance with) distributed channel access parameters hav-
ing a sensor access category associated with sensor traffic
having a low duty cycle. The sensor access category associ-
ated with sensor traffic may have a highest priority (e.g., a
lowest AIFSN value) as compared to a plurality of other
access categories. By assigning the sensor access category a
lower AIFSN value than the other access categories, energy
consumption may be limited for a device that transmits sensor
data (e.g., sensor traffic).

Referring to FIG. 8, a flowchart of a particular embodiment
of'a method of transferring distributed channel access param-
eters is disclosed and generally designated 800. The method
800 may be performed by a device configured to wirelessly
transmit data. For example, the device may be the access
device 102 of FIG. 1, the station devices 120-126 of FIG. 1,
the access device 610 of FIG. 6, or the station device 630 of
FIG. 6.

The method 800 may include receiving a request from a
station device to establish a wireless connection, at 802. For
example, the station device may be one of the station devices
120-126 of FIG. 1 or the station device 630 of FIG. 6

The method 800 may include determining whether the
station device includes access control data, at 804. For
example, the access category data may be one of the access
control data 110 and 130-136 of FIG. 1, the data structures
200,220, 240,260, 280, and 290 of FIGS. 2A-F, or the access
category data 622 and 642 of FIG. 6. In response to a deter-
mination that the station device does not include the access
control data, the method 800 may advance to 806. In response
to a determination that the station device includes the access
control data, the method 800 may advance to 808.

Moving to 806, the method 800 may include sending at
least a portion of the access category data to the station
device. The method may then proceed to 808.

In response to a determination that the station device
includes the access control data, the method 800 may advance
to 808. At 808, the method 800 may include establishing the
wireless connection with the station device. For example, the
wireless connection may be established using an IEEE
802.11ah compliant connection routine.

The method 800 of FIG. 8 may thus enable a device (e.g.,
an access device) to transmit at least a portion of access
control data (e.g., distributed access parameters) to a station
device. The portion of the access control data provided to the
station device may be based on a type of traffic (e.g., a type of



US 9,185,726 B2

23

data) that the station device is configured to communicate
(e.g., transmit). The access control data may specify a sensor
access category associated with sensor traffic having a low
duty cycle. The sensor access category may be associated
with may have a highest priority (e.g., a lowest AIFSN value)
for a plurality of access categories. By assigning the sensor
access category a lower AIFSN value than the other access
categories, energy consumption may be limited for the
device.

Referring to FIG. 9, a block diagram of a particular
embodiment of a wireless device including a processor oper-
able to communicate using distributed channel access in
accordance with the described embodiments is disclosed and
generally designated 900. The device 900 includes a proces-
sor, such as a processor 910, coupled to a memory 932. The
processor 910 may include transmission opportunity (TXOP)
selection logic 912. For example, the TXOP selection logic
912 may include the transmission opportunity selection logic
626 and 638 of FIG. 6.

The memory 932 may be a non-transitory computer read-
able storage medium that stores data (e.g., access category
data 962), instructions, or both. For example, the access cat-
egory data 962 may be one of the access control data 110 and
130-136 of FIG. 1, the data structures 200, 220, 240, 260, 280,
and 290 of FIGS. 2A-F, the access category data 622 and 642
of FIG. 6, or the default parameters 1130 or 1132 of FIG. 11.
In a particular embodiment, the memory 932 may include
instructions 952 that may be executable by the processor 910
to cause the processor 910 to perform one or more functions
of the device 900. For example, the instructions 952 may
include user applications, an operating system, or other
executable instructions, or a combination thereof. The
instructions 952 may be executable by the processor 910 to
cause the processor 910 to perform at least a portion of the
functionality described with respect to any of FIGS. 1, 6-8,
and 11-17. For example, the instructions 952 may include
instructions that are executable by a computer (e.g., the pro-
cessor 910) to cause the computer to perform one or more
methods described with reference to FIGS. 7-8 and 12-17.

In a particular embodiment, the memory 932 includes a
non-transitory computer readable medium including instruc-
tions that, when executed by the processor 910, cause the
processor 910 to determine a data type of first data to be
transmitted and to determine, using access category data,
distributed channel access parameters to be used for trans-
mission of the first data based on an access category assigned
to the data type of the first data. The access category data may
specify one or more access categories including a sensor
access category specifying sensor data distributed channel
access parameters to be used to wirelessly communicate sen-
sor data. In a particular embodiment, the instructions may
further cause the processor to initiate a wireless transmission
of the first data using the determined distributed channel
access parameters. For example, the distributed channel
access parameters may include an arbitration intra-frame
spacing number (AIFSN) value, a CWmin value, a CWmax
value, a transmission opportunity (TXOP) value, a user pri-
ority (UP) value, or a combination thereof, and the processor
may initiate a transmission of the first data in accordance with
one or more of the distributed channel access parameters.

In another particular embodiment, the memory 932
includes a non-transitory computer readable medium includ-
ing instructions that, when executed by the processor 910,
cause the processor to send at least a portion of the access
category data to a station device to enable the station device to
communicate sensor data. The access category data may
specify one or more access categories including a sensor
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access category specifying sensor data distributed channel
access parameters to be used to wirelessly communicate sen-
sor data.

The device 900 may include a transceiver 950 for sending
and receiving signals and/or data packets. For example, the
device 900 may function as a transmitter when the device 900
transmits signals and/or packets and may function as a
receiver when the device 900 receives signals and/or packets.

FIG. 9 also shows a display controller 926 that may be
coupled to the processor 910 and to a display 928. A coder/
decoder (CODEC) 934 (e.g., an audio and/or voice CODEC)
may be coupled to the processor 910. A speaker 936 and a
microphone 938 may be coupled to the CODEC 934. FIG. 9
also indicates that a wireless controller 940 may be coupled to
the processor 910 and to the transceiver 950 that is coupled to
a wireless antenna 942. In a particular embodiment, the pro-
cessor 910, the display controller 926, the memory 932, the
CODEC 934, the wireless controller 940, and the transceiver
950 are included in a system-in-package or system-on-chip
device 922.

In a particular embodiment, an input device 930 and a
power supply 944 are coupled to the system-on-chip device
922. Moreover, in a particular embodiment, as illustrated in
FIG. 9, the display 928, the input device 930, the speaker 936,
the microphone 938, the wireless antenna 942, and the power
supply 944 are external to the system-on-chip device 922.
However, each of the display 928, the input device 930, the
speaker 936, the microphone 938, the wireless antenna 942,
and the power supply 944 can be coupled to a component of
the system-on-chip device 922, such as an interface or a
controller.

It should be noted that although FIG. 9 depicts a wireless
communications device, the processor 910 and the memory
932 may be integrated into other devices, such as a multime-
dia player, an entertainment unit, a navigation device, a per-
sonal digital assistant (PDA), a fixed location data unit, or a
computer (e.g., a tablet computer, a laptop computer, a desk-
top computer, etc.), a media device, a sensor, an access point,
a router or gateway device, or another device configured to
wirelessly communicate data.

FIG. 11 is a diagram of a particular embodiment of a
system 1100 that is operable to communicate using EDCA
parameters. The system 1100 may include an access point
1102, a network 1104 (e.g., a sub-1 gigahertz (GHz) network,
such as an IEEE 802.11ah network), and one or more stations
(e.g., illustrative stations 1110, 1111, 1112, 1113, and 1114).

The access point 1102 may include a processor 1106 and a
memory 1108 that is accessible by the processor 1106 and
includes instructions executable by the processor 1106 to
perform one or more access point functions described herein.
Similarly, each of the stations 1110-1114 may each include a
processor 1136, 1140, 1160, 1174, and 1190, respectively,
and a memory 1138, 1142, 1162, 1172, and 1192, respec-
tively, storing instructions executable to perform one or more
station functions described herein.

A station may determine a value of an EDCA parameter
based on a default value, a base value, and/or a delta value. For
example, in a particular embodiment, fields following the
quality of service (QoS) information field in the EDCA
parameter set IE of FIG. 10 may be included in all beacon
frames occurring within two (or optionally more) delivery
traffic map (DTIM) periods following a change in access
category (AC) parameters. Thus, all stations may be provided
an opportunity to receive updated EDCA parameters. The
access point 1102 may send a Modified EDCA parameter set
IE to the stations 1110-1114 in a probe response, an associa-
tion response, an action frame, and/or a management frame.
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A station may update media access control (MAC) infor-
mation base (MIB) values of EDCA parameters as follows. If
no EDCA parameter set IE or Modified EDCA parameter set
IE is received during a time period (e.g., a time period starting
when the station associated with the access point), the station
may use default values for the parameters. If an EDCA
parameter set IE is received, but no Modified EDCA param-
eter set [E is received, the station may update MIB values of
the EDCA parameters within an interval of time equal to one
beacon interval after receiving the updated EDCA parameter
set IE. Ifa Modified EDCA parameter set IE is received, then
the station may add or multiply values of fields (e.g., a con-
tention window minimum (ECWmin) field, a contention win-
dow maximum (ECWmax) field, a transmission opportunity
(TXOP) limit field, and an arbitration intra-frame spacing
number (AIFSN) field) to the values from corresponding
fields of a most recently received EDCA parameter set IE, or
with default values if no EDCA parameter set IE was
received.

In a particular embodiment, the access point 1102 may use
information from an association response frame to determine
values in the EDCA parameter set IE or the Modified EDCA
parameter set IE. In a particular embodiment, the Modified
EDCA parameter set IE may have the same frame format as
the EDCA parameter set IE described with reference to FIG.
10, except that fields within ECWmin, ECWmax, TXOP
Limit, and AIFSN may be encoded as signed numbers (inte-
gers, fractional numbers (e.g., floating point numbers), etc.)
instead of unsigned numbers (e.g., so that negative delta
values can be expressed in the Modified EDCA parameter set
IE).

The Modified EDCA parameter set [E may be defined in
various ways. For example, the Modified EDCA parameter
set IE may be a “new” IE that is added to an industry standard
(e.g., IEEE 802.11ah) and that is identified using a dedicated
type or value in the IE. As another example, instead of adding
a “new” IE to an industry standard, the Modified EDCA
parameter set IE may be indicated via one or more bits of the
EDCA parameter set IE format (e.g., the EDCA parameter set
IE format shown in FIG. 10). To illustrate, a Modified EDCA
parameter set IE may be indicated by asserting (e.g., setting
equal to one) a reserved bit of the EDCA parameter set IE
format of FIG. 10. When a station receives an IE of the type
“EDCA parameter set” that has the designated reserved bit
asserted, the station may determine that the received IE is
actually a Modified EDCA parameter set IE (and therefore
certain values are signed numbers, not unsigned numbers).

Other embodiments of EDCA parameter signaling may
also be used. For example, two sets of EDCA parameter
values (e.g., two EDCA default sets, with corresponding MIB
variables) may be provided to stations. Each station may
determine a “correct” set of parameters to be used based on
one or more characteristics of the station (e.g., battery oper-
ated vs. mains operated) that are declared at association. To
illustrate, the station 1110 stores (or otherwise has access to)
a first set of default EDCA parameters 1130 and a second set
of default EDCA parameters 1132. The access point 1102
may provide different EDCA sets in association response
messages to different stations. The access point 1102 may
also include both EDCA sets in an association response or a
beacon. For example, an association response 1120 includes
a first EDCA parameter set IE 1121 and a second EDCA
parameter set I[E 1122. As another example, a beacon frame
1125 includes a first EDCA parameter set IE 1126 and a
second EDCA parameter set IE 1127. The station 1110 may
include a default parameter selection module 1134. The
default parameter selection module 1134 may be configured
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to determine, based on one or more characteristics of the
station 1110, which of the sets of default EDCA parameters
1130, 1132 to use during communication of data. For
example, the one or more characteristics of the station 1110
may include whether the station 1110 is battery operated or
mains operated.

Stations may perform various operations in response to
receiving an EDCA parameter set IE in a beacon. Four such
options are illustrated in FIG. 11 with respect to the stations
1111, 1112, 1113, and 1114, respectively. According to a first
option, all stations may automatically adopt an EDCA param-
eter set IE. Thus, the configuration of each station may match
the most recently communicated EDCA parameter set IE. For
example, upon receiving a beacon 1145 including an EDCA
parameter set IE 1146, the station 1111 may automatically
adopt the EDCA parameter set IE 1146.

According to a second option, each station may treat the
EDCA parameter set [E as a “reference” set. At association
time (e.g., during an association request/response exchange),
each station may be notified which EDCA parameters values
to use relative to “reference” values. For example, each sta-
tion may be provided delta values in the association response.
Thus, when an EDCA parameter set IE is received in a beacon
(i.e., the “reference” set changes), each station may use the
delta values to compute new EDCA parameters. In one
example, the beacon message may also include an override
bit/field (e.g., in a reserved portion of the IE). If the override
bit/field is asserted, all stations must adopt the EDCA param-
eter set IE instead of performing calculations using delta
values. To illustrate, during association, the station 1112 may
receive an association response 1150 that includes a modified
EDCA parameter set IE 1152. The modified EDCA param-
eter set [E 1152 may include delta values (e.g., station specific
or group specific delta values) that can be used to compute
EDCA parameters. The station 1112 may receive a beacon
1155 including an EDCA parameter set IE 1156 and an over-
ride indication 1157. When the override indication 1157 is
asserted (e.g., has a first value), the station 1112 may adopt
the EDCA parameter set IE 1156 without performing any
computations using the modified EDCA parameter set IE
1152. When the override indication 1157 is not asserted (e.g.,
has a second value), the station 1112 may adopt EDCA
parameter values that are calculated by adding the delta val-
ues in the modified EDCA parameter set IE 1152 (which may
be positive or negative) to the base values in the EDCA
parameter set IE 1156.

The override indication 1157 may be communicated to the
station 1112 in multiple ways. Ina particular embodiment, the
override indication 1157 may be included in a beacon. Alter-
nately, the override indication 1157 may be indicated in a
modified EDCA parameter set IE. In yet another embodi-
ment, the override indication may be indicated using reserved
bit(s) of an EDCA parameter set IE (e.g., bit(s) of the
Reserved portion of the EDCA parameter set IE of FIG. 10),
where the EDCA parameter set [E may or may not be part of
a beacon.

According to a third option, each station may receive the
EDCA parameter set IE along with filter conditions. For
example, the EDCA parameter set IE and the filter conditions
may be included in a single IE. As another example, the filter
conditions may be included in a reserved portion/field of the
EDCA parameter set [E. Each station may determine whether
the station satisfies the filter conditions, and only those sta-
tions that satisfy the filter conditions may adopt the EDCA
parameter set IE in the beacon. The filter conditions may
correspond to a subset of station capabilities or operation
modes. In a particular embodiment, the filter conditions may
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include one or more global identifiers (GIDs) of one or more
stations. Stations having a GID that match the GID in the filter
conditions may adopt the EDCA parameter set IE. To illus-
trate, the station 1113 may receive a beacon 1175 that
includes an EDCA parameter set IE 1176 and a filter condi-
tion 1177. The station 1113 may include a filter module 1170
that is configured to determine whether the station 1113 sat-
isfies the filter condition 1177. The station 1113 may adopt
the EDCA parameter set IE 1176 when the station 1113
satisfies the filter condition 1177. When the station 1113 does
not satisfy the filter condition 1177, the station 1113 may
discard/ignore the EDCA parameter set IE 1176.

According to a fourth option, the access point 1102 may
notify each station atassociation time whether the station is to
obey (e.g., adopt) EDCA parameter set IEs in beacon frames
or to maintain EDCA parameters communicated in some
other fashion (e.g., via a unicast mechanism, such as an asso-
ciation response). To illustrate, during association of the sta-
tion 1114 to the access point 1102, the access point 1102 may
send the station 1114 an association response 1180 that
includes a toggle indication 1182. When the toggle indication
is asserted (e.g., has a first value), the station 1114 may adopt
an EDCA parameter set IE 1186 received in a beacon 1185.
When the toggle indication is not asserted (e.g., has a second
value), the station 1114 may discard/ignore the EDCA
parameter set IE 1186.

In a particular embodiment, one or more reserved bits in an
EDCA parameter set IE may indicate whether a receiving
station is to overwrite earlier received EDCA parameters
(e.g., EDCA parameters received in an earlier beacon frame
or during association).

In a particular embodiment, each parameter record field of
the EDCA parameter set IE (e.g., the AC_BE parameter
record, the AC_BK parameter record, the AC_VI parameter
record, and the AC_VO parameter record fields in FIG. 10)
may use one or more of the bits currently reserved in the IE to
indicate that filtering only applies to a subset of access cat-
egories (ACs). For example, the indication may be included in
a reserved bit in an AIFSN subfield, and AIFS range may be
limited to make room for this bit. For example, the indication
bit(s) may be included in the Reserved field.

In a particular embodiment, a length of the EDCA param-
eter set [E may be dynamic instead of fixed (e.g., fixed at 20
bytes). When the length of the EDCA parameter set IE is
dynamic, the EDCA parameter set [E may include a subset of
AC records. If additional bits are needed to store the filter
condition(s), the reserved bit in the AIFSN subfield or in the
Reserved subfield may be used to indicate that a TXOP limit
field stores the conditions filter for the corresponding AC.

It should be noted that although various options are
described separately, this is for ease of explanation only. One
or more embodiments described herein may be combined
without departing from the scope of the disclosure. As an
illustrative, non-limiting example, a particular embodiment
may include using the override indication 1157 to override
the toggle indication 1182.

FIG. 11 illustrates various embodiments that support
dynamic determination of EDCA parameter values. For
example, EDCA parameter values may be determined on a
per station or per group basis. When an access point includes
an EDCA parameter set [E in a beacon, receiving stations may
automatically adopt the EDCA parameter set [E or may selec-
tively or conditionally adopt the EDCA parameter set IE
based on an override indication, a filter condition, a toggle
condition, etc. Moreover, the access point 1102 may set
EDCA parameters on a per station basis by sending a modi-
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fied EDCA parameter set IE (e.g., including delta values) to a
particular station in an association response or other message
(e.g., unicast message).

Referring to FIG. 12, a flowchart of a method 1200 of
determining a value of an enhanced distributed channel
access (EDCA) parameter is shown. In a particular embodi-
ment, the method 1200 may be performed at a station (e.g.,
the station 1112 of FIG. 11). During association, one or more
messages may be exchanged between the access point and the
station. For example, the station may send an association
request to the access point and may receive an association
response from the access point.

The method 1200 includes, at 1202, associating with an
access point at a station. For example, a station (e.g., the
station 1112 of FIG. 11) may associate with an access point
(e.g., the access point 1102 of FIG. 11).

At 1204, the method 1200 includes determining whether a
modified EDCA parameter set information element (IE) has
been received at the station. In a particular embodiment, the
modified EDCA parameter set IE may correspond to the
modified EDCA parameter set 1152 of FIG. 11 included in
the association response 1150 of FIG. 11. The association
response may be received at the station from the access point
during association with the access point. When the modified
EDCA parameter set IE has been received, the method 1200
includes, at 1206, determining whether an EDCA parameter
set IE has also been received at the station. For example, the
EDCA parameter set IE may be the EDCA parameter set IE
1156 of FIG. 11 that is received as part of the beacon frame
1155 of FIG. 11.

When it is determined, at 1206, that the EDCA parameter
set IE has also been received at the station, the method 1200
includes, at 1208, determining at the station a value of the
EDCA parameter based on a delta value included in the
modified EDCA parameter set IE and a base value of the
EDCA parameter. When it is determined, at 1206, that the
EDCA parameter set IE has not been received at the station
(e.g., during a time period subsequent to association of the
station with the access point), the method 1200 includes, at
1210, determining the value of the EDCA parameter at the
station based on the delta value included in the modified
EDCA parameter set [E and based on a default value of the
EDCA parameter.

Returning to 1204, when the modified EDCA parameter set
IE has not been received (e.g., during the time period subse-
quent to association of the station with the access point), the
method 1200 advances to 1212 and includes determining
whether an EDCA parameter set IE has been received at the
station. When it is determined, at 1212, that the EDCA param-
eter set IE has been received at the station, the method 1200
includes updating a value of the EDCA parameter using the
received EDCA parameter set IE (e.g., “adopting” or “install-
ing” the received EDCA parameter set IE), at 1214. When it
is determined, at 1212, that the EDCA parameter set IE has
not been received at the station during the time period, the
method 1200 includes setting the value of the EDCA param-
eter to a default value (e.g., a default value in compliance with
an industry standard, such as IEEE 802.11ah), at 1216.

Referring to FIG. 13, a flowchart of a method 1300 of
selecting a particular set of enhanced distributed channel
access (EDCA) parameters at a station from among a plural-
ity of sets of EDCA parameters is shown. The method 1300
includes, at 1302, receiving a plurality of sets of EDCA
parameters at a station. In a particular embodiment, the sta-
tion corresponds to the station 1110 of FIG. 11. In an embodi-
ment, the plurality of sets of EDCA parameters may corre-
spond to the EDCA parameter set IEs included in an
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association response (e.g., the EDCA parameter set [Es 1121,
1122 included in the association response 1120 of FIG. 11). In
another embodiment, the plurality of sets of EDCA param-
eters may correspond to EDCA parameter set [Es included in
abeacon frame (e.g., the EDCA parameter set [Es 1126,1127
included in the beacon frame 1125 of FIG. 11).

The method 1300 includes, at 1304, determining which of
the plurality of sets of EDCA parameters to use during com-
munication of data based on one or more characteristics of the
station. For example, a particular set of default EDCA param-
eters may be selected based on whether the station is battery
operated or mains operated.

Referring to FIG. 14, a first embodiment of a method 1400
of operation at a station following receipt of a beacon frame
including an enhanced distributed channel access (EDCA)
parameter set information element (IE) is shown. The method
1400 includes, at 1402, receiving a beacon frame including an
EDCA parameter set IE at a station. In a particular embodi-
ment, the station may correspond to the station 1111 of FIG.
1. In an embodiment, the EDCA parameter set IE may be
received as part of a beacon frame. For example, as shown in
FIG. 11, the station 1111 may receive the beacon 1145 includ-
ing the EDCA parameter set IE 1146. Continuing to 1404, the
method 1400 includes adopting the EDCA parameter set IE.
Thus, the configuration of each station that performs the
method 1400 of FIG. 14 may match a most recently commu-
nicated EDCA parameter set IE.

Referring to FIG. 15, a second embodiment of a method
1500 of operation at a station following receipt of a beacon
frame including an enhanced distributed channel access
(EDCA) parameter set information element (IE) is shown.
The method 1500 includes, at 1502, receiving a beacon frame
that includes an EDCA parameter set IE and an override
indication. In an embodiment, the beacon frame may corre-
spond to the beacon frame 1155 of FIG. 11, the EDCA param-
eter set IE may correspond to the EDCA parameter set IE
1156 of FIG. 11, and the override indication may correspond
to the override indication 1157 of FIG. 11.

Advancing to 1504, the method 1500 includes determining
whether an override indication in the beacon frame is
asserted. When the override indication is asserted, the method
1500 includes, at 1506, adopting the EDCA parameter set IE.
When the override indication is not asserted, the method 1500
includes, at 1508, computing one or more values of one or
more EDCA parameters based on the EDCA parameter set [E
and based on one or more delta values associated with the one
or more EDCA parameters.

Referring to FIG. 16, a third embodiment of a method 1600
of operation at a station following receipt of a beacon frame
including an enhanced distributed channel access (EDCA)
parameter set information element (IE) is shown. The method
1600 includes, at 1602, receiving a beacon frame that
includes an EDCA parameter set [E and a filter condition. In
an embodiment, the beacon frame may correspond to the
beacon frame 1175 of FIG. 11, the EDCA parameter set IE
may correspond to the EDCA parameter set IE 1176 of FIG.
11, and the filter condition may correspond to the filter con-
dition 1177 of FIG. 11.

At 1604, the station may determine whether the station
meets (e.g., satisfies) the filter condition. When the filter
condition is met, the method 1600 includes, at 1606, adopting
the EDCA parameter set IE at the station. When the filter
condition is not met, the method 1600 includes, at 1608, not
adopting (e.g., ignoring/discarding) the EDCA parameter set
IE.

Referring to FIG. 17, a fourth embodiment of a method
1700 of operation at a station following receipt of a beacon
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frame including an enhanced distributed channel access
(EDCA) parameter set information element (IE) is shown.
The method 1700 includes, at 1702, receiving a toggle indi-
cation at a station from an access point during association of
the station with the access point. For example, referring to
FIG. 11, the station 1114 may receive the toggle indication
1182 as part of the association response 1180.

The method 1700 also includes, at 1704, receiving a bea-
con frame that includes an EDCA parameter set [E. In an
embodiment, the beacon frame may correspond to the beacon
frame 1185 of FIG. 11 and the EDCA parameter set I[E may
correspond to the EDCA parameter set I[E 1186 of FIG. 11.
Continuing to 1706, the method 1700 includes determining
whether the toggle indication is asserted.

When the toggle indication is asserted, the method 1700
includes, at 1708, adopting the EDCA parameter set IE at the
station. When the toggle indication is been asserted, the
method 1700 includes, at 1710, using one or more EDCA
parameters communicated to the station via unicast.

In conjunction with the described embodiments, an appa-
ratus includes means for receiving data. For example, the
means for receiving data may include one or more of the
transceivers 612 and 632 and the antennas 614 and 634 of
FIG. 6, the wireless controller 940 and the antenna 942 of
FIG. 9, or any combination thereof. The apparatus also
includes means for determining a value of an EDCA param-
eter. The means for determining is configured to, in response
to receipt of a modified EDCA parameter set IE at a station,
determine a value of the EDCA parameter based on a delta
value in the modified EDCA parameter set IE and based on a
base value of the EDCA parameter. For example, the means
for determining may include one or more of the processors
616 and 636 of F1G. 6, the processor 910 of FIG. 9, the default
parameter selection module 1134 of FIG. 11, the filter module
1170 of FIG. 11, one or more of the processors 1136, 1140,
1160, 1174, and 1190 of FIG. 11, or any combination thereof.

In conjunction with the described embodiments, an appa-
ratus is disclosed that includes means for receiving at least a
portion of access category data from an access point before
determining distributed channel access parameters to be used
for transmission of first data. For example, the means for
receiving may include one or more of the transceivers 612 and
632 and the antennas 614 and 634 of FIG. 6, the wireless
controller 940 and the antenna 942 of FIG. 9, or any combi-
nation thereof.

The apparatus includes means for determining a data type
of'the first data to be transmitted. For example, the means for
determining a data type of first data may include one or more
of'the processors 616 and 636 of FIG. 6, the processor 910 of
FIG. 9, or any combination thereof.

The apparatus includes means for determining, using
access category data, distributed channel access parameters
to be used for transmission of the first data based on an access
category assigned to the data type of the first data. For
example, the means for determining, using access category
data, distributed channel access parameters may include one
ormore of the processors 616 and 636 of FIG. 6, the processor
910 of FIG. 9, or any combination thereof.

The apparatus also includes means for wirelessly transmit-
ting the first data using the determined distributed channel
access parameters. For example, the means for transmitting
may include one or more the transceivers 612 and 632 and the
antennas 614 and 634 of FIG. 6, the wireless controller 940
and the antenna 942 of FIG. 9, or any combination thereof.

In conjunction with the described embodiments, an appa-
ratus is disclosed that includes means for receiving a request
from a station device to establish a wireless connection. For
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example, the means for receiving may include one or more of
the transceivers 612 and 632 and the antennas 614 and 634 of
FIG. 6, the wireless controller 940 and the antenna 942 of
FIG. 9, or any combination thereof.

The apparatus includes means for determining whether the
station device includes access control data. For example, the
means for determining whether the station device includes
access control data may include one or more ofthe processors
616 and 636 of FIG. 6, the processor 910 of FIG. 9, or any
combination thereof.

The apparatus includes means for sending at least a portion
of'the access category data to the station device. For example,
the means for sending may include one or more of the trans-
ceivers 612 and 632 and the antennas 614 and 634 of FIG. 6,
the wireless controller 940 and the antenna 942 of FIG. 9, or
any combination thereof.

The apparatus also includes means for establishing the
wireless connection with the station device. For example, the
means for establishing may include one or more of the trans-
ceivers 612 and 632 and the antennas 614 and 634 of FIG. 6,
the wireless controller 940 and the antenna 942 of FIG. 9, or
any combination thereof.

Those of skill would further appreciate that the various
illustrative logical blocks, configurations, modules, circuits,
and algorithm steps described in connection with the embodi-
ments disclosed herein may be implemented as electronic
hardware, computer software, or combinations of both. Vari-
ous illustrative components, blocks, configurations, modules,
circuits, and steps have been described above generally in
terms of their functionality. Whether such functionality is
implemented as hardware or software depends upon the par-
ticular application and design constraints imposed on the
overall system. Skilled artisans may implement the described
functionality in varying ways for each particular application,
but such implementation decisions should not be interpreted
as causing a departure from the scope of the present disclo-
sure.

The steps of amethod or algorithm described in connection
with the embodiments disclosed herein may be embodied
directly in hardware, in a software module executed by a
processor, or in a combination of the two. A software module
may reside in random access memory (RAM), flash memory,
read-only memory (ROM), programmable read-only
memory (PROM), erasable programmable read-only
memory (EPROM), electrically erasable programmable
read-only memory (EEPROM), registers, hard disk, a remov-
able disk, a compact disc read-only memory (CD-ROM), or
any other form of non-transitory storage medium. An exem-
plary storage medium is coupled to the processor such that the
processor can read information from, and write information
to, the storage medium. In the alternative, the storage medium
may be integral to the processor. The processor and the stor-
age medium may reside in an application-specific integrated
circuit (ASIC). The ASIC may reside in a computing device
or a user terminal (e.g., a mobile phone or a PDA). In the
alternative, the processor and the storage medium may reside
as discrete components in a computing device or user termi-
nal.

The previous description of the disclosed embodiments is
provided to enable a person skilled in the art to make or use
the disclosed embodiments. Various modifications to these
embodiments will be readily apparent to those skilled in the
art, and the principles defined herein may be applied to other
embodiments without departing from the scope of the disclo-
sure. Thus, the present disclosure is not intended to be limited
to the embodiments disclosed herein but is to be accorded the
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widest scope possible consistent with the principles and novel
features as defined by the following claims.

What is claimed is:

1. A device comprising:

a processor; and

a memory accessible by the processor, the memory storing

instructions executable by the processor to perform

operations including:

detecting receipt, at a station, of a beacon frame that
includes a first set of enhanced distributed channel
access (EDCA) parameters and a second set of EDCA
parameters, wherein the first set of EDCA parameters
and the second set of EDCA parameters are included
in an EDCA parameter set information element (IE)
of the beacon frame, and wherein the EDCA param-
eter set IE includes a field to indicate an intended
device type; and

selecting either the first set of EDCA parameters or the
second set of EDCA parameters to apply to commu-
nication of data based on the intended device type
corresponding to one or more characteristics of the
station.

2. The device of claim 1, wherein the first set of EDCA
parameters corresponds to a default set of EDCA parameters.

3. The device of claim 1, wherein the one or more charac-
teristics of the station includes whether the station is battery
operated or mains operated.

4. The device of claim 1, wherein the intended device type
indicates a sensor device or a non-sensor device.

5. The device of claim 1, wherein the operations further
include at least one of:

adopting the EDCA parameter set IE at the station in

response to determining that the beacon frame includes
an override indication that is asserted;
adopting the EDCA parameter set IE at the station in
response to determining that the beacon frame includes
a filtering condition that is satisfied by the station; or

automatically adopting the EDCA parameter set IE at the
station in response to determining that the beacon frame
does not include the override indication and does not
include the filtering condition.

6. The device of claim 1, wherein applying the selected set
of EDCA parameters to the communication of the data
enables prioritizing the communication of the data relative to
data communicated by one or more other stations.

7. The device of claim 6, wherein the communication ofthe
data is prioritized based on a first contention window value, a
second contention window value, and an arbitration intra-
frame spacing number (AIFSN) value included in the selected
set of EDCA parameters.

8. A method comprising:

receiving, via a transceiver of a station, a beacon frame that

includes a first set of enhanced distributed channel
access (EDCA) parameters and a second set of EDCA
parameters, wherein the first set of EDCA parameters
and the second set of EDCA parameters are included in
an EDCA parameter set information element (IE) of the
beacon frame, and wherein the EDCA parameter set I[E
includes a field to indicate an intended device type; and
selecting either the first set of EDCA parameters or the
second set of EDCA parameters to apply to communi-
cation of data based on the intended device type corre-
sponding to one or more characteristics of the station.

9. A device comprising:

a processor; and

a memory accessible by the processor, the memory storing

instructions executable by the processor to cause trans-
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mission of a frame from an access point transceiver to a
station, wherein the frame includes a first set of
enhanced distributed channel access (EDCA) param-
eters and a second set of EDCA parameters, wherein the
first set of EDCA parameters and the second set of
EDCA parameters are included in an EDCA parameter
set information element (IE) of the frame, and wherein
the EDCA parameter set IE includes a field to indicate an
intended device type.

10. The device of claim 9, wherein the frame comprises an
association response.

11. The device of claim 9, wherein the frame comprises a
beacon.

12. A method comprising:

transmitting a frame from an access point transceiver to a

station,

wherein the frame includes a first set of enhanced distrib-

uted channel access (EDCA) parameters and a second
set of EDCA parameters,

wherein the first set of EDCA parameters and the second

set of EDCA parameters are included in an EDCA
parameter set information element (IE) of the frame, and
wherein EDCA parameter set [E includes a field to indi-
cate an intended device type.

13. A device comprising:

a processor; and

a memory accessible by the processor, the memory storing

instructions executable by the processor to perform

operations including:

detecting receipt, at a station, of a beacon frame that
includes an enhanced distributed channel access
(EDCA) parameter set information element (IE) and
an override indication, the override indication
included in a first field of the EDCA parameter set IE,
wherein the EDCA parameter set [E includes a second
field that indicates an intended device type.

14. The device of claim 13, wherein the operations further
include:

in response to determining that the override indication is

asserted, adopting the EDCA parameter set IE at the
station based on the intended device type corresponding
to one or more characteristics of the station; and

in response to determining that the override indication is

not asserted, computing one or more values of one or
more EDCA parameters based on the EDCA parameter
set IE and based on one or more delta values associated
with the one or more EDCA parameters.

15. The device of claim 14, wherein adopting the EDCA
parameter set IE includes applying the one or more EDCA
parameters to communication of data to prioritize the com-
munication of the data relative to data communicated by one
or more other stations.

16. The device of claim 15, wherein the communication of
the data is prioritized based on a first contention window
value, a second contention window value, and an arbitration
intra-frame spacing number (AIFSN) value included in the
EDCA parameter set IE.

17. A method comprising:

receiving, via a transceiver of a station, a beacon frame that

includes an enhanced distributed channel access
(EDCA) parameter set information element (IE) and an
override indication, the override indication included in a
first field of the EDCA parameter set IE, wherein the
EDCA parameter set IE includes a second field that
indicates an intended device type.
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18. The method of claim 17, further comprising:

in response to determining that the override indication is
asserted, adopting the EDCA parameter set IE at the
station based on the intended device type corresponding
to one or more characteristics of the station; and

in response to determining that the override indication is
not asserted, computing one or more values of one or
more EDCA parameters based on the EDCA parameter
set IE and based on one or more delta values associated
with the one or more EDCA parameters.

19. A device comprising:
a processor; and

a memory accessible by the processor, the memory storing
instructions executable by the processor to perform
operations including:

detecting receipt, at a station, of a beacon frame that
includes an enhanced distributed channel access
(EDCA) parameter set information element (IE) and a
filtering condition, the filtering condition included in
afirst field of the EDCA parameter set I[E, wherein the
EDCA parameter set IE includes a second field that
indicates an intended device type.

20. The device of claim 19, wherein the operations further
include selectively adopting the EDCA parameter set IE
based on a determination of whether the station satisfies the
filtering condition and based on the intended device type
corresponding to one or more characteristics of the station.

21. The device of claim 20, wherein adopting the EDCA
parameter set IE includes applying one or more EDCA
parameters to communication of data to prioritize the com-
munication of the data relative to data communicated by one
or more other stations.

22. The device of claim 21, wherein the communication of
the data is prioritized based on a first contention window
value, a second contention window value, and an arbitration
intra-frame spacing number (AIFSN) value included in the
EDCA parameter set IE.

23. The device of claim 19, wherein the EDCA parameter
set IE and the filtering condition are included in a single
information element of the beacon frame.

24. The device of claim 19, wherein the first field of the
EDCA parameter set IE is a reserved field.

25. The device of claim 19, wherein the filtering condition
corresponds to one or more station capabilities or one or more
operation modes.

26. The device of claim 19, wherein the filtering condition
includes at least one station identifier.

27. The device of claim 26, wherein the at least one station
identifier identifies the station, and wherein the intended
device type indicates a sensor device or a non-sensor device.

28. A method comprising:

receiving, via a transceiver of a station, a beacon frame that
includes an enhanced distributed channel access
(EDCA) parameter set information element (IE) and a
filtering condition, the filtering condition included in a
first field of the EDCA parameter set IE, wherein the
EDCA parameter set IE includes a second field that
indicates an intended device type.

29. The method of claim 28, further comprising selectively
adopting the EDCA parameter set [E based on a determina-
tion of whether the station satisfies the filtering condition and
based on the intended device type corresponding to one or
more characteristics of the station.
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30. A device comprising:
a processor; and
a memory accessible by the processor, the memory storing
instructions executable by the processor to perform
operations including:
detecting receipt of a toggle indication at a station from
an access point during association between the station
and the access point;
detecting receipt, at the station, of a beacon frame that
includes an enhanced distributed channel access
(EDCA) parameter set information element (IE),
wherein the EDCA parameter set IE includes a field
that indicates an intended device type; and
determining whether to adopt the EDCA parameter set
IE based on the toggle indication.
31. The device of claim 30, wherein the operations further
include:
in response to determining that the toggle indication is
asserted, adopting the EDCA parameter set IE based on
the intended device type corresponding to one or more
characteristics of the station; and
in response to determining that the toggle indication is not
asserted, using one or more EDCA parameters received
by the station via unicast.

32. The device of claim 31, wherein adopting the EDCA
parameter set IE includes applying the one or more EDCA
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parameters to communication of data to prioritize the com-
munication of the data relative to data communicated by one
or more other stations.

33. The device of claim 32, wherein the communication of
the data is prioritized based on a first contention window
value, a second contention window value, and an arbitration
intra-frame spacing number (AIFSN) value included in the
EDCA parameter set IE.

34. A method comprising:

receiving a toggle indication at a station from an access

point during association between the station and the
access point;

receiving at the station a beacon frame that includes an

enhanced distributed channel access (EDCA) parameter
set information element (IE), wherein the EDCA param-
eter set IE includes a field that indicates an intended
device type; and

determining whether to adopt the EDCA parameter set IE

based on the toggle indication.

35. The method of claim 34, further comprising:

in response to determining that the toggle indication is

asserted, adopting the EDCA parameter set IE based on
the intended device type corresponding to one or more
characteristics of the station; and

in response to determining that the toggle indication is not

asserted, using one or more EDCA parameters received
by the station via unicast.
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