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1
TIME WINDOW AUTHENTICATION FOR
VEHICLE TELEMATICS DEVICE

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application claims the benefit of U.S. Provisional
Patent Application Ser. No. 61/737,300, filed on Dec. 14,
2012, which is hereby incorporated herein by reference.

BACKGROUND

Aftermarket vehicle telematics devices are devices that can
be installed within a vehicle and used to monitor information
regarding operation of the vehicle. Vehicle telematics devices
are used to collect data for many different purposes, such as
for fleet management and usage based insurance. As such,
vehicle telematics devices can collect many different types of
data such as, but not limited to, vehicle operating character-
istics (e.g., fuel level, speed, brake application, RPM), loca-
tion, and temperature. Many vehicle telematics devices con-
nect to an on-board diagnostic (OBD) port of a vehicle to
obtain information from the vehicle electronics bus. With a
connection to the vehicle electronics bus, the vehicle telemat-
ics device can monitor sensors and control components for
the vehicle to obtain its operation characteristics.

SUMMARY

One embodiment is directed to a method of authenticating
avehicle telematics device. The method includes receiving, at
a server, identifying information for a vehicle telematics
device and receiving, at the server, information identifying an
account to which the vehicle telematics device is to be asso-
ciated. The method also includes authenticating the vehicle
telematics device by finalizing an association between the
vehicle telematics device and the account if data that is speci-
fied for authentication is received at the server from the
vehicle telematics device and if that data is obtained by the
vehicle telematics device within a time window that is speci-
fied for authentication.

DRAWINGS

FIG. 1 is a block diagram of an example system including
avehicle telematics device and a vehicle data server including
an account corresponding to the vehicle telematics device.

FIG. 2 is a block diagram of an example vehicle including
a vehicle information device for use in the system of FIG. 1.

FIG. 3 is a block diagram of an example vehicle informa-
tion device for use in the system of FIG. 1 and the vehicle of
FIG. 2.

FIG. 4 is a block diagram of an example vehicle data server
for use in the system of FIG. 1.

DETAILED DESCRIPTION

The subject matter described herein pertains to authentica-
tion of an aftermarket vehicle telematics device that connects
to an OBD port of a vehicle. As described in an example
herein, authentication of the vehicle telematics device
involves causing the vehicle telematics device to monitor data
while installed in a vehicle during a specified time window.

FIG.1is ablock diagram of an example system 100 includ-
ing a vehicle telematics device 102. The vehicle telematics
device 102 is a device configured to be physically installed in
a vehicle 104, such as by connecting the vehicle telematics
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device 102 to an OBD port of the vehicle 104. The vehicle
telematics device 102 monitors information regarding opera-
tion of the vehicle 104.

The vehicle telematics device 102 is configured to send
data (e.g., vehicle information) obtained or otherwise gener-
ated to a server 108. The server 108 can store and/or analyze
the data to achieve the intended purpose for the data. The
communication of the data from the vehicle telematics device
102 to the server 108 can take any suitable form. For example,
the vehicle telematics device 102 can be configured to wire-
lessly communicate with a cellular tower 106 which is
coupled to a network 110 such as the internet. The server 108
can also be communicatively coupled to the network 110 such
that the vehicle telematics device 102 can send the data to the
tower 106 through the network 110 and to the server 108. In
another example, the vehicle telematics device 102 is config-
ured to communicate with a local area network using, for
example, WiFi, which in turn is coupled to the network 110.
In yet another example, the vehicle telematics device 102 is
configured to communicate with a personal computing device
112 (e.g., via USB) that can be coupled to the network 110
and relay the data from the vehicle telematics device 102 to
the server 108. In such an example, the vehicle telematics
device 102 could be disconnected from the OBD port of the
vehicle 104 and coupled to the personal computing device
112 (e.g., via USB).

The vehicle telematics device 102 can be configured to
upload the data to the server 108 on a real-time, period, or
on-demand basis. For example, in implementations when the
vehicle telematics device 102 is capable of communicating
with a cellular tower 106, the data can be uploaded to the
server 108 in real-time whenever a cellular tower 106 is
within range. In other examples, the vehicle telematics device
102 can buffer data and periodically upload (e.g., via the
cellular tower 106). In yet other examples, such as when the
vehicle telematics device 102 communicates by connecting to
a personal computer 112, the vehicle telematics device 102
can provide the data in response to a command initiated by the
user.

The vehicle telematics device 102 may be obtained by a
user via a provider of services corresponding to the vehicle
telematics device 102 or via a retail outlet. Once obtained, the
user can install the vehicle telematics device 102 in the
vehicle 104, such as by connecting the vehicle telematics
device 102 to an OBD connector of the vehicle 104. After
installation in the vehicle 104 (e.g., after connecting with the
OBD connector of the vehicle 104) the vehicle telematics
device 102 can initiate operation.

To make use of the data, the vehicle telematics device 102
(i.e., the data therefrom) is associated with an account (e.g., a
user account) at the server 108. The vehicle telematics device
102 can be associated with an account by providing identify-
ing information (e.g., a serial number) for the vehicle telemat-
ics device 102 to the server 108 and providing an indication as
to which account the identifying information is to be associ-
ated. Providing the identifying information for the vehicle
telematics device 102 to the server 108 and providing an
indication as to which account the identitying information is
to be associated can be done in any suitable form. Typically,
the identifying information and the indication as to which
account are provided by a (future) user of the vehicle telemat-
ics device 102, such as by communication with the server 108
via a computing device 112 or by telephone. The account can
be an account that is created at that time by the user or an
account that already exists.

Once the identifying information and its corresponding
account have been identified to the server 108, the server 108
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waits for authentication of the vehicle telematics device 102
before finalizing the association between the vehicle telemat-
ics device 102 and the account. Authentication can be used to
ensure that the vehicle telematics device 102 is associated
with the proper account. For example, without authentication
it may be easier for a hacker to gain access to a user’s account
and/or to gain access to information from a user’s vehicle
telematics device 102. Such a hacker may be able to gain such
access by posing as a real user and associating the identifying
information from a given vehicle telematics device 102 with
an unintended account. The subject matter herein addresses
such concerns by providing authentication measures for the
vehicle telematics device 102. A hacker refers to a person
having knowledge of the identifying information (i.e., not the
intended user), but not actually possessing the vehicle
telematics device 102 itself.

To authenticate the vehicle telematics device 102 and
ensure that the user that provided the identifying information
and its corresponding account actually possess the vehicle
telematics device 102, the server 108 requires that one or
more actions be performed with the vehicle telematics device
102 within a time window provided by the server 108. The
action(s) to be performed and time window can be selected in
any suitable manner such as, for example, being based on an
activity that is unlikely to occur otherwise, and/or an activity
that is easy for the user to perform.

In an example, the action(s) to be performed includes
monitoring of vehicle data generated by sensors and/or con-
trol components over the OBD port with the vehicle telemat-
ics device 102. In examples where the vehicle telematics
device 102 can communicate with a cellular tower 106, moni-
toring of the vehicle data with the vehicle telematics device
102 within the specified time window can be verified based on
when vehicle data is received at the server 108 from the
vehicle telematics device 102. For example, the vehicle
telematics device 102 can be configured to transmit vehicle
data to the server 108 via the cellular tower 108 as soon as a
connection with a cellular tower 106 is established after the
vehicle telematics device 102 is physically installed in a
vehicle 104. In most instances, this will enable the server 108
to receive data shortly after the vehicle telematics device 102
is installed. Thus, with a sufficiently large time window (e.g.,
4 hours), there is a high likelihood that if a user installs and
activates the vehicle telematics device 102 (possibly also
including requiring driving of the vehicle), the server 108 will
receive vehicle data within the time window and authenticate
the vehicle telematics device 102.

In some examples, the vehicle telematics device 102 can
time stamp vehicle data as the vehicle data is obtained by the
vehicle telematics device 102 from the sensors and/or control
components of the vehicle. In such an example, regardless of
when the server 108 receives the vehicle data, the server 108
can verify when the vehicle data was obtained by the vehicle
telematics device 102 based on the time stamp corresponding
to the vehicle data. If the time stamp of the vehicle data is
within the specified time window, the server 108 authenti-
cates the vehicle telematics device 102.

In another example, the one or more actions can include
connecting the vehicle telematics device to the OBD port of
the vehicle 104. In such an example, the vehicle telematics
device 102 can detect whether it is connected to the OBD port
of the vehicle 104, and the data indicating that the vehicle
telematics device 102 is or has been connected to the OBD
port of the vehicle 104 can be sent from the vehicle telematics
device 102 to the server 108. The timing for such data can be
verified based on when the data is received by the server 108
or based on a time stamp provided by the vehicle telematics
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device 102 as discussed above. In such an example, all that is
required is that the user connect the vehicle telematics device
102 to the OBD port of the vehicle 104 within the time
window.

In some examples, the one or more actions can include one
or more actions that cause the vehicle telematics device 102 to
send a set of data corresponding to a data signature. A data
signature, as used herein, is a set of data that is unlikely to
occur during normal use of the vehicle telematics device 102.
Such an action or set of actions can be selected such that the
action or set of actions generates an otherwise unlikely set of
vehicle data (data signature) that can be identified by the
server 108. The action or set of actions can be one or more
actions performed by the user with the vehicle telematics
device 102 and/or the vehicle 104 in which the vehicle
telematics device 102 is installed. The action or set of actions
that are unlikely to occur otherwise can include one or a
combination of performing a particular sequence of actions or
performing multiple actions contemporaneously. Likewise,
the data signature can include one or a combination of an
unlikely sequence of vehicle data or two or more items of
vehicle data that occur contemporaneously, but would other-
wise be unlikely to occur contemporaneously. For example,
the vehicle telematics device 102 can include an authenticate
button which, when activated by the user, causes the vehicle
telematics device 102 to generate and/or upload a data signa-
ture that can be identified by the server 108. In another
example, the data signature can be generated by having the
user, after installing the vehicle telematics device 102, flash
the lights on and off in the vehicle 5 times in succession. The
vehicle telematics device 102 can be configured to capture
such flashing as vehicle data, for example in the normal
course of monitoring the vehicle 104, and when the vehicle
data is provided to the server 108, the vehicle data indicating
that the lights were flashed on and off 5 times in succession
can be identified as the data signature. As is evident, in other
examples, other action(s) could be performed with the vehicle
104 to generate a data signature. If the server 108 receives
such a data signature, the server 108 authenticates the vehicle
telematics device 102. The timing for the data signature can
be verified based on when the data signature is received by the
server 108 or based on a time stamp provided by the vehicle
telematics device 102 as discussed above.

In some examples, authentication can be based on infor-
mation provided to the server 108 by the user that corresponds
to (e.g., matches) data provided by the vehicle telematics
device 102. For example, the user can provide the server 108
with identifying information (e.g., a VIN) for the vehicle 104
in which the vehicle telematics device 102 is (to be) installed.
The vehicle telematics device 102 can be configured to, after
being installed in a vehicle, provide identifying information
(e.g., a VIN) for the vehicle to the server 108. In another
example, the user can provide the server 108 with information
indicating a location of the vehicle 104 in which the vehicle
telematics device 102 is (to be) installed. The vehicle telemat-
ics device 102 can be configured to, after being installed in a
vehicle, provide information identifying the location of the
vehicle to the server 108. In other examples, other items of
information can be used. If the information provided by the
vehicle telematics device 102 corresponds to the information
provided by the user, the server 108 authenticates the vehicle
telematics device 102. The timing for the information can be
verified based on when the information is received by the
server 108 or based on a time stamp provided by the vehicle
telematics device 102 as discussed above.

The time window specified for the action can be any appro-
priate time window. For example, the time window can be a
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certain length of time (e.g., 4 hours) after the account is set up
on the server 108. In an example account set-up includes, the
server 108 receiving identifying information for the vehicle
telematics device 102 and its to-be associated account infor-
mation. In another example, the time window can be a par-
ticular time period on a particular day(s), such as, between 8
and 10 pm on the day in which the account is set up on the
server 108. Other examples are also possible. In some
examples, a computing device 112 used to provide informa-
tion to the server 108 can display a visual indication, such as
a countdown clock, indicating a remaining portion of the time
window for the user.

In any case, if the authentication of the vehicle telematics
device 102 is successful, the association between the vehicle
telematics device 102 and the identified account can be final-
ized. In an example, finalizing the association between the
vehicle telematics device 102 and the identified account can
include enabling data from the vehicle telematics device 102
to be associated (e.g., accessed via) the account. In another
example, finalizing the association between the vehicle
telematics device 102 and the identified account can include
enabling the account information to be stored indefinitely (or
until manually removed such as during closure of the
account). In another example, finalizing the association can
also include not discarding the account information after a
length of time.

If the authentication of the vehicle telematics device 102 is
not successful, the server 108 does not finalize the association
between the vehicle telematics device 102 can the association
between the vehicle telematics device 102 and the identified
account can be discarded. In another example, if the authen-
tication is not successful, the server 108 can disable storing or
other processing of vehicle data from the vehicle telematics
device 102. Other actions can also be taken in response to one
or repeated unsuccessful authentications, such as locking out
a particular IP address or vehicle telematics device 102 from
the server 108.

FIG.21is ablock diagram of an example vehicle 104 includ-
ing an example vehicle telematics device 102. In the example
shown in FIG. 2, the vehicle telematics device 102 is an
aftermarket device that is coupled to the vehicle electronics
bus 210 through an on-board diagnostics (OBD) port of the
vehicle 104.

The vehicle telematics device 102 includes an OBD con-
nector 206 configured to connect to a mating OBD connector
208 on the vehicle 104. The OBD connector 208 on the
vehicle 104 is coupled to a vehicle electronics bus 210 over
which vehicle sensors 212, vehicle control electronics 214,
and other electronics in the vehicle 104 communicate. The
vehicle sensors 212 and the vehicle control electronics 214
receive power from a battery 216 in the vehicle 104. As
known, this battery 216 can also be the battery that provides
power for starting and/or driving the vehicle 104. The battery
216 can also be coupled to a plurality of conductors on the
OBD connector 208 of the vehicle 104. These conductors can
contact corresponding power conductors on the OBD con-
nector 206 of the vehicle telematics device 102. In this way,
the vehicle telematics device 102 can obtain operating power
from the battery 216 of the vehicle 104 through the OBD
connectors 206, 208. Example OBD connectors 206, 208,
include the SAE-J1962 connector, which is the connector for
the OBD-II protocol described in the SAE-J1978 standard.
The vehicle 104 can include any automobile having an OBD
connector 208 including, but not limited to, a car, pick-up,
SUV, bus, semi-truck, construction vehicle, or motorcycle.

Although the example of the vehicle information device
104 shown in FIG. 2 and described above is an aftermarket
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device, in other examples, the vehicle information device 104
is an integrated device coupled to the vehicle electronics bus
210 that functions in a similar manner to that described above.

FIG. 3 is a block diagram of an example vehicle telematics
device 102. The vehicle telematics device 102 can include
one or more processing devices 302 for executing instructions
304. The one or more processing devices 302 can include a
general purpose processor or a special purpose processor. The
instructions 304 are stored (or otherwise embodied) on or in
an appropriate storage medium or media 306 (such as flash or
other non-volatile memory) from which the instructions 304
are readable by the processing device(s) 302 for execution
thereby. The vehicle telematics device 102 also includes
memory 308 that is coupled to the processing device(s) 302
for storing instructions (and related data) during execution by
the processing device(s) 302. Memory 308 comprises, in one
implementation, any suitable form of random access memory
(RAM) now known or later developed, such as dynamic ran-
dom access memory (DRAM). In other implementations,
other types of memory are used. The vehicle telematics
device 102 also includes the OBD connector 206 discussed
above.

The vehicle telematics device 102 can include the elec-
tronic components for communication with the appropriate
device, such as a wireless transceiver 310 for communication
with a cellular tower 106 or a wireless access point, or a
transceiver for communication over a wired medium such as
a CAT-5 cable or Universal Serial Bus (USB). Wireless com-
munications between the wireless transceiver 310 and other
devices can conform to any suitable protocol. For example,
wireless communications between the wireless transceiver
310 and a local area networked component can use IEEE
802.11 (WiFi), IEEE 802.14.5 (ZigBee), Bluetooth, a propri-
etary protocol, or other protocol. Wireless communications
between the wireless transceiver 310 and the cellular tower
106 can use 2G (e.g., GPRS), 2.5G, 3G, or 4G (e.g., WiMax,
LTE) protocol, or any future protocol.

The instructions 304 on the vehicle telematics device 102
include authentication instructions 314 that are configured to
cause the processing device(s) 302 to implement the func-
tions of the vehicle telematics device 102 described herein; in
particular to implement the functions to provide the appro-
priate data to the server 108 such that the vehicle telematics
device 102 can be authenticated.

FIG. 4 is a block diagram of an example vehicle data server
108. Server 108 includes one or more processing devices 402
for executing instructions 404. The one or more processing
devices 402 can include a general purpose processor or a
special purpose processor. The instructions 404 are stored (or
otherwise embodied) on or in an appropriate storage medium
or media 406 (such as flash or other non-volatile memory)
from which the instructions 404 are readable by the process-
ing device(s) 402 for execution thereby. The server 108 also
includes memory 408 that is coupled to the processing device
(s) 402 for storing instructions (and related data) during
execution by the processing device(s) 402. Memory 408 com-
prises, in one implementation, any suitable form of random
access memory (RAM) now known or later developed, such
as dynamic random access memory (DRAM). In other imple-
mentations, other types of memory are used. The server 108
also includes a network interface 410 for communicatively
coupling the server 108 to other devices or networks. The
instructions 404 include vehicle telematics device authenti-
cation instructions 414 that are configured to cause the pro-
cessing device(s) 202 to implement the functions of the
vehicle data server 108 described above. Also on the media
406 is the vehicle data database or other file structure 416 that
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includes the vehicle data as well as the user account informa-
tion such as user identification information, identification
information for the vehicle telematics device 102, identifica-
tion information for the vehicle 104, as well as other infor-
mation and the association between such account information
and the vehicle data from the vehicle telematics device 102.
The server 108 include multiple sets of such vehicle data and
accounts each corresponding to a different vehicle telematics
device 102.

What is claimed is:

1. A method of authenticating a vehicle telematics device,
the method comprising: receiving, at a server, identifying
information for a vehicle telematics device, the vehicle
telematics device configured to connect to an on-board diag-
nostics (OBD) port of a vehicle and obtain vehicle data cor-
responding to the vehicle through the OBD port; receiving, at
the server, information identifying an account to which the
vehicle telematics device is to be associated; and authenticat-
ing the vehicle telematics device by finalizing an association
between the vehicle telematics device and the account if data
that is specified for authentication is received at the server
from the vehicle telematics device and if that data is obtained
by the vehicle telematics device within a time window that is
specified for authentication.

2. The method of claim 1, wherein if data that is specified
for authentication is not received at the server from the
vehicle telematics device or if data that is specified for
authentication is not obtained by the vehicle telematics device
within a time window that is specified for authentication,
discarding the association between the vehicle telematics
device and the account.

3. The method of claim 1, wherein the data that is specified
for authentication corresponds to one or more actions per-
formed by a user.

4. The method of claim 3, wherein the data that is specified
for authentication includes vehicle data generated by sensors
or control components obtained by the vehicle telematics
device over an on-board diagnostics (OBD) port of a vehicle.

5. The method of claim 3, wherein the data that is specified
for authentication includes data corresponding to a data sig-
nature generated by one or more actions.

6. The method of claim 3, wherein the data that is specified
for authentication includes data indicating that the vehicle
telematics device is or has been connected to an on-board
diagnostics (OBD) port of the vehicle.

7. The method of claim 3, wherein the data that is specified
for authentication includes data that corresponds to data pro-
vided by a user to the server.

8. The method of claim 1, wherein the time window com-
prises a specified length of time after both the identifying
information for a vehicle telematics device and the informa-
tion identifying an account are received at the server.

9. The method of claim 1, comprising:

verifying, at the server, that data received was obtained
within the time window based on when the data was
received at the server.

10. The method of claim 1, comprising:

verifying, at the server, that data received was obtained
within the time window based on a time stamp for the
data provided by the vehicle telematics device.

11. A system for authenticating a vehicle telematics device,

the system comprising:

a vehicle telematics device configured to connect to an
on-board diagnostics (OBD) port of a vehicle and obtain
vehicle data corresponding to the vehicle through the
OBD port;
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8
a server configured to:

receive identifying information for the vehicle telemat-
ics device, the identifying information received over
the internet from a computing device operated by a
user;

receive information identifying an account to which the
vehicle telematics device is to be associated; and

authenticate the vehicle telematics device by finalizing
an association between the vehicle telematics device
and the account if data that is specified for authenti-
cation is received at the server from the vehicle
telematics device and if that data is obtained by the
vehicle telematics device within a time window that is
specified for authentication.

12. The system of claim 10, wherein the server is config-
ured to discard the association between the vehicle telematics
device and the account if data that is specified for authenti-
cation is not received at the server from the vehicle telematics
device or if data that is specified for authentication is not
obtained by the vehicle telematics device within a time win-
dow that is specified for authentication.

13. The system of claim 10, wherein the data that is speci-
fied for authentication corresponds to one or more actions
performed by a user.

14. The system of claim 13, wherein the data that is speci-
fied for authentication includes vehicle data generated by
sensors or control components obtained by the vehicle
telematics device over an on-board diagnostics (OBD) port of
a vehicle.

15. The system of claim 13, wherein the data that is speci-
fied for authentication includes data corresponding to a data
signature generated by one or more actions.

16. The system of claim 13, wherein the data that is speci-
fied for authentication includes data indicating that the
vehicle telematics device is or has been connected to an
on-board diagnostics (OBD) port of the vehicle.

17. The system of claim 13, wherein the data that is speci-
fied for authentication includes data that corresponds to data
provided by a user to the server.

18. The system of claim 10, comprising:

verifying, at the server, that data received was obtained
within the time window based on when the data was
received at the server.

19. The system of claim 10, comprising:

verifying, at the server, that data received was obtained
within the time window based on a time stamp for the
data provided by the vehicle telematics device.

20. A method of authenticating a vehicle telematics device,
the method comprising: receiving, at a server, information
setting up an account associated with a vehicle telematics
device, the vehicle telematics device configured to connect to
an on-board diagnostics (OBD) port of a vehicle and obtain
vehicle data corresponding to the vehicle through the OBD
port, the information received over the internet from a per-
sonal computing device; and authenticating the vehicle
telematics device by finalizing an association between the
vehicle telematics device and the account if data that is speci-
fied for authentication is received at the server from the
vehicle telematics device and if that data is obtained by the
vehicle telematics device within a time window that is speci-
fied for authentication.
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