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INFORMATION PROCESSING APPARATUS,
CONTROL METHOD, AND STORAGE
MEDIUM

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to an information processing
apparatus, a control method, and a storage medium.

2. Description of the Related Art

Information processing apparatuses use hard disk drives
(HDDs) as storage media. A technique referred to as “mirror-
ing” is used for improving reliability of HDDs. Based on the
mirroring, the same data is written in two HDDs. In this way,
even if one of two HDDs fails, if the failed HDD is replaced
with a new HDD, rebuilding can be executed using the other
HDD, and data can be thereby recovered to the same state as
that before the HDD f{ails.

Further, a password may be set for an HDD to protect
information in the HDD. The password is set to a unique one
between the information processing apparatus and the HDD.
The HDD for which once a password has been set, is locked
when power source is turned on next time, and thereby access
to data on the HDD is disabled, until the information process-
ing apparatus is successful in an authentication of the pass-
word. Japanese Patent Application Laid-Open No. 2005-
275615 discusses a technique for setting a password for each
of'the HDDs, in a configuration of performing the mirroring
operation

In the configuration of performing the mirroring operation,
when the second HDD is newly attached in a state where the
first HDD is already attached, if a user tries to set a password
for the newly attached HDD, the following problem arises.
When the HDD is newly attached, rebuilding is automatically
started for the newly attached HDD. On the other hand, the
newly attached HDD is not locked, and accordingly the newly
attached HDD is in an accessible state, until the password is
set for the newly attached HDD. Therefore, when the HDD is
newly attached, in a state where a password is not set for the
newly attached HDD, the rebuilding may be executed in some
cases for the newly attached HDD.

SUMMARY OF THE INVENTION

The present invention is directed to preventing, when a
second HDD is newly attached in a state where a first HDD is
already attached, rebuilding from being executed for the
newly attached HDD before a password is set for a newly
attached HDD.

According to an aspect of the present invention, An infor-
mation processing apparatus connected to a first storage
device and a second storage device via a storage control
device, the information processing apparatus includes a set-
ting unit configured, when the storage control device operates
in a single mode, to set an initial rebuilding function of the
storage control device to OFF, an instruction unit configured,
in a state where the initial rebuilding function of the storage
control device is set to OFF, to instruct the storage control
device to transfer to a mirroring mode, a generation unit
configured to generate a password of the second storage
device after the instruction unit has instructed the storage
control device to transfer to the mirroring mode, a setting unit
configured to set a password generated by the generation unit
for the second storage device, and a transfer unit configured to
cause the storage control device to transfer to a rebuilding
state after the setting unit has set the password for the second
storage device.
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Further features and aspects of the present invention will
become apparent from the following detailed description of
exemplary embodiments with reference to the attached draw-
ings.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings, which are incorporated in
and constitute a part of the specification, illustrate exemplary
embodiments, features, and aspects of the invention and,
together with the description, serve to explain the principles
of the invention.

FIG. 1 is a block diagram illustrating a configuration of a
multifunction peripheral (MFP).

FIG. 2 is a state transition diagram of a disk array device.

FIG. 3 is a flowchart illustrating a control process executed
when an HDD is connected to the apparatus.

FIG. 4 is flowchart illustrating password setting of an HDD
according to a first exemplary embodiment.

FIG. 5 is a flowchart illustrating password setting of an
HDD according to a second exemplary embodiment.

DESCRIPTION OF THE EMBODIMENTS

Various exemplary embodiments, features, and aspects of
the invention will be described in detail below with reference
to the drawings.

There are two conceivable situations where the second
HDD is additionally attached, in addition to the first HDD that
has already been attached. The first situation is where an
additional HDD is newly attached to start mirroring. The
second situation is where one of the HDDs fails in the midst
of execution of the mirroring and the failed HDD is replaced
with a new HDD.

In a first exemplary embodiment, measures to be taken in
the situation where the additional HDD is newly attached to
start the mirroring will be described.

In a second exemplary embodiment, measures to be taken
in the situation where one of the HDDs fails in the midst of
execution of the mirroring and the failed HDD is replaced
with a new HDD will be described.

The first exemplary embodiment will be described.

FIG. 1is ablock diagram illustrating a configuration of the
MFP 1.

The MFP 1 is an example of the information processing
apparatus, and includes a main controller 100, a disk array
device 200, an HDD 301, an HDD 302, a user interface (UI)
400, a scanner (not illustrated) and a printer (not illustrated).
The information processing apparatus is not limited to an
MEFP (for example, the information processing apparatus may
be a personal computer (PC)). The disk array device 200 and
the HDD 302 are detachably attached to the MFP 1 as options.
Further, the HDD 301 is assumed to be attached to the MFP 1
according to standard, but may be detachably attached to the
MEFP 1 as options. Alternatively, the disk array device 200, the
HDD 301, and the HDD 302 may be present outside the MFP
1. When the disk array device 200 and the HDD 302 are not
attached, the HDD 301 is directly connected to the main
controller 100.

The main controller 100 comprehensively controls the
MFP 1.

A central processing unit (CPU) 101 controls the units in
the main controller 100, the disk array device 200, and the Ul
400, for example.

A read-only memory (ROM) 102 stores programs used by
the CPU 101.
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A random access memory (RAM) 103 serves as a work
area when the CPU 101 operates.

A static random access memory (SRAM) 104 stores vari-
ous types of data used when the CPU 101 operates.

A unique information holding unit 105 holds unique infor-
mation of the MFP 1.

A password generation unit 106 generates passwords,
based on unique IDs acquired from the HDD and the MFP 1
unique information held by the unique information holding
unit 105, according to commands of the CPU 101. A method
for acquiring a unique ID from an HDD is assumed to use
IDENTIFY DEVICE, which is a serial advanced technology
attachment (SATA) command, but other methods may be
used.

A password management unit 107 holds and manages the
passwords generated from the password generation unit 106.

The units 105 through 107 are not separately present as
hardware, but the CPU 101 may be allowed to execute these
functions as a single unit.

An HDD control unit 108 performs transmission/reception
of data between the main controller 100 and the disk array
device 200.

The disk array device 200 performs write or read (storage
control) of data to or from the HDD 301 and the HDD 302,
according to instructions from the main controller 100.

A mirroring control unit 201 executes mirroring of the
HDD 301 and the HDD 302, which will be described below
with reference to FIG. 2. The mirroring is a technique in
which the same data is written in two HDDs, and in this way,
even if one of the HDDs fails, the data can be restored using
data in the other HDD.

A data storage unit 202 stores various types of data used for
mirroring. Examples of the data storage unit 202 include a
flash ROM and an SRAM holding data with a button-type
battery. The data storage unit 202 stores the data including the
types and the number of HDDs, for example.

The HDD 301 (first storage device) and the HDD 302
(second storage device) are nonvolatile storage devices for
storing data. Other storage devices than HDDs such as solid
state drives (SSDs) may alternatively be used.

The UI 400 provides various types of information to users
via a display and receives various instructions from users via
buttons or the like.

FIG. 2 is a state transition diagram of the disk array device
200.

The disk array device 200 has two operation modes, which
are a single mode and a mirroring mode.

In the single mode, the disk array apparatus 200 operates
with a single HDD.

In the mirroring mode, the disk array apparatus 200 oper-
ates with two HDDs attached thereto. The mirroring mode
includes four states: a mirror state, a degraded state, a rebuild-
ing state, and a halt state.

The mirror state is a state in which the disk array apparatus
200 properly operates with two HDDs. In the mirror state, the
disk array apparatus 200 executes reading only from a master
HDD of the two HDDs, and executes writing on both the
master HDD and a slave HDD. In the mirror state, if one (the
first HDD) of the HDDs fails, the disk array apparatus 200
transfers to the degraded state. In the mirror state, if the CPU
101 gives command for transferring to the rebuilding state,
the disk array apparatus 200 transfers to the rebuilding state.

The degraded state is a state in which the disk array appa-
ratus 200 operates with only one (not-failed-yet HDD) of the
HDDs and access to the other HDD (failed HDD) has not yet
occurred. In the degraded state, in a state where an automatic
rebuilding function is ON (default setting) and the new HDD
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is attached in substitution for the failed HDD, the disk array
apparatus 200 transfers to the rebuilding state. In the degraded
state, in a state where the automatic rebuilding function is
OFF, even if the new HDD is attached in substitution for the
failed HDD, the disk array apparatus 200 remains in the
degraded state. In the degraded state, the CPU 101 gives
command for transferring to the rebuilding state, the disk
array apparatus 200 transfers to the rebuilding state. In the
degraded state, if the not-failed-yet HDD (the second HDD)
also fails, the disk array apparatus 200 transfers to the halt
state.

The rebuilding state is a state in which the disk array
apparatus 200 operates with one HDD (the not-failed-yet
HDD previously attached), but copies (rebuilds) data from the
one HDD to the other HDD (the HDD additionally attached to
replace the failed HDD). In this case, the copy source HDD
(the not-failed-yet HDD previously attached) is referred to as
a master HDD, and the copy destination HDD (the HDD
newly attached to replace the failed HDD) is referred to as a
slave HDD. Upon completion of rebuilding data in the
rebuilding state, the disk array apparatus 200 transfers to the
mirror state. [f the slave HDD fails in the rebuilding state, the
disk array apparatus 200 transfers to the degraded state. If the
master HDD fails in the rebuilding state, the disk array appa-
ratus 200 transfers to the halt state.

The halt state is a state in which the disk array apparatus
200 cannot continue mirroring because both the HDDs have
failed.

In the single mode, if the initial rebuilding function is ON
(default setting) and the user gives instructions for transfer-
ring to the mirroring mode, the disk array apparatus 200
transfers to the rebuilding state. In the single mode, if the
initial rebuilding function is OFF and the user gives instruc-
tions for transferring to the mirroring mode, the disk array
apparatus 200 transfers to the mirror state.

In any one of the above states of the mirroring mode, upon
receiving instructions for transferring to the single mode from
the user, the disk array apparatus 200 transfers to the single
mode.

FIG. 3 is a flow chart illustrating a control process executed
when an HDD is connected to the apparatus. The control
according to the present flowchart is realized by mainly a
microcomputer (not illustrated) built in the HDD executing
the program.

First, in step S101, the HDD detects that the HDD is pow-
ered on.

Next, in step S102, the HDD determines whether a pass-
word is set for the HDD. If YES in step S102, the operation
proceeds to step S103. If NO in step S102, the processing
ends.

IfYES in step S102, in step S103, the HDD locks the HDD,
and disables access (read/write) to data on the HDD.

Next, in step S104, the HDD acquires the password held in
the MFP 1.

Next, in step S105, the CPU 101 compares the password
acquired in step S104 and the password set for the HDD to
determine whether these passwords coincide with each other.
This is an authentication of the HDD using the password. If
YES in step S105, the operation proceeds to step S106. IfNO
in step S105, the operation proceeds to step S107.

In a case where a plurality of passwords is held in the MFP
1, the CPU 101 acquires these in sequence, and determines
whether the acquired passwords coincide with the password
set for the HDD. Then, of the plurality of passwords held in
the MFP 1, if there is even one that coincides with the pass-
word set for the HDD, it is determined as YES in step S105.
Further, of the plurality of passwords held in the MFP 1, if
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there is no password that coincides with the password set for
the HDD, it is determined as NO in step S105.

IfYES in step S105, in other words, if authentication of the
HDD is successful, in step S106, the HDD unlocks the HDD,
and the CPU 101 enables access (read/write) of data on the
HDD. In other words, the HDD permits access to the HDD.

IfNO in step S105, in other words, if authentication of the
HDD fails, in step S107, the HDD notifies the MFP 1 of an
error. In other words, the HDD prohibits access to the HDD.
At that time, when the MFP 1 receives notification of the error
from the HDD, the CPU 101 causes the Ul 400 to display
accordingly.

FIG. 4 is a flowchart illustrating password setting of the
HDD according to the first exemplary embodiment. The con-
trol process according to the present flowchart is realized
mainly by reading the program stored in the ROM 102 to the
RAM 103 and to executing the program by the CPU 101.

First, in step S201, the disk array device 200 operates in the
single mode.

Next, in step S202, the CPU 101 determines whether the
CPU 101 has received an instruction for transferring to the
mirroring mode from the user, via the UI 400. If YES in step
S202, the operation proceeds to step S203. If NO in step
S202, the CPU 101 stands by until the CPU 101 receives the
instruction (YES in step S202).

IfYES instep S202, in step S203, the CPU 101 accesses the
data storage unit 202, via the mirroring control unit 201, and
sets the initial rebuilding function to OFF. The initial rebuild-
ing function is a function of executing the rebuilding, when
the data storage unit 202 transfers from the single mode to the
mirroring mode.

Next, in step S204, the CPU 101 sends a command to the
mirroring control unit 201, and causes the disk array device
200 to transfer from the single mode to the mirroring mode.
Upon receiving the command from the CPU 101, the mirror-
ing control unit 201 checks ON/OFF state of the initial
rebuilding function stored in the data storage unit 202. Next,
the mirroring control unit 201 determines one of the states in
the mirroring mode based on the result, and causes the disk
array device 200 to transfer to the determined state. In the
present exemplary embodiment, since the initial rebuilding
function is set to OFF in step S203, the mirroring control unit
201 determines the mirror state as a state to which the disk
array device 200 is transferred. Conventionally, since the
initial rebuilding function is set to ON as a default setting, the
mirroring control unit 201 determines the rebuilding state as
a state to which the disk array device 200 is transferred. Thus,
before a password is set for a new HDD, rebuilding is
executed.

Next, in step S205, the CPU 101 sends a command to the
mirroring control unit 201 and acquires unique 1D of the
newly attached HDD. Each HDD is assigned with aunique ID
of its own, and the unique ID is previously stored when the
HDDs are shipped from factories, for example. Thus, upon
receiving the command from the CPU 101, the mirroring
control unit 201 sends the unique ID of the new HDD to the
RAM 103. Regarding the unique ID acquisition of the HDD,
the mirroring control unit 201 autonomously acquires the
unique ID, holds it on the data storage unit 202, and may
output it from the data storage unit 202, upon receiving an
IDENTIFY DEVICE command from the CPU 101.

Next, in step S206, the CPU 101 sends a command to the
password generation unit 106, and causes the password gen-
eration unit 106 to generate a password, based on the unique
1D acquired in step S205 and held in the RAM 103 and unique
information of the MFP 1 held in the unique information
holding unit 105.
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Next, in step S207, the CPU 101 sends the password gen-
erated by the password generation unit 106 to the password
management unit 107, which holds the password.

Next, in step S208, the CPU 101 set the password held in
the password management unit 107 for the newly connected
HDD, via the mirroring control unit 201.

Next, in step S209, the CPU 101 sends a command to the
mirroring control unit 201 to cause the disk array device 200
to transfer from the mirror state to the rebuilding state. Upon
receiving the command from the CPU 101, the mirroring
controlunit 201 causes the disk array device 200 to transfer to
the rebuilding state, according to the command.

Next, in step S210, the CPU 101 accesses the data storage
unit 202 via the mirroring control unit 201 and sets the initial
rebuilding function to ON.

As described above, in the present exemplary embodiment,
the CPU 101 performs control to prohibit execution of the
rebuilding on the HDD, for a period until a password is set for
the newly connected HDD.

In parallel with this, the CPU 101 may perform control to
prohibit write of data on the HDD corresponding to write
command from the main controller, for a period until a pass-
word is set for the newly connected HDD.

According to the first exemplary embodiment, in the situ-
ation where the additional HDD is newly attached to start the
mirroring, the following becomes possible. Specifically, it
becomes possible to prevent the rebuilding from being
executed on the newly attached HDD before a password is set
for the newly attached HDD.

In the second exemplary embodiment, in the midst of
execution of mirroring, measures to be taken in the situation
where one of the HDDs fails and the failed HDD is replaced
with the new HDD will be described.

The block diagram illustrating a configuration of the MFP
1 is similar to that in the first exemplary embodiment which
will be described above with reference to FIG. 1, and there-
fore redundant descriptions thereof will be avoided.

Further, the state transition diagram of the disk array device
200 is similar to that in the first exemplary embodiment,
which will be described above with reference to FIG. 2, and
therefore redundant descriptions thereof will be avoided.

Further, the flowchart illustrating a control process
executed when the second HDD is newly attached while the
first HDD is already attached is similar to that in the first
exemplary embodiment, which will be described above with
reference to FIG. 3, and therefore redundant descriptions
thereof will be avoided.

FIG. 5 is a flowchart illustrating password setting of the
HDD according to the second exemplary embodiment. The
control process according to the present flowchart is realized
by mainly by reading the program stored in the ROM 102 to
the RAM 103 and executing the program by the CPU 101.

First, in step S301, the disk array device 200 operates in the
degraded state.

Next, in step S302, the CPU 101 determines via the mir-
roring control unit 201 whether the failed HDD is removed. If
YES in step S302, the operation proceeds to step S303. IfNO
in step S302, the CPU 101 stands by until the failed HDD is
removed (YES in step S302).

IfYES in step S302, specifically, if the CPU 101 detects
that the failed HDD is removed, next in step S303, the CPU
101 accesses the data storage unit 202 via the mirroring
control unit 201 and sets the automatic rebuilding function to
OFF. The automatic rebuilding function is a function of
executing the rebuilding automatically, when the HDD is
replaced in the degraded state. The processing in step S303
may be performed during the degraded state.
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Next, in step S304, the CPU 101 determines via the mir-
roring control unit 201 whether the new HDD has been
attached. If YES in step S304, the operation proceeds to step
S205. IfNOin step S304, the CPU 101 stands by until the new
HDD is attached (YES in step S304). In the present exem-
plary embodiment, since the automatic rebuilding function is
setto OFF instep S303, even if the new HDD is attached in the
degraded state, the new HDD will never immediately transfer
to the rebuilding state. Conventionally, since the automatic
rebuilding function is set to ON in the default setting, the new
HDD will be transferred to the rebuilding state as soon as the
new HDD is attached in the degraded state, and the rebuilding
is executed before the password is set for the new HDD.

In steps S205 through S209, the processing similar to those
in the first exemplary embodiment is performed.

Next, in step S305, the CPU 101 accesses the data storage
unit 202 via the mirroring control unit 201 and sets the auto-
matic rebuilding function to ON.

As described above, in the present exemplary embodiment,
the CPU 101 controls to prohibit execution of the rebuilding
on the HDD, for a period until a password is set for the newly
connected HDD.

In parallel with this, the CPU 101 may control to prohibit
write of data on the HDD corresponding to write command
from the main controller, for a period until the password is set
for the newly connected HDD.

According to the second exemplary embodiment, in the
situation where one of the HDDs fails in the midst of execu-
tion of mirroring and the failed HDD is replaced with the new
HDD, the following becomes possible. Specifically, it
becomes possible to prevent the rebuilding from being
executed on the newly attached HDD before the password is
set for the newly attached HDD.

Other Embodiments

Aspects of the present invention can also be realized by a
computer of a system or apparatus (or devices such as a CPU
or MPU) that reads out and executes a program recorded on a
memory device to perform the functions of the above-de-
scribed embodiments, and by a method, the steps of which are
performed by a computer of a system or apparatus by, for
example, reading out and executing a program recorded on a
memory device to perform the functions of the above-de-
scribed embodiments. For this purpose, the program is pro-
vided to the computer for example via a network or from a
recording medium of various types serving as the memory
device (e.g., a computer-readable medium). In such a case,
the system or apparatus, and the recording medium where the
program is stored, are included as being within the scope of
the present invention.

While the present invention has been described with refer-
ence to exemplary embodiments, it is to be understood that
the invention is not limited to the disclosed exemplary
embodiments. The scope of the following claims is to be
accorded the broadest interpretation so as to encompass all
modifications, equivalent structures, and functions.

This application claims priority from Japanese Patent
Application No. 2011-274888 filed Dec. 15, 2011, which is
hereby incorporated by reference herein in its entirety.

What is claimed is:

1. A control method for an information processing appara-
tus connected to a first storage device and a second storage
device via a storage control device, the control method com-
prising:
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detecting, when the storage control device operates in a
mirroring mode, that the second storage device is con-
nected to the information processing apparatus;

setting authentication information for the second storage
device after the detection unit has detected that the sec-
ond storage device is connected to the information pro-
cessing apparatus; and

copy data stored in the first storage device to the second
storage device, after the setting unit has set the authen-
tication information for the second storage device.

2. A non-transitory computer-readable storage medium
storing a program for causing an information processing
apparatus connected to a first storage device and a second
storage device via a storage control device to execute opera-
tions, the operations comprising:

instructing the storage control device to transfer to a mode
for writing data to the first storage device and the second
storage device;

setting authentication information for the second storage
device after the the storage control device has been
instructed to transfer to the mode for writing data to the
first storage device and the second storage device; and

copying data stored in the first storage device to the second
storage device after the authentication information for
the second storage device has been set.

3. A non-transitory computer-readable storage medium
storing a program for causing an information processing
apparatus connected to a first storage device and a second
storage device via a storage control device to execute opera-
tions, the operations comprising:

detecting, when the storage control device operates in a
mirroring mode, that the second storage device is con-
nected to the information processing apparatus;

setting authentication information for the second storage
device after the detection unit has detected that the sec-
ond storage device is connected to the information pro-
cessing apparatus; and

copy data stored in the first storage device to the second
storage device, after the setting unit has set the authen-
tication information for the second storage device.

4. A control method for an information processing appara-
tus connected to a first storage device and a second storage
device via a storage control device, the control method com-
prising:

instructing the storage control device to transfer to a mode
for writing data to the first storage device and the second
storage device;

setting authentication information for the second storage
device after the the storage control device has been
instructed to transfer to the mode for writing data to the
first storage device and the second storage device; and

copying data stored in the first storage device to the second
storage device after the authentication information for
the second storage device has been set.

5. An information processing apparatus connected to a first
storage device and a second storage device via a storage
control device, the information processing apparatus com-
prising:

a detection unit configured, when the storage control
device operates in a mirroring mode, to detect that the
second storage device is connected to the information
processing apparatus;

a setting unit configured to set authentication information
for the second storage device after the detection unit has
detected that the second storage device is connected to
the information processing apparatus; and
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a copying unit configured to copy data stored in the first
storage device to the second storage device after the
setting unit has set the authentication information for the
second storage device.

6. The information processing apparatus according to
claim 5, wherein the second storage device, when a power
source of the second storage device is turned ON, compares
the authentication information set for the second storage
device and authentication information held in the information
processing apparatus to perform authentication, if the authen-
tication is successful, permits access to the second storage
device, and if the authentication fails, prohibits access to the
second storage device.

7. The information processing apparatus according to
claim 5, further comprising a detection unit configured to
detect that the second storage device is removed from the
information processing apparatus,

wherein the setting unit sets an automatic rebuilding func-
tion of the storage control device to OFF, in response to
the fact that the detection unit detects that the second
storage device is removed from the information process-
ing apparatus.

8. An information processing apparatus connected to a first
storage device and a second storage device via a storage
control device, the information processing apparatus com-
prising:

an instruction unit configured to instruct the storage control
device to transfer to a mode for writing data to the first
storage device and the second storage device;

a setting unit configured to set authentication information
for the second storage device after the instruction unit
has instructed the storage control device to transfer to the
mode for writing data to the first storage device and the
second storage device; and

a copying unit configured to copy data stored in the first
storage device to the second storage device after the
setting unit has set the authentication information for the
second storage device.

9. The information processing apparatus according to
claim 8, wherein the storage control device, while operating
in a single mode, if an instruction for transferring to the mode
for writing data to the first storage device and the second
storage device is given, transfers to a mirror state.

10. The information processing apparatus according to
claim 8, wherein the second storage device, when a power
source of the second storage device is turned ON, compares

10

15

20

25

30

35

40

45

10

the authentication information set for the second storage
device and authentication information held in the information
processing apparatus to perform authentication, if the authen-
tication is successful, permits access to the second storage
device, and if the authentication fails, prohibits access to the
second storage device.

11. The information processing apparatus according to
claim 8, further comprising a prohibition unit configured to
prohibit writing data to the second storage device until the
authentication information is set for the second storage
device.

12. The information processing apparatus according to
claim 8, further comprising a prohibition unit configured to
prohibit writing data to the second storage device until the
authentication information is set for the second storage
device.

13. The information processing apparatus according to
claim 8, wherein the mode for writing data to the first storage
device and the second storage device is a mirroring mode.

14. The information processing apparatus according to
claim 8, wherein the authentication information is a password
generated based on identification data of the second storage
device.

15. The information processing apparatus according to
claim 8, further comprising a specifying unit configured,
when the storage control device operates in a single mode, to
specify an initial rebuilding function of the storage control
device as OFF,

wherein the instruction unit instructs the storage control
device to transfer to the mode for writing data to the first
storage device and the second storage device in a state
where the initial rebuilding function of the storage con-
trol device is specified as OFF.

16. The information processing apparatus according to
claim 15, further comprising a reception unit configured to
receive an instruction for causing the storage control device to
transfer to the mode for writing data to the first storage device
and the second storage device,

wherein the specifying unit specifies an initial rebuilding
function of the storage control device as OFF, in
response to the fact that the reception unit has received
the instruction.



