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1
METERING TRAFFIC FOR A MOBILE
DEVICE

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application is a continuation of U.S. patent applica-
tion Ser. No. 13/278,179, filed Oct. 21, 2011.

BACKGROUND

The scarcity of spectrum for mobile broadband networks is
a challenge for stakeholders in the mobile landscape, such as
users, content providers, and mobile operators (MOs). As
users migrate more computing tasks to smartphones and tab-
lets using mobile networks, the scarcity can be expected to
worsen. In response to these challenges, the MOs are taking
steps to alleviate this scarcity. The MOs may improve net-
work capacity with updates to network infrastructure, such as
purchasing more spectrum, increasing spatial reuse by
deploying a higher density of cell towers, or deploying fem-
tocells to homes and small businesses. However, such updates
incur significant costs.

Given the current capacity crunch, MOs typically address
this challenge by limiting network use, including the impo-
sition of bandwidth caps. Bandwidth caps are typically imple-
mented through plans that set a threshold on the amount of
data that can be sent over the mobile network without incur-
ring overage charges. When a subscriber consumes data
beyond the alloted threshold, the additional data is billed at a
higher rate to disincentivize users from consuming large
amounts of data.

Other approaches to limit network use include limiting the
types of applications that users are allowed to run over the
mobile network, using traffic shaping to reduce performance
when a subscriber consumes more than the alloted threshold,
and disabling OS features such as tethering. Tethering
enables a smartphone to provide network access to a laptop
computer, thereby increasing the potential for high band-
width consumption over mobile networks. These approaches
reduce the flexibility for mobile users, and limit the number of
mobile users that a content provider may otherwise reach.

In some cases, large content providers are even entering the
mobile ISP business, and striking deals with existing MOs for
revenue sharing and traffic prioritization. However, users are
left out of such deals and may lack means to benefit from them
because once a user has reached their bandwidth threshold,
the user can no longer benefit from the increased access.

SUMMARY

The following presents a simplified summary of the inno-
vation in order to provide a basic understanding of some
aspects described herein. This summary is not an extensive
overview of the claimed subject matter. It is intended to
neither identify key or critical elements of the claimed subject
matter nor delineate the scope of the subject innovation. Its
sole purpose is to present some concepts of the claimed sub-
ject matter in a simplified form as a prelude to the more
detailed description that is presented later.

The claimed subject matter provides a method for split
billing. The method includes receiving a requested token. The
requested token specifies conditions under which network
traffic is billed against a third party for content requested from
a mobile computing device over a mobile broadband network
(or any network where there is usage-based billing). The
method also includes matching network traffic between the
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mobile computing device and a content provider to the speci-
fied conditions. The method further includes metering the
matched network traffic to a billing account for the third party.

The claimed subject matter provides a system for split
billing. The system includes a processing unit and a system
memory. The system memory includes code configured to
direct the processing unit to perform split billing. A requested
token is received that specifies conditions under which net-
work traffic is billed against a third party for content requested
from the mobile computing device. Network traffic between
the mobile computing device and a content provider is
matched to the specified conditions using a secure runtime
environment. The matched network traffic is metered to a
billing account for the third party, using the secure runtime
environment. A data service charge for the matched network
traffic is credited on an account for the mobile computing
device. The third party is charged for the data service charge.

Additionally, the claimed subject matter includes a com-
puter-readable storage media. The computer-readable storage
media includes code configured to direct a processing unit to
receive a requested token that specifies conditions under
which network traffic is billed against a third party for content
requested from the mobile computing device. Network traffic
between the mobile computing device and a content provider
is matched to the conditions specified by the token, using a
secure runtime environment. The matched network traffic is
metered to a billing account for the third party, using the
secure runtime environment. The content provider is a cloud
service or a website. A data service charge for the matched
network traffic is credited on an account for the mobile com-
puting device. The third party is charged for the data service
charge. The data service charge comprises a mobile network
bandwidth cost of the request.

The following description and the annexed drawings set
forth in detail certain illustrative aspects of the claimed sub-
jectmatter. These aspects are indicative, however, of a few of
the various ways in which the principles of the innovation
may be employed and the claimed subject matter is intended
to include all such aspects and their equivalents. Other advan-
tages and novel features of the claimed subject matter will
become apparent from the following detailed description of
the innovation when considered in conjunction with the draw-
ings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a system for split billing operating in accordance
with the claimed subject matter;

FIG. 2 is a method for split billing in accordance with the
claimed subject matter;

FIG. 3 is a process flow diagram of a method for split
billing, in accordance with the claimed subject matter;

FIG. 4 is a block diagram of an exemplary networking
environment for implementing various aspects of the claimed
subject matter; and

FIG. 5 is a block diagram of an exemplary operating envi-
ronment for implementing various aspects of the claimed
subject matter.

DETAILED DESCRIPTION

The claimed subject matter is described with reference to
the drawings, wherein like reference numerals are used to
refer to like elements throughout. In the following descrip-
tion, for purposes of explanation, numerous specific details
are set forth in order to provide a thorough understanding of
the subject innovation. It may be evident, however, that the
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claimed subject matter may be practiced without these spe-
cific details. In other instances, well-known structures and
devices are shown in block diagram form in order to facilitate
describing the subject innovation.

As utilized herein, the terms “component,” “system,” “cli-
ent” and the like are intended to refer to a computer-related
entity, either hardware, software (e.g., in execution), and/or
firmware, or a combination thereof. For example, a compo-
nent can be a process running on a processor, an object, an
executable, a program, a function, a library, a subroutine,
and/or a computer or a combination of software and hard-
ware.

By way of illustration, both an application running on a
server and the server can be a component. One or more
components can reside within a process and a component can
be localized on one computer and/or distributed between two
or more computers. The term “processor” is generally under-
stood to refer to a hardware component, such as a processing
unit of a computer system.

Furthermore, the claimed subject matter may be imple-
mented as a method, apparatus, or article of manufacture
using standard programming and/or engineering techniques
to produce software, firmware, hardware, or any combination
thereof to control a computer to implement the disclosed
subject matter. The term “article of manufacture” as used
herein is intended to encompass a computer program acces-
sible from any non-transitory computer-readable device, or
media.

As used herein, computer-readable storage media consists
of magnetic storage devices (e.g., hard disk, floppy disk, and
magnetic strips, among others), optical disks (e.g., compact
disk (CD), and digital versatile disk (DVD), among others),
smart cards, and flash memory devices (e.g., card, stick, and
key drive, among others).

Of course, those skilled in the art will recognize many
modifications may be made to this configuration without
departing from the scope or spirit of the claimed subject
matter. Moreover, the word “exemplary” is used herein to
mean serving as an example, instance, or illustration. Any
aspect or design described herein as “exemplary” is not nec-
essarily to be construed as preferred or advantageous over
other aspects or designs.

In one embodiment, a network architecture is provided that
may accommodate content providers, both big and small. The
network architecture provides split billing for data usage on
mobile broadband networks (or any network where there is
usage-based billing). Split billing enables content providers
pay for the traffic generated by mobile users visiting their
websites or using their services. This architecture allows for
transparency between the content providers, mobile opera-
tors, and users. This architecture removes the barriers
between content providers and customers, meaning that a
provider can enter into agreements with their customers to
offer to pay for specific network traffic. This architecture may
be implemented without the cooperation of the mobile opera-
tors (MOs) for such agreements. However, the MOs may
continue to participate in such bandwidth cost sharing agree-
ments. The architecture may implemented on smartphones
and tablets, or even other mobile computing devices includ-
ing laptops and netbooks.

FIG. 1 is a system 100 for split billing, operating in accor-
dance with the claimed subject matter. The system 100 may
include mobile computing devices (devices) 102, mobile net-
works 104, content servers 106, and a network 108. The
devices 102 may include mobile computing devices, such as
smartphones, computer tablets, and other mobile computing
devices, operated by mobile users. The mobile networks 104
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may include mobile broadbandnetworks operated by mobile
operators. The content servers 106 may include web servers,
cloud servers, and other computing architectures that provide
content to various users. The network 108 may include any
network or combination of networks that provide access to
the content servers 106. In one embodiment, the network 108
may be the Internet.

Typically, a mobile user enters into an agreement with the
mobile operator for access from the device 102 to the mobile
network 104 for both voice and data services. For data ser-
vices, the mobile networks 104 provide access to content
servers 106 over the network 108. The devices 102 may
retrieve content by accessing websites or cloud services from
content servers 106.

Inone embodiment, the devices 102 may include a network
metering system 110 that creates billing accounts and meters
traffic associated with each billing account. This may alter-
natively be accomplished using the mobile networks 104 or
content servers 106. However, changing the networks 104,
and servers 106 may be expensive. The creation of multiple
billing accounts and metering traffic to be associated with
each billing account can also be accomplished without
involving the devices 102. Instead, this may alternatively be
accomplished by implementing support within the networks
104 or directly on the servers 106. However, moditying the
networks 104 and servers 106 may be expensive. The network
metering system 110 is described in greater detail with
respect to FIG. 2.

This system 100 enables any content provider to pay solely
for the traffic that users generate to their own sites. Advanta-
geously, the system 100 could give MOs additional incentives
to invest in their network infrastructure because it increases
the pool of customers by including content providers (or any
third-party) who may be willing to pay higher prices than
individual consumers can tolerate.

The system 100 enables a user to identify a certain type of
traffic meant for a certain content server 106 and mobile
device 102 for use at a particular time to be billed against the
user’s data service plan. In this way, the system 100 provides
a mechanism to allow content providers of any size to com-
pete for user traffic by offering to compensate users for band-
width consumption when the users visit their content servers
106, e.g., websites. Bandwidth-intensive websites, such as
those streaming movies, may enable mobile users to visit
them without having to pay for exceeding bandwidth caps.
Bandwidth caps are the limits some mobile operators put on
data services plans in order to conserve bandwidth on the
mobile networks 104. In another use of the system 100, the
mobile user may create a billing account enabling them to bill
bandwidth costs for enterprise VPN traffic (and other work-
related applications) directly to their employer. In this way,
mobile users may use a single device 102 for both work and
personal use.

Additionally, the devices 102 can run applications, such as
peer-to-peer applications, where the traffic generated by the
application is done on behalf of another user or device 102.
For example, parents may want their children to run continu-
ous monitoring applications on the children’s smartphones to
let the parents know where they are. Parents can encourage
children to run these applications by having their monitoring
usage billed to the parents’ phones.

The individual MOs can choose what payment options it
accepts from its mobile users. For example, some operators
might choose to keep the mobile user solely responsible for
paying the entire data bill. In this case, mobile users are
responsible for collecting their own payments directly from
any content providers or other third parties they entered
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agreements with. Alternatively, the MO may choose to act as
an intermediary between mobile users and third parties, ofter-
ing a billing system in which both mobile users and third
parties share the responsibility of making payments. Such
flexibility may enable MOs to differentiate their services
from each other.

Alternatively, content providers and mobile operators can
also form agreements without burdening the mobile user. The
system 100 may enable any content provider to enter agree-
ments with MOs regarding their network traffic. Advanta-
geously, the system 100 may be implemented using the capa-
bilities of today’s oft-the-shelf mobile devices 102, without
changes to the networks 104, 106. This is advantageous
because changes to the networks 104, 106 raise deployment
costs.

Further, the system 100 may provide accountability. Any of
the stakeholders, whether a mobile user, third party, or mobile
operator, may be able to verify who is responsible for which
data plan charges. The performance overhead may also be
negligible to mobile users.

The system 100 also provides for an incremental deploy-
ment. An incremental deployment means that the system may
be deployed without coordination with the MOs or having the
MOs change the mobile networks 104. In particular, the sys-
tem 100 may be deployed in such a way that content providers
(or other billing entities) can directly form relationships with
end users. In this way, the system 100 may lower the barriers
to entry for content providers to subsidize their customers’
bandwidth costs. This flexible agreement framework pro-
vides a level playing field for all content providers, big and
small.

Additionally, the content providers may indirectly fund
infrastructure improvements to the mobile networks 104 in a
way that makes sense from a revenue and profit perspective.
The content providers understand how much the additional
user traffic is worth to them in terms of additional profit, and
therefore they can subsidize the users’ traffic accordingly.

FIG. 2 is a block diagram of a software environment 200 of
the mobile device 102, operating in accordance with the
claimed subject matter. In one embodiment, the software
environment 200 may include the network metering system
110, which runs in an isolated trusted execution environment
on the mobile device 102 that implements split billing. On
each device 102, the network metering system 110 manages a
set of rules on how to bill data services. For example, data
consumed by visiting Netflix® could be billed to the user’s
Netflix® account, whereas data consumed over an enterprise
VPN connection could be billed to the user’s employer. The
network metering system 110 may run strongly isolated from
the rest of the environment 200 in such a way that any security
compromise (including an OS compromise) does not com-
promise network metering. The network metering system 110
may rely on the mobile device’s trusted computing features
(e.g., ARM TrustZone) to provide a trusted execution envi-
ronment isolated from the rest of the software environment
200, and for producing an attestation of each bill. The attes-
tation of the bill may be produced using a concept similar to
the remote attestation mechanism provided by trusted plat-
form modules (TPMs).

With TrustZone, ARM offers two runtime environments, a
normal runtime 202, and a secure runtime 204. An operating
system (OS) 206 and user applications 208 run in the normal
runtime 202. Any trusted component runs in the secure runt-
ime 204. The ARM TrustZone offers hardware support for
memory protection of the secure runtime 204, which means
that the OS 206 cannot access any memory allocated to the
secure runtime 204. During the boot process, the device 102
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first initializes the secure runtime 204 in isolated memory
dedicated to the secure runtime 204, before passing control to
the normal runtime 202 where the OS 206 boots. This isolated
memory maintains the state of all the code running in the
secure runtime 204, and cannot be addressed from the normal
runtime 202. The typical way to transition between runtimes
202, 204 is via the ARM secure monitor call (smc) instruc-
tion, which invokes a secure monitor that performs the con-
text switch. Alternatively, interrupts can be mapped to the
different runtimes 202, 204, and when an interrupt occurs for
the runtime that is not currently executing, the secure monitor
is invoked to handle the interrupt. Setting up the interrupt
mapping is controlled by the secure runtime 204 when the
device boots. The network metering system 110 maps the
mobile device interrupts to the secure runtime 204 to ensure
that its metering functionality cannot be disabled by a com-
promised OS 206.

The network metering system 110 may include a SIMlet
210, third party billing 212, a packet filter 214, e.g., the
Berekely Packet Filter, and a trusted SIMlet manager 216.
The name, SIMlet, is a derivative of SIM, from subscriber
identity module, e.g., the SIM card in mobile devices 102.
The SIM card is an integrated circuit that securely stores keys
that identify a “subscriber,” i.e., mobile user, on the mobile
device 102 to the mobile network 104. This enables the
mobile operators to bill the user for use of the mobile network
104.

In contrast, a SIMlet 210 is a token that acts as a simple
packet filter to associate individual data traffic with specific
billing accounts, thereby generating third party billing 212.
The third party billing may 212 may include separate
accounts for various content providers, employers, and other
third parties. Today, some mobile phones support dual SIM
cards. The SIMlets 210 may be regarded as the equivalent of
being able to insert multiple SIM cards into a phone, along
with a set of rules that indicate which traffic should be billed
to which SIM card.

In one embodiment, the SIMlet 210 may use the Berkeley
Packet Filter (BPF) 214. The BPF 214 provides, on some
Unix-like systems, a raw interface to data link layers, permit-
ting raw link-layer packets to be sent and received. In addi-
tion, the BPF 214 supports filtering packets, so that only
packets destined for recognized third parties are identified.
The SIMlet 210 may also use the ARM TrustZone feature
built into modern ARM System-on-Chip’s (SoCs) to provide
the secure runtime environment 204 for the SIMlets 210.
Using TrustZone enables trustworthy metering of which traf-
fic is assigned to which billing account even if malware
infects the OS 206.

Each SIMlet 210 corresponds to a billing account, is issued
by a content provider, and is destined to a mobile device 102.
The SIMlet 210 also includes a rule that specifies the condi-
tions under which data is allowed to be billed against a third
party. For example, Netflix® could issue a SIMlet whose
policy specifies that all 3G data to or from netflix.com is paid
for by Netflix®.

Markup Language 1 depicts an example SIMlet 210 in
XML format:

<simlet>
<issuer>simletSRV01.DOMAIN.NAME</issuer>
<recipient>PHONE-NUMBER</recipient>
<time>
<start>START.DATE</start>
<end>END.DATE</end>
</time>
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-continued

<bpf_filter>dst host DOMAIN.NAME</bpf_ filter>
<signature>Simlet’s signature</signature>
</simlet>
MARKUP LANGUAGE 1

In this example, the issuer of the SIMlet is a third party
identified by DOMAIN NAME, and the recipient is a mobile
user identified by their PHONE NUMBER. The SIMlet 210
may have a START DATE and an END DATE, and may be
used only during this time. Markup Language 1 uses BPF
syntax to specify the SIMlet’s policy, although SIMlets 210
could use a more expressive policy language. SIMlets 210
may also be signed by their issuers to prevent fraud through
modification.

The trusted SIMlet manager 216 may request and store
SIMlets 210. The SIMlet manager 216 may run inside the
secure runtime 204, and is therefore isolated from the OS 206
and applications 208. However, any application 208 may
invoke the SIMlet manager 216 to request a SIMlet 210 from
a content server 106. The SIMlet manager is a piece of code
whose job is to manage SIMlets 210. The SIMlet manager
runs in the secure runtime 204. Any application, however, can
call into the secure runtime to access any service. In this case,
any application can invoke the SIMlet manager to request
access to a SIMlet 210. The SIMlet 210 is a piece of data
which is signed and can be passed to anyone. There’s nothing
secret about the SIMlet 210 itself. However, billing traffic
against a particular SIMlet 210 may be restricted to being
performed by the secure world.

FIG. 3 is a process flow diagram of a method 300 for split
billing, in accordance with the claimed subject matter. The
method 300 may be performed by the network metering sys-
tem 110. It is noted that the process flow diagram is not
intended to indicate a particular order of execution. The
method 300 begins at block 302, where the network metering
system 110 may request a SIMlet 210 from a content pro-
vider. As stated, an application 208 may invoke the trusted
SIMlet manager 216 to request a SIMlet 210 from the content
server 106. The SIMlet manager 216 may contact the content
server 106, authenticate to it, and request the SIMlet 210. The
trusted SIMlet manager 216 may authenticate to the content
server 106 using either primitives provided by the physical
SIM card, or using TPM-like remote attestations.

At block 304, the network metering system 110 may
receive the requested SIMlet 210, if the request is successful.
The trusted SIMlet manager 216 may store the SIMlet 210
locally. Additionally, the SIMlet manager 216 may signal to
the application 208 whether the SIMlet request was success-
ful or not.

Once the content server 106 issues the SIMlet 210, the
content provider is committed to paying for a portion of the
user’s traffic to the provider’s servers. The content provider
may share this information with the MO if it wishes to do so.
This could help with streamlining the customer’s payment
process, or it could form the basis for further negotiations
between the MO and the content provider with respect to
bandwidth prices.

Atblock 306, the network metering system 110 may match
network traffic to the appropriate SIMlet 210. For this, the
application 208 may explicitly request that the network
metering system 110 bill the application’s traffic against a
particular SIMlet 210. In one embodiment, the network
metering system 210 may instantiate a matching rule in a
forwarding table that matches the application’s traffic, and
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8

meter the traffic accordingly. In one embodiment, this may be
accomplished using sockets and packet filters.

When opening a socket, the application 208 requests the
SIMlet 210. As a result, the requested SIMlet 210 is bound to
the socket. This binding operation allows applications 208 to
decide which SIMlets 210 they want to use, which enables the
mobile user to have control of this process. Once a socket has
been bound to the SIMlet 210, the OS 206 may send all
outgoing network traffic from the socket bufter to the Trust-
Zone secure runtime 204. Once in the secure runtime 204, the
SIMlet packet filter rules are evaluated for billing, and the
data is handed to the network stack. For incoming traffic, the
network stack in the secure runtime decides which packets are
destined to which sockets, and then checks if the socket has a
SIMlet 210 bound to it. If so, the SIMlet 210 is evaluated, and
then the packets are handed off from the secure runtime 204
back to the socket buffer in the normal runtime 202. CODE 1
shows an example in C# of how to create a TCP socket and
bind a SIMlet 210 from DOMAIN.NAME to the socket.

// find a simlet that can be used for our destination
IPSimlet ips = IpSimlet.DefaultSimlet;
foreach (IPSimlet tmp in SimletStorage) {
if(tmp.Issuer.Contains(“DOMAIN.NAME”)) {
ips = tmp;
¥
}

// create socket
Socket s = new Socket(AddressFamily.InterNetwork, SocketType.Stream,
Protocol Type. TCP);
IPHostEntry ipHostInfo = Dns.Resolve(“DOMAIN.NAME”);
IPAddress ipAddress = ipHostInfo. AddressList[0];
IPEndPoint ipe = new IPEndPoint(ipAddress, 80);
// bind the simlet to the socket
s.BindSimlet(ips);
//connect
try {
s.connect( )
} catch(SimletException sime) {
Console.WriteLine(“SimletException: {0}, sime.ToString( ));
} catch(SocketException socke) {
Console.WriteLine(“SocketException: {0}, socke. ToString( ));
} catch(Exception €) {
Console.WriteLine(“Unexpected exception: {0}”, e.ToString( ));

}
CODE 1

At block 308, the network metering system 110 may meter
the matched network traffic to a billing account for the third
party providing the SIMlet 210. In one embodiment, the
network metering system 110 may periodically produce a bill
that tallies data traffic consumed against each of the third
parties providing SIMlets 210 to the mobile user.

FIG. 4 is a block diagram of an exemplary networking
environment 400 wherein aspects of the claimed subject mat-
ter can be employed. Moreover, the exemplary networking
environment 400 may be used to implement a system and
method that executes transactions on a distributed platform,
as described herein.

The networking environment 400 includes one or more
client(s) 402. The client(s) 402 can be hardware and/or soft-
ware (e.g., threads, processes, computing devices). As an
example, the client(s) 402 may be computers providing
access to servers over a communication framework 408, such
as the Internet.

The environment 400 also includes one or more server(s)
404. The server(s) 404 can be hardware and/or software (e.g.,
threads, processes, computing devices). The server(s) 404
may include content servers 106. The server(s) 404 may be
accessed by the client(s) 402.
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One possible communication between a client 402 and a
server 404 can be in the form of a data packet adapted to be
transmitted between two or more computer processes. The
environment 400 includes a communication framework 408
that can be employed to facilitate communications between
the client(s) 402 and the server(s) 404.

The client(s) 402 are operably connected to one or more
client data store(s) 410 that can be employed to store infor-
mation local to the client(s) 402. The client data store(s) 410
may be located in the client(s) 402, or remotely, such as in a
cloud server. Similarly, the server(s) 404 are operably con-
nected to one or more server data store(s) 406 that can be
employed to store information local to the servers 404.

With reference to FIG. 5, an exemplary operating environ-
ment 500 is shown for implementing various aspects of the
claimed subject matter. The exemplary operating environ-
ment 500 includes a computer 512. The computer 512
includes a processing unit 514, a system memory 516, and a
system bus 518.

The system bus 518 couples system components including,
but not limited to, the system memory 516 to the processing
unit 514. The processing unit 514 can be any of various
available processors. Dual microprocessors and other multi-
processor architectures also can be employed as the process-
ing unit 514.

The system bus 518 can be any of several types of bus
structure(s) including the memory bus or memory controller,
a peripheral bus or external bus, and/or a local bus using any
variety of available bus architectures known to those of ordi-
nary skill in the art. The system memory 516 comprises
non-transitory computer-readable storage media that
includes volatile memory 520 and nonvolatile memory 522.

The basic input/output system (BIOS), containing the
basic routines to transfer information between elements
within the computer 512, such as during start-up, is stored in
nonvolatile memory 522. By way of illustration, and not
limitation, nonvolatile memory 522 can include read only
memory (ROM), programmable ROM (PROM), electrically
programmable ROM (EPROM), electrically erasable pro-
grammable ROM (EEPROM), or flash memory.

Volatile memory 520 includes random access memory
(RAM), which acts as external cache memory. By way of
illustration and not limitation, RAM is available in many
forms such as static RAM (SRAM), dynamic RAM (DRAM),
synchronous DRAM (SDRAM), double data rate SDRAM
(DDR SDRAM), enhanced SDRAM (ESDRAM), Syn-
chLink™ DRAM (SLDRAM), Rambus® direct RAM
(RDRAM), direct Rambus® dynamic RAM (DRDRAM),
and Rambus® dynamic RAM (RDRAM).

The computer 512 also includes other non-transitory com-
puter-readable media, such as removable/non-removable,
volatile/non-volatile computer storage media. FIG. 5 shows,
for example a disk storage 524. Disk storage 524 includes, but
is not limited to, devices like a magnetic disk drive, floppy
disk drive, tape drive, Jaz drive, Zip drive, LS-100 drive, flash
memory card, or memory stick.

In addition, disk storage 524 can include storage media
separately or in combination with other storage media includ-
ing, but not limited to, an optical disk drive such as a compact
disk ROM device (CD-ROM), CD recordable drive (CD-R
Drive), CD rewritable drive (CD-RW Drive) or a digital ver-
satile disk ROM drive (DVD-ROM). To facilitate connection
of the disk storage devices 524 to the system bus 518, a
removable or non-removable interface is typically used such
as interface 526.

It is to be appreciated that FIG. 5 describes software that
acts as an intermediary between users and the basic computer
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resources described in the suitable operating environment
500. Such software includes an operating system 528. Oper-
ating system 528, which can be stored on disk storage 524,
acts to control and allocate resources of the computer system
512.

System applications 530 take advantage of the manage-
ment of resources by operating system 528 through program
modules 532 and program data 534 stored either in system
memory 516 or on disk storage 524. It is to be appreciated that
the claimed subject matter can be implemented with various
operating systems or combinations of operating systems.

A user enters commands or information into the computer
512 through input device(s) 536. Input devices 536 include,
but are not limited to, a pointing device (such as a mouse,
trackball, stylus, or the like), a keyboard, a microphone, a
joystick, a satellite dish, a scanner, a TV tuner card, a digital
camera, a digital video camera, a web camera, and/or the like.
The input devices 536 connect to the processing unit 514
through the system bus 518 via interface port(s) 538. Interface
port(s) 538 include, for example, a serial port, a parallel port,
a game port, and a universal serial bus (USB).

Output device(s) 540 use some of the same type of ports as
input device(s) 536. Thus, for example, a USB port may be
used to provide input to the computer 512, and to output
information from computer 512 to an output device 540.

Output adapter 542 is provided to illustrate that there are
some output devices 540 like monitors, speakers, and print-
ers, among other output devices 540, which are accessible via
adapters. The output adapters 542 include, by way of illus-
tration and not limitation, video and sound cards that provide
a means of connection between the output device 540 and the
system bus 518. It can be noted that other devices and/or
systems of devices provide both input and output capabilities
such as remote computer(s) 544.

The computer 512 can be a server hosting various software
applications in a networked environment using logical con-
nections to one or more remote computers, such as remote
computer(s) 544. The remote computer(s) 544 may be client
systems configured with web browsers, PC applications,
mobile phone applications, and the like.

The remote computer(s) 544 can be a personal computer, a
server, a router, a network PC, a workstation, a microproces-
sor based appliance, a mobile phone, a peer device or other
common network node and the like, and typically includes
many or all of the elements described relative to the computer
512.

For purposes of brevity, only a memory storage device 546
is illustrated with remote computer(s) 544. Remote
computer(s) 544 is logically connected to the computer 512
through a network interface 548 and then connected via a
wireless communication connection 550.

Network interface 548 encompasses wireless communica-
tion networks such as local-area networks (LAN) and wide-
area networks (WAN). LAN technologies include Fiber Dis-
tributed Data Interface (FDDI), Copper Distributed Data
Interface (CDDI), Ethernet, Token Ring and the like. WAN
technologies include, but are not limited to, point-to-point
links, circuit switching networks like Integrated Services
Digital Networks (ISDN) and variations thereon, packet
switching networks, and Digital Subscriber Lines (DSL).

Communication connection(s) 550 refers to the hardware/
software employed to connect the network interface 548 to
the bus 518. While communication connection 550 is shown
for illustrative clarity inside computer 512, it can also be
external to the computer 512. The hardware/software for con-
nection to the network interface 548 may include, for exem-
plary purposes only, internal and external technologies such
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as, mobile phone switches, modems including regular tele-
phone grade modems, cable modems and DSL modems,
ISDN adapters, and Ethernet cards.

An exemplary processing unit 514 for the server may be a
computing cluster comprising Intel® Xeon CPUs. The disk
storage 524 may comprise an enterprise data storage system,
for example, holding thousands of impressions.

What has been described above includes examples of the
subject innovation. It is, of course, not possible to describe
every conceivable combination of components or methodolo-
gies for purposes of describing the claimed subject matter, but
one of ordinary skill in the art may recognize that many
further combinations and permutations of the subject innova-
tion are possible. Accordingly, the claimed subject matter is
intended to embrace all such alterations, modifications, and
variations that fall within the spirit and scope of the appended
claims.

In particular and in regard to the various functions per-
formed by the above described components, devices, circuits,
systems and the like, the terms (including a reference to a
“means”) used to describe such components are intended to
correspond, unless otherwise indicated, to any component
which performs the specified function of the described com-
ponent (e.g., a functional equivalent), even though not struc-
turally equivalent to the disclosed structure, which performs
the function in the herein illustrated exemplary aspects of the
claimed subject matter. In this regard, it will also be recog-
nized that the innovation includes a system as well as a
computer-readable storage media having computer-execut-
able instructions for performing the acts and/or events of the
various methods of the claimed subject matter.

There are multiple ways of implementing the subject inno-
vation, e.g., an appropriate AP, tool kit, driver code, operat-
ing system, control, standalone or downloadable software
object, etc., which enables applications and services to use the
techniques described herein. The claimed subject matter con-
templates the use from the standpoint of an API (or other
software object), as well as from a software or hardware
object that operates according to the techniques set forth
herein. Thus, various implementations of the subject innova-
tion described herein may have aspects that are wholly in
hardware, partly in hardware and partly in software, as well as
in software.

The aforementioned systems have been described with
respect to interaction between several components. It can be
appreciated that such systems and components can include
those components or specified sub-components, some of the
specified components or sub-components, and/or additional
components, and according to various permutations and com-
binations of the foregoing. Sub-components can also be
implemented as components communicatively coupled to
other components rather than included within parent compo-
nents (hierarchical).

Additionally, it can be noted that one or more components
may be combined into a single component providing aggre-
gate functionality or divided into several separate sub-com-
ponents, and any one or more middle layers, such as a man-
agement layer, may be provided to communicatively couple
to such sub-components in order to provide integrated func-
tionality. Any components described herein may also interact
with one or more other components not specifically described
herein but generally known by those of skill in the art.

In addition, while a particular feature of the subject inno-
vation may have been disclosed with respect to only one of
several implementations, such feature may be combined with
one or more other features of the other implementations as
may be desired and advantageous for any given or particular
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application. Furthermore, to the extent that the terms
“includes,” “including,” “has,” “contains,” variants thereof,
and other similar words are used in either the detailed descrip-
tion or the claims, these terms are intended to be inclusive in
a manner similar to the term “comprising” as an open transi-
tion word without precluding any additional or other ele-
ments.

What is claimed is:

1. A method for metering traffic on a mobile computing
device, comprising:

matching, in a trusted execution environment, network

traffic between the mobile computing device and a plu-
rality of third parties based on conditions specified by a
plurality of tokens, the conditions being conditions
under which the network traffic is matched against the
third parties for content requested from the mobile com-
puting device, each token comprising a SIMlet issued by
some of the third parties;

metering, in the trusted execution environment, the

matched network traffic to assignments for third parties
issuing SIMlets based on the SIMlets, the SIMlets being
packet filters that associate, in the trusted execution
environment, the network traffic with the assignments;
creating a plurality of assignment matches for the matched
network traffic and the mobile computing device; and
notifying the third parties of the assignment matches.

2. The method of claim 1, wherein device interrupts are
mapped to the trusted execution environment to prevent com-
promising an operating system.

3. The method of claim 1, wherein the assignment matches
comprise a mobile network bandwidth of the content
requested.

4. The method of claim 1, comprising periodically produc-
ing a list for the mobile computing device, wherein the list
comprises the assignment matches.

5. The method of claim 1, wherein the content provider
comprises one of:

a cloud service; or

a website.

6. The method of claim 1, wherein one of the third parties
is a parent of a user of the mobile device.

7. The method of claim 1, wherein one of the third parties
comprises an employer of a user of the mobile device.

8. A system for metering traffic, comprising:

a processing unit; and

a system memory, wherein the system memory comprises

code configured to direct the processing unit to:

match, in a trusted execution environment, network traffic

between the mobile computing device and a plurality of
third parties based on conditions specified by a plurality
of tokens, the conditions being conditions under which
the network traffic is matched against the third parties
for content requested from the mobile computing
device, each token comprising a SIMlet issued by some
of the third parties;

meter, in the trusted execution environment, the matched

network traffic to assignments for third parties issuing
SIMlets based on the SIMlets, the SIMlets being packet
filters that associate, in the trusted execution environ-
ment, the network traffic with the assignments;

create a plurality of assignment matches for the matched

network traffic and the mobile computing device; and
notify the third parties of the assignment matches.

9. The system of claim 8, wherein device interrupts are
mapped to the trusted execution environment to prevent com-
promising an operating system.



US 9,402,000 B2

13

10. The system of claim 8, wherein the service charges
comprise a mobile network bandwidth of the content
requested.

11. The system of claim 8, comprising periodically pro-
ducing a list for the mobile computing device, wherein the list
comprises the assignment matches.

12. The system of claim 8, wherein the content provider
comprises one of:

a cloud service; or

a website.

13. The system of claim 8, wherein one of the third parties
is a parent of a user of the mobile device.

14. The system of claim 8, wherein one of the third parties
comprises an employer of a user of the mobile device.

15. A computer-readable storage media, comprising com-
puter-executable instructions that cause a processor to:

match, in a trusted execution environment, network traffic

between the mobile computing device and a plurality of
third parties based on conditions specified by a plurality
of tokens, the conditions being conditions under which
the network traffic is matched against the third parties
for content requested from the mobile computing
device, each token comprising a SIMlet issued by some
of' the third parties;

meter, in the trusted execution environment, the matched

network traffic to assignments for third parties issuing
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SIMlets based on the SIMlets, the SIMlets being packet
filters that associate, in the trusted execution environ-
ment, the network traffic with the assignments;

create a plurality of assignment matches for the matched

network traffic and the mobile computing device; and
notify the third parties of the assignment matches.

16. The computer-readable storage media of claim 15,
wherein device interrupts are mapped to the trusted execution
environment to prevent compromising an operating system.

17. The computer-readable storage media of claim 15,
wherein the service charges comprise a mobile network band-
width of the content requested.

18. The computer-readable storage media of claim 15,
comprising computer-executable instructions that cause a
processor to periodically produce a list for the mobile com-
puting device, wherein the list comprises the assignment
matches.

19. The computer-readable storage media of claim 15,
wherein the content provider comprises one of:

a cloud service; or

a website.

20. The computer-readable storage media of claim 15,
wherein one of the third parties is a parent of a user of the
mobile device, or an employer of a user of the mobile device.
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